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The FBAA welcomes the opportunity to make a submission to ASIC’s consultation under CP340: 
Breach reporting and related obligations.  

Introductory Comments 
1. We refer to our earlier submissions regarding breach reporting for credit licensees through which 

we have expressed some concerns over the complexity of the breach reporting obligations and 
the uncertainty that complexity causes. Our focus is to ensure the guidance provided to credit 
licensees is accurate, relevant and capable of being understood and implemented. Importantly, 
most of the more than 4,800 credit licensees in Australia are small to medium businesses having 
their first experience with a breach reporting regime.   

2. It is important to acknowledge that real-time breach reporting requirements are a new concept to 
most credit licensees.   

3. The FBAA has previously raised concerns with the approach of providing guidance to credit 
licensees by comparison/reference to the Corporations Act or financial services laws. Our 
preference is to see separate guidance for financial services and for consumer credit. It should 
not be necessary to expect credit licensees to have an understanding of the AFSL breach 
reporting regime in order to understand their breach reporting obligations under the NCCP Act.  

4. The examples and case studies provided in the draft regulatory guide are taken from REP 594: 
Review of selected financial services groups’ compliance with the breach reporting obligation1.  
REP 594 could only include financial services firms as it was produced in 2018 and at a time 
where credit licensees were not under a similar breach reporting obligation. The 12 entities 
included in this review were many of the largest financial institutions in the country. The financial 
institutions included in the review likely account for the majority of employees, reps and fund 
flows in the country. Regulators need to remain mindful that the issues noted in REP594 and 
those also considered by the ASIC Enforcement Review Taskforce and Royal Commission which 
drove many of the breach reporting reforms (issues such as legalistic interpretations of the 
obligations, delays and failure to report breaches by juggernaut licensee groups) may not provide 
the right perspective to impose reporting obligations for the thousands of other licensees 
impacted by these rules. What works for a bank may not work for a single person or small 
licensee employing a handful of people and directly supervising their staff.  

5. Our observation is that there could be more examples provided in Revised RG78 that are aimed 
at smaller licensees.  They are the largest audience of the guidance by number. The types of 
issues that arise for smaller licensees include one-off breaches (as opposed to significant, 
systemic issues), acts or omissions of single representatives and procedural incidents arising 
from lack of awareness or oversight.  

 
1 RG78.9 
















