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[bookmark: _Toc120186915]Introduction
[bookmark: _Toc120186916]Purpose
The purpose of this document is to outline the Reportable Situations Application Programming Interface (API) solution for external organisations to develop software notifying ASIC of reportable situations.
[bookmark: _Toc120186917]Audience
The primary audience of this document are the organisations external to ASIC who notify ASIC of reportable situations and their technology teams. 
[bookmark: _Toc120186918][bookmark: _Hlk112673956]Background
From 1 October 2021, the breach reporting reforms for Australian financial services licensees (AFS licensees) require the notification of reportable situations to ASIC. This obligation was extended to include Australian credit licensees (ACLs). 
The API provides a machine-to-machine interface solution for high-volume organisations to submit reportable situation transactions.
[bookmark: _Toc120186919]Further Information
Information on the API, the process for applying for access and key documentation list below is available at https://asic.gov.au/online-services/application-programming-interface-api-for-reportable-situations/: 
· The API specification document,
· The Reportable Situation API application form, and
· The Terms and Conditions (“user agreement”). 
For further information, please email ASIC at api.breach@asic.gov.au.
[bookmark: _Toc99613684][bookmark: _Toc99614785][bookmark: _Toc120186920]Glossary of Terms
	Term
	Description

	ACN
	Australian Company Number 

	ABN
	Australian Business Number

	AFSL
	Australian Financial Services Licensee

	ACL
	Australian Credit Licensee

	ACR
	Australian Credit Representative

	API
	Application Programming Interface

	ROT
	Record of Transaction

	JSON
	Java Script Object Notation

	REST
	Representative State Transfer


[bookmark: _Toc99613686][bookmark: _Toc99614787][bookmark: _Toc99613687][bookmark: _Toc99614788][bookmark: _Toc99613688][bookmark: _Toc99614789][bookmark: _Toc99613689][bookmark: _Toc99614790][bookmark: _Toc99613690][bookmark: _Toc99614791][bookmark: _Toc120186921][bookmark: _Toc49934940][bookmark: _Toc76792265]Registration Process

Applicant 

Develop the API.

Complete the Reportable Situation API application form and email it to  api.breach@asic.gov.au. 

ASIC 

ASIC to provide successful applicants with the user credentials to the test environment.



Applicant

Conduct tests on the provided ASIC test scenarios (located in this specification document). 

Once the applicant is satisfied with the test results, the test results are emailed to ASIC at api.breach@asic.gov.au.


ASIC 

ASIC to provide successful applicants with the user credentials to the production environment.























[bookmark: _Toc120186922]Accessing the API
After the entity has successfully submitted onboarding information and ASIC has approved on-boarding, access to the API for testing can be provided.
1. Prior to making the first API call, the entity is required to login to a secret server User Interface (UI) to obtain their Client Id, Client Secret and API Key credentials.
[bookmark: _Int_MOc6zcvJ]There are 2x APIs required for a transaction to be successfully authenticated and the reportable situation details submitted for validation and processing. 
2. Using the details obtained from the secret server, an API is sent to ASIC’s Identity server to obtain an access token.
3. Using the access token, an API is sent to the “createReportableSituation” endpoint with the payload details.










The following diagram summarises the three processes outlined above: 
 
[image: ] 




[bookmark: _Toc120186923]Accessing the Client Id, Client Secret and API Key 
ASIC uses the SigBox User Interface (UI) solution to share the Client id, Client Secret & API Key with external parties.
The steps entities are required to follow for accessing the UI & retrieving their credentials are:
1. Users will receive an email from the secret server/SigBox asking to reset the password for logging into the Secret server UI. 
Note: The email address provided on the on-boarding form will be used for creating the account in secret server. 
2. Once a user resets the password, they will be able to login into Secret server/SigBox UI 
The User will be able to see a folder & a secret file under the folder (screenshots below)
[image: ]
[image: ]

The secret file contains the Client Id, Client Secret & API Keys.
[image: ]
 
Notes:
· A separate secret file will be created for Test and Production environments
· The expiration period of the client Id and client secret is around 6 months from the date of publishing. There is no expiration for the SigBox user account
· The email address used for SigBox registration will be the email advised by external entities as part of user on-boarding. A generic email address needs to be used for continuity. 
· There are currently no plans to implement Multi-Factor Authentication (MFA) for accessing the SigBox application 
· Any updates or changes to the Client Id, Client Secret and API Key will be communicated to Business and Technical teams via the email that was provided as part of on-boarding
· [bookmark: _Hlk99619551]Client Id & Client Secret are unique for each entity onboarded
· The following are the rules for SigBox Password complexity: 
· Minimum of 10 Characters:
· At least one number is required
· At least one lowercase is required
· At least one uppercase is required
· At least one special character is required.
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[bookmark: _Toc120186924]Technical Summary

Development of this interface has been guided by the Whole of Australian Government (WoAG) Application Programming Interfaces (API) standards. Refer https://www.api.gov.au.
This is a RESTful API service called over HTTPS and managed on API Gateway connecting to a collection of ASIC-Internal backend services that create the reportable situation.
There is a single endpoint URI for the client to call to create a reportable situation transaction. The single API endpoint request method is POST.
JSON is the standard used for transferring data to and from client and server sides (Header Content-Type = application/json). Payload requests sent by entities and server responses will be made using JSON. 
The API conforms to REST architecture noting the following:
1. Client-server separation: Clients and servers can evolve independently and are not in any way coupled together, given that the interface (Swagger Doc) is unchanged. If any changes arise, they are communicated as an updated version.
2. Stateless requests: Server side does not store any context that links multiple consecutive API requests.
3. Resource Identifiers: Use of nouns for endpoint paths. The endpoint path for this API will be /v1/createReportableSituation



[bookmark: _Toc120186925]API Versioning
API’s will be versioned such as:
·         /v1/
·         /v1.1/
·         /v2/
Each updated version will be published and communicated with entities. 
Production API version will align to the Web-form.  Only one version of the API will be available in Production at one time. 
Major version releases (eg. V1, V2) will be introduced when changes are required to the API causing previous versions to be incompatible. Implementation of these releases is mandatory.
The complexity of the changes will determine the time period provided for updates to be implemented, the dates for new version test system availability and production change dates.  There are no plans to change the URL.
Minor versions (eg. V1.1, 1.2) will be introduced for bug fixes or additional enhancements which do not break the existing interface. ASIC will group together any bug fixes and additional enhancements and advise entities for their review/implementation as required for their solution. 

[bookmark: _Toc99614800][bookmark: _Toc120186926]Security Standards
[bookmark: _Toc120186927]Government Standards
ASIC will follow whole of government standard and ISM controls for this API. These include:
· https://www.api.gov.au
· ISM Guideline for system hardening – Authentication
· ISM guideline for Cryptography: Cypher/Protocol requirements, encryption.


[bookmark: _Toc120186928]Transport Security
All communication between the requesting endpoint and the serving endpoint shall be encrypted in accordance with the prescribed specification below:
· Transport shall occur using HTTPS TLS 1.3
· Key exchange
· DH 3072 bit 
· ECDH 224 bit
· RSA 3072 bit
· Symmetric algorithm
· AES-GCM 256 bit
· Digital Signatures
· DSA 2048 bit
· RSA 3072 bit
· Hashing algorithm 
· SHA2 348 bit
· Certificates shall be from SHA-2 (Secure Hash Algorithm 2) cryptographic hash functions with minimum key length of 2048.
· HTTP traffic will be rejected; there will be no redirect to HTTPS
· Unused HTTP methods are disabled and will return HTTP 405
· Each distinct API request must be authorised and validated
· ASIC reserves the right to reject certificates signed by certain Certification Authority (CAs). 
[bookmark: _Toc120186929]Connection security
API request rate limiting will be enforced. An acceptable API request rate is around 500 transactions per day for an entity. Should restrictions constrict legitimate business usage, please email api.breach@asic.gov.au.
Input validation checks are performed, if the payload or query structure does not meet the specification it will be rejected.
Content validation check are performed, if any content not defined in the specification is received, the request will be rejected.


[bookmark: _Toc120186930]Authentication Specification
Authentication & Authorisation
All API Consumers for a resource shall be authenticated to ensure that only authorised entities are granted permission access to the resource APIs. The following are the authentication steps that must be adhered to:
· Only Rest API is supported
· To call the API endpoint authorised entities must provide ASIC with a static IP (Intellectual Property) or static IP range no greater than a /24 subnet that will be added to an allow list. The entity client application request must originate from one of the addresses provided to ASIC
· ASIC uses the OAuth2 protocol (RFC-6749) for machine-to-machine M2M authentication
· M2M credentials is used to obtain  a JWT access token from the ASIC’s Identity Server
· M2M credentials shall expire no less frequently than once per year but should design in anticipation of quarterly key rotation
· All API Consumers must adhere to security requirements specified in the Terms & Conditions. 
Client ID and Client Secret
OAuth 2.0 protocol agreed to be used between third-party entities and ASIC to authenticate and authorize each call. 
The following diagram shows the flow for authentication and authorization: 


 
(1) External entity makes a call to ASIC’s Identity server.  Refer Appendix J: Sample Request and Response for Identity Server API.
(2) Identity server authenticates the call and if successful would return the access token 
(3) Subsequent API call needs to be made with the access token obtained in step (2) 
(4) ASIC system checks/verifies the access token with Identity server to make sure they are valid. Once token validation is successful, the rest of the API logic / workflow is triggered
(5) Any success/error message is returned.
Note: 
· The client must pass its client_id and client_secret in the authorization header through Basic HTTP authorization
· Examples of negative scenarios for ASIC Identity server are documented in the link
Token endpoint - Amazon Cognito
· The authorization header string is Basic Base64Encode(client_id:client_secret). 
· The following example is an authorization header for app client djc98u3jiedmi283eu928 with client secret abcdef01234567890, using the Base64-encoded version of the string djc98u3jiedmi283eu928:abcdef01234567890. 
 Details to be passed for this API: 
Header:
	Name
	Value

	Authorization
	Basic Base64Encode(client_id:client_secret)


Body:
	Name
	Value

	grant_type
	client_credentials

	scope
	createReportableSituation/POST



Other information:
	Name
	Value

	Method
	POST

	Access token expiry
	60 Minutes



[bookmark: _Toc120186931]Payloads 
Payload contents will be defined in an Open API specification (v3.0) and will be provided as a companion to this document. These are currently documented as appendices and a link will be provided when this is available from the ASIC website. 
The mapping between the FDD and the API Specification is included in Appendix H: Mapping Document. 
[bookmark: _Toc120186932]End Point
This information will be provided as part of the on-boarding. 
[bookmark: _Toc120186933]Schema Validation
As there is complex form logic surrounding the notification of reportable situations, a complex schema validator has been implemented. This provides calling organisations with a reliable method of confirming payload validity.
[bookmark: _Toc120186934]New reports and Update Reports
There will be a single POST endpoint which will cater for both new reports and update reports.
[bookmark: _Toc120186935]Body Structure, Conditional logic and Field properties and Error Handling
This information is provided in the Appendix A - Open API Specification, Reportable Situation (YAML).
Note: The reportable event status mapping is outlined in Appendix J: Reportable Event Status Calculation.
[bookmark: _Toc120186936]Examples of request payloads
Examples of successful and failed payloads are provided in Appendix B: Example Request Payload and Appendix C: Example Request Payload – Schema Failed
[bookmark: _Toc120186937]Example of response payloads
Examples of successful and failed responses are provided in Appendix D: Example Response Payload – Success; Appendix E: Example Response Payload – Schema Failed; and Appendix F: Example Response Payload – Internal Error.
[bookmark: _Toc120186938]Get Record of Transaction (GetRot) request payload
This is provided for test use only. This API can be used to download a record of transaction PDF to check successful submission and data mapping.  Refer Appendix G: Open API Specification, Get Record of Transaction (YAML)  



[bookmark: _Toc99614818][bookmark: _Toc99614819][bookmark: _Toc99614820][bookmark: _Toc99614821][bookmark: _Toc99614822][bookmark: _Toc99614823][bookmark: _Toc99614824][bookmark: _Toc99614825][bookmark: _Toc99614826][bookmark: _Toc99614827][bookmark: _Toc99614828][bookmark: _Toc99614829][bookmark: _Toc99614830][bookmark: _Toc99614831][bookmark: _Toc99614832][bookmark: _Toc99614833][bookmark: _Toc99614834][bookmark: _Toc99614835][bookmark: _Toc99614836][bookmark: _Ref99614690][bookmark: _Toc120186939]Validation Process
Organisations ASIC has approved to on-board will be granted access to a test system, allowing them to validate their software against a non-Production API.
They will be provided with a list of tests that must be executed to demonstrate to ASIC that their software is functional, before being granted access to submit reportable situation notifications to ASIC Production systems. This list will be updated from time-to-time based on requirements of the relevant legislation.
Testing will also be required when new versions of the API are released.
External organisations are expected to execute their own test cases, but as a minimum will need to execute the ASIC mandated set of tests.
Examples of the types of tests that will be included in the mandatory set are:
· Submit Reportable situation event – for Initial Transaction
· Submit Reportable situation event – for Update Transaction
· Submit Reportable situation event – for Initial Transaction with multiple related entities (as required)
· Submit Reportable situation event – for Update Transaction with multiple related entities (as required)
· Validate all submissions made via APIs using the GetRoT API (available for testing only)
· Validate the PDF and the contents of the PDF from the GetRoT API (available for testing only)
· Submit Reportable situation event with invalid data and validate the error response.

[bookmark: _Toc120186940]Hours of Operation and Outage Windows
The API solution design and construction will involve a High-Availability (HA) design ensuring there are no single points of failure. 
During planned / unplanned outage windows, the API service will not be available. Any calls to the service will receive an” Internal Server Error” with error code 500 indicating that the service is not available. all attempts during this time will need to be re-sent after the service becomes available at the end of the outage window.
As outage windows are planned, the outages will be posted on the ASIC website at Service availability | ASIC


[bookmark: _Toc120186941]Appendix A – Open API Specification, Reportable Situation (YAML)
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[bookmark: _Toc120186943]Appendix C – Example Request Payload – Schema Failed

          

[bookmark: _Toc120186944]Appendix D –Example Response Payload - Success

            
[bookmark: _Toc120186945]Appendix E – Example Response Payload – Schema Failed

       

[bookmark: _Toc120186946]Appendix F –Example Response Payload – Internal Error

                  

[bookmark: _Toc120186947]Appendix G – Open API Specification, Get Record of Transaction (YAML)
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[bookmark: _Toc120186949]Appendix I – Sample Request & Response for Identity Server API

Sample Request
 
   "Request Headers": {
    "authorization": "Basic M3Fkcms3NTU1a2F0dW12cXBmMDNlbnFtc2M6MWFyODkzbXIwanAzZzBlbXVmNHA4YWg0ZnBjbzFvbWpvMGRsc2h2MG1oYjIyb3Ztam9n",
    "user-agent": "PostmanRuntime/7.29.2",
    "accept": "*/*",
    "postman-token": "721c5918-62aa-474f-b3aa-ef876e4352e3",
    "host": "<ASIC HOST>",
    "accept-encoding": "gzip, deflate, br",
    "connection": "keep-alive",
    "content-type": "application/x-www-form-urlencoded",
    "content-length": "68"
  },
  "Request Body": {
    "grant_type": "client_credentials",
    "scope": "createReportableSituation/POST"
  }
 
Sample Response

  "Response Headers": {
    "date": "Wed, 03 Aug 2022 01:02:19 GMT",
    "content-type": "application/json;charset=UTF-8",
    "transfer-encoding": "chunked",
    "connection": "keep-alive",
    "set-cookie": "XSRF-TOKEN=d0b5159b-2e50-41c7-9e7d-75bffc4af341; Path=/; Secure; HttpOnly; SameSite=Lax",
    "x-amz-cognito-request-id": "8289ee2f-cd14-471c-89e7-8f7489f22507",
    "x-application-context": "application:prod:8443",
    "x-content-type-options": "nosniff",
    "x-xss-protection": "1; mode=block",
    "cache-control": "no-cache, no-store, max-age=0, must-revalidate",
    "pragma": "no-cache",
    "expires": "0",
    "strict-transport-security": "max-age=31536000 ; includeSubDomains",
    "x-frame-options": "DENY",
    "server": "Server"
  },
  "Response Body": "{\"access_token\":\"eyJraWQiOiJMQUdjUGJvdUtyWUZNemdTYkVWQ3JGQ2Rjd3VwenptWTFPSmVmUEZUMGh3PSIsImFsZyI6IlJTMjU2In0.eyJzdWIiOiIzcWRyazc1NTVrYXR1bXZxcGYwM2VucW1zYyIsInRva2VuX3VzZSI6ImFjY2VzcyIsInNjb3BlIjoiY3JlYXRlUmVwb3J0YWJsZVNpdHVhdGlvblwvUE9TVCIsImF1dGhfdGltZSI6MTY1OTQ4ODUzOSwiaXNzIjoiaHR0cHM6XC9cL2NvZ25pdG8taWRwLmFwLXNvdXRoZWFzdC0yLmFtYXpvbmF3cy5jb21cL2FwLXNvdXRoZWFzdC0yX2JSYTVNZXlGciIsImV4cCI6MTY1OTQ4ODgzOSwiaWF0IjoxNjU5NDg4NTM5LCJ2ZXJzaW9uIjoyLCJqdGkiOiI5ZTdiM2QyNC04NWQ2LTQwNWQtODQ4ZC0xY2EwNmMzNzYxNTIiLCJjbGllbnRfaWQiOiIzcWRyazc1NTVrYXR1bXZxcGYwM2VucW1zYyJ9.ddEBokW6E5hLj-EtXxGHEw1FePZBTCTm3PqtJSqdAbCicLK8s14d-rpa0_X7wKPuDb_NbXEbhKMgoEgE5era6S2MVK5brM-vaHLY80IXoBsKszrEwZbWHnlOimoQy5gogHkL4IjT9b-NRTHziALHCD1H6RQqvmUcXVYTlJT5Lfk49o8pYnfMbcenMX6ve13fl8h054gXllfH3kQsG6vPc7FEfrhT3Yud4X7BBLyrE8aHBz2DhWGiN50IhB_wIkweTsh_2Hi1cBWRPKkb5ryAPq03s0ohJmt-LbgQR-vEgSsm3lEGFzH8_aiuIV7R3wen8EcZbuM7M7-0xoDpIe497A\",\"expires_in\":3600,\"token_type\":\"Bearer\"}"
}
  


[bookmark: _Toc120186950]Appendix J – Reportable Event Status Calculation

The types of reportable situation referred to in the table are:
A = Has breached	
B = Unable to comply (likely breach)	
C = Investigation commenced only (nothing found yet)	
D = Investigation commenced, completed and no breach found
E = Gross negligence or serious fraud

	[bookmark: _Hlk70583763]

Reportable situation event status
	Type of 
reportable 
situation
	Investigation complete?
	No impact on clients
	No client loss
	Clients compensated
	Started compensating
	Intends to compensate?
	Breach rectified
	Has plan for rectifying
	Preparing plan?
	Addressed inability to comply
	Taking measures re inability to comply
	Will take measures to address?

	
	
	P2-S1-6 or 
P2-S1-7b or
P2-S1A-9 =
	P2-S4-18 or P2B-S4A-18 =
	P2-S4-33 or P2B-S4A-33 =
	P2-S5-1 or 
P2B-S5A-1 =
	P2-S5-3 or 
P2B-S5A-3 =
	P2-S5-6 or 
P2B-S5A-6 =
	P2-S5-11 or P2B-S5A-11 =
	P2-S5-14 or P2B-S5A-14 =
	P2-S5-16 or P2B-S5A-16-=
	P2-S5-31aa or P2B-S5A-31aa =
	P2-S5-31a or 
P2B-S5A-31a =
	P2-S5-31c or P2B-S5A-31c =

	
	A
	B
	C
	D
	E
	Yes
	No[footnoteRef:2] [2: ] 
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ASIC-Create-Report able-Situation-1.6-swagger.yaml


ASIC-Create-Reportable-Situation-1.6-swagger.yaml
openapi: 3.0.0

info:

  version: '1.6'

  title: ASIC Reportable Situation API Specification

  description: ASIC Reportable Situation API Specification detailing request and response schemas

  termsOfService: http://example.com/terms/

  contact:

    name: ASIC API Support

    url: http://www.asicsupport.com/support

    email: support@example.com

servers:

  - url: https://development.gigantic-server.com/v1

    description: Development server

  - url: https://staging.gigantic-server.com/v1

    description: Staging server

  - url: https://api.gigantic-server.com/v1

    description: Production server





paths:

  /createReportableSituation:

    post:

      security:

        - custom_headers: []     

      summary: Create reportable situation

      description: Endpoint developed for external parties to submit reportable situations. For fields that are not mandatory the expected behaviour is that these fields will not be sent through as part of the payload.

      requestBody:

        required: true

        content:

          application/json:

            schema:

              $ref: '#/components/schemas/request_body'

      responses:

        '500':

          description: OK

          content:

            application/json:

              schema:

                type: object

                properties:

                  body:

                    type: object

                    properties:

                      isError:

                        type: string

                        example: "true"

                        description: identifies an error

                      timestamp:

                        type: string

                        example: "13-06-2024 14:53:22"

                        description: submit timestamp of the transaction

                      message:

                        type: string

                        example: "2008 AFSL LicenceNumber (3411111) does not have AFSL"

                        description: transaction message

                      description:

                        type: string

                        example: "Contact ASIC Support Team"

                        description: transaction description

        '200':

          description: OK

          content:

            application/json:

              schema:

                type: object

                properties:

                  body:

                    type: object

                    properties:

                      isError:

                        type: string

                        example: "false"

                        description: identifies an error

                      transactionId:

                        type: string

                        example: "API2432423452431424"

                        description: transaction id

                      eventStatus:

                        type: string

                        example: "Investigation incomplete"

                        description: transaction id

                      timestamp:

                        type: string

                        example: "13-06-2024 14:53:22"

                        description: submit timestamp of the transaction

                      message:

                        type: string

                        example: "transaction was successfully submitted"

                        description: transaction message

                      description:

                        type: string

                        example: "transaction description"

                        description: transaction description

        '400':

          description: Bad Request

          content:

            application/json:

              schema:

                type: object

                properties:

                  body:

                    type: object

                    properties:

                      isError:

                        type: string

                        example: "true"

                        description: identifies an error

                      timestamp:

                        type: string

                        example: "13-06-2024 14:53:22"

                        description: submit timestamp of the transaction

                      message:

                        type: string

                        example: "AFS licence number (123456789) does not exist or invalid. Ref other_afs_licensees"

                        description: transaction message

                      description:

                        type: string

                        example: "ErrorResp"

                        description: transaction description

        '406':

          description: Not Acceptable

          content:

            application/json:

              schema:

                type: object

                properties:

                  body:

                    type: object

                    properties:

                      isError:

                        type: string

                        example: "true"

                        description: identifies an error

                      timestamp:

                        type: string

                        example: "13-06-2024 14:53:22"

                        description: submit timestamp of the transaction

                      message:

                        type: string

                        example: "The reportable situation event title already exists. Enter another title."

                        description: transaction message

                      description:

                        type: string

                        example: "There is an existing ReportableSituation event under an entity with the same transaction group name"

                        description: transaction description                         

        '422':

          description: Accepted

          content:

           application/json:

              schema:

                type: object

                properties:

                  validated:

                    type: boolean

                    example: false

                  error_message:

                    type: string

                    example: Schema validation failed

                  schema_validation_errors:

                    type: array

                    items:

                      type: object 

                      properties:

                        validation_error_path:

                          type: string

                          example: $.report_body.about_reportable_situation

                        validation_error_message:

                          type: string

                          example: "'reportable_situation_client_complaints' is a required property"

        '401':

          description: Unauthorised

        '403':

          description: Forbidden

        '404':

          description: Not found

        '503':

          description: Unavailable

components:

  schemas:

    request_body:

      type: object

      required:

       - report_body

       - header

      properties:

        header:

          type: object

          required:

            - source_system

            - source_name

            - business_id

          properties:

            source_system:

              type: string

              example: Test Bank

              description: Entity Name

            source_name:

              type: string

              example: a@b.com

              description: Email address for RT portal

            business_id:

             type: string

             example: 000012345

             description: This is an ACN number for primary entity and a mandatory field. This must be 9 characters long

             

        report_body:

          type: object

          required:

          - transaction_details

          description: This is the request body wrapper

          properties:

            transaction_details:

              type: object

              properties:

                reportable_situation_event_title:

                  type: string

                  example: Test reportable situation

                  description: Mandatory if the reportable situation submitted first time

                  maxLength: 100

                initial_submission_id:

                  type: string

                  example: API324345645345683793

                  description: Mandatory if user is submitting update transaction

                latest_submission_id:

                  type: string

                  example: API324345645345683793

                  description: Mandatory if user is submitting update transaction

            licensee_details:

              type: object

              required: 

              - licence_type

              properties:

                licence_type:

                  type: string

                  example: AFS licence

                  enum:

                  - 1. "AFS licence"

                  - 2. "Credit licence"

                  - 3. "Both licences"

                  description: READ ONLY - values must match previous transaction if

                               form state = "Investigation incomplete"

                                           OR "Remediation incomplete"

                                           OR "Rectification incomplete"

                                           OR "Remediation and rectification incomplete"

                                                    

                afs_licence_number:

                  type: string

                  example: "12121212"

                  description: Mandatory if "licence_type" = "AFS licence" (i.e. AFSL is current or suspended) OR "Both licences"

                acl_number:

                  type: string

                  example: "45454545"

                  description: Mandatory if "licence_type" = "Credit licence" (i.e. ACL is current or suspended) OR "Both licences"

            situation_type:

              type: object

              required:

              - breach_investigation_completion_status

              

              properties:

                report_type:

                  type: array

                  items:

                    type: string

                    enum: 

                      - 1. "Core obligation - significant breach/likely breach/commenced investigation"

                      - 2. "Gross negligence"

                      - 3. "Serious fraud"

                  example:  ["Gross negligence", "Serious fraud"]

                  description: READ ONLY - values must match previous transaction if

                               form state = "Investigation incomplete"

                                           OR "Remediation incomplete"

                                           OR "Rectification incomplete"

                                           OR "Remediation and rectification incomplete"

                report_description:

                  type: array

                  items:  

                    type: string

                    enum: 

                      - 1. "Significant breach of core obligation has occurred"

                      - 2. "No longer able to comply with core obligation (likely significant breach)"

                      - 3. "Commenced an investigation about whether either of the above are applicable"

                  example: ["Significant breach of core obligation has occurred","Commenced an investigation about whether either of the above are applicable"]

                  description: Mandatory if "report_type" includes "Core obligation - significant breach/likely breach/commenced investigation"

                  

                               READ ONLY - values must match previous transaction if

                               form state = "Investigation incomplete"

                                           OR "Remediation incomplete"

                                           OR "Rectification incomplete"

                                           OR "Remediation and rectification incomplete"

                        

                      If "report_description" includes "Significant breach of core obligation has occurred" AND "No longer able to comply with core obligation (likely significant breach)", 

                      show an error (You cannot select both "Significant breach of core obligation has occurred" and "No longer able to comply with core obligation (likely significant breach)". To proceed with this transaction you must deselect one of these options.)



                breach_circumstance:

                  type: array

                  items:

                    type: string

                    enum: 

                    - 1. "Offence involves dishonesty and carries imprisonment penalty of at least three months"

                    - 2. "Offence carries imprisonment penalty of at least 12 months"

                    - 3. "Contravention of civil penalty provision"

                    - 4. "Contravention of key requirement (as defined in National Credit Code)"

                    - 5. "Misleading or deceptive conduct re financial product/service (contravention of s1041H(1) of the Corporations Act or s12DA(1) of the ASIC Act)"

                    - 6. "Breach results, or is likely to result, in material loss or damage to members/clients"

                    - 7. "Number/frequency of similar breaches"

                    - 8. "Impact on licensee's ability to provide financial services/engage in credit activities (covered by the licence)"

                    - 9. "Indicates that compliance arrangements inadequate"

                    - 10. "Other circumstances specified in the regulations"

                  example: ["Offence carries imprisonment penalty of at least 12 months", "Contravention of civil penalty provision"]

                  description: Mandatory if "report_type" includes "Core obligation - significant breach/likely breach/commenced investigation"



                               READ ONLY - values must match previous transaction if

                                          form state = "Remediation incomplete"

                                                      OR "Rectification incomplete"

                                                      OR "Remediation and rectification incomplete"

                breach_circumstance_other:

                  type: string

                  example: Description of other breach circumstance

                  maxLength: 1000

                  description: Mandatory if "breach_circumstance" includes "Other circumstances specified in the regulations"



                              READ ONLY - values must match previous transaction if

                                          form state = "Remediation incomplete"

                                                      OR "Rectification incomplete"

                                                      OR "Remediation and rectification incomplete"

                                                      

                breach_core_obligation:

                  type: array

                  items:

                    type: string

                    enum: 

                    - 1. "s47 of the Credit Act, other than s47(1)(d)"

                    - 2. "s47(1)(d) of the Credit Act - relating to that Act, the National Consumer Credit Protection (Transitional and Consequential Provisions) Act 2009 and Division 2 of Part 2 of the ASIC Act and regulations made for the purpose of that Division"

                    - 3. "ss47(1)(d) of the Credit Act - relating to Commonwealth legislation that covers conduct relating to credit activities"

                    - 4. "s50A(3)(d) of the Credit Act"

                    - 5. "s912A or s912B of the Corporations Act, other than s912A(1)(c)"

                    - 6. "s912A(1)(c) of the Corporations Act - relating to provisions of that Act or the ASIC Act referred to in paragraphs (a), (b), (ba) and (c) of s761A definition of 'financial services law'"

                    - 7. "s912A(1)(c) of the Corporations Act - not relating to traditional trustee company services, but relating to Commonwealth legislation that covers conduct re the provision of financial services and that is specified in regulations made for the purposes of s912D(3)(c)"

                    - 8. "s912A(1)(c) of the Corporations Act - relating to traditional trustee company services and Commonwealth, State or Territory legislation, or a rule of common law or equity, that is covered by paragraph (d) or (e) of s761A definition of 'financial services law'"

                    - 9. "s912D(3)(e) of the Corporations Act"

                  example: ["s50A(3)(d) of the Credit Act", "s912D(3)(e) of the Corporations Act"]

                  description: Mandatory if "report_description" includes "Significant breach of core obligation has occurred" 

                                      OR if "report_description" includes "No longer able to comply with core obligation (likely significant breach)"

                                      OR if "investigation_found_incomplete" includes "Significant breach of core obligation has occurred" 

                                      OR if "investigation_found_incomplete" includes "No longer able to comply with core obligation (likely significant breach)"

                                      OR if "investigation_found_incomplete_1" = "No longer able to comply with core obligation (likely significant breach)"

                                      OR if "investigation_found_incomplete_1" = "Significant breach of core obligation has occurred"

                  

                               READ ONLY - values must match previous transaction if

                                          form state = "Remediation incomplete"

                                                      OR "Rectification incomplete"

                                                      OR "Remediation and rectification incomplete"



                breach_investigation_completion_status:

                  type: string

                  example: Yes

                  enum:

                  - Yes

                  - No

                  description: READ ONLY - values must match previous transaction if

                                          form state = "Investigation incomplete"

                                                      OR "Remediation incomplete"

                                                      OR "Rectification incomplete"

                                                      OR "Remediation and rectification incomplete"

                breach_investigation_completion_status_1:

                  type: string

                  enum:

                  - Yes

                  - No

                  example: Yes

                  description: Mandatory if  "initial_submission_id" is populated AND "breach_investigation_completion_status" = "No"



                               READ ONLY - values must match previous transaction if

                                          form state = "Remediation incomplete"

                                                      OR "Rectification incomplete"

                                                      OR "Remediation and rectification incomplete"

                investigation_found_incomplete:

                  type: array

                  items:

                    type: string

                    enum: 

                      - 1. "Significant breach of core obligation has occurred"

                      - 2. "No longer able to comply with core obligation (likely significant breach)"

                      - 3. "Gross negligence"

                      - 4. "Serious fraud"

                      - 5. "No breach of, nor inability to comply with, core obligation found where the breach is/would be significant"

                  example: ["Significant breach of core obligation has occurred", "Serious fraud"]

                  description: Mandatory if "initial_submission_id" is populated 

                                        AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" ONLY

                                        AND "report_description" = "Commenced an investigation about whether either of the above are applicable" ONLY

                               

                               Must not appear if "breach_investigation_completion_status" = "Yes"

                  

                               READ ONLY - values must match previous transaction if

                                          form state = "Remediation incomplete"

                                                      OR "Rectification incomplete"

                                                      OR "Remediation and rectification incomplete"

                  

                   Error Messages



                        If "investigation_found_incomplete" includes "Significant breach of core obligation has occurred" AND "No longer able to comply with core obligation (likely significant breach)"

                        Show an error (You cannot select both 'Significant breach of core obligation has occurred' and 'No longer able to comply with core obligation (likely significant breach)'. To proceed with this transaction you must deselect one of these options.)

                    

                        If "investigation_found_incomplete" includes "No breach of, nor inability to comply with, core obligation found where the breach is/would be significant" 

                            AND "breach_investigation_completion_status_1" = "No"

                        Show an error (You cannot select 'No breach of, nor inability to comply with, core obligation found where the breach is/would be significant' if your investigation of the matter is not yet complete. To proceed with this transaction you must deselect that option.)

                    

                        If "investigation_found_incomplete" includes "No breach of, nor inability to comply with, core obligation found where the breach is/would be significant" 

                                                                AND ("Significant breach of core obligation has occurred" AND/OR "No longer able to comply with core obligation (likely significant breach)")

                        Show an error (You cannot select 'No breach of, nor inability to comply with, core obligation found where the breach is/would be significant' as well as either of the following -'Significant breach of core obligation has occurred' or 'No longer able to comply with core obligation (likely significant breach)'. To proceed with this transaction you must deselect one of these options.)

                    

                investigation_found_incomplete_1:

                  type: string

                  enum: 

                    - 1. "Significant breach of core obligation has occurred"

                    - 2. "No longer able to comply with core obligation (likely significant breach)"

                    - 3. "Neither of the above"

                  example: Significant breach of core obligation has occurred

                  description: Mandatory if ("initial_submission_id" is populated AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" AND "Gross negligence" AND "report_description" = "Commenced an investigation about whether either of the above are applicable" ONLY)  

                                         OR if ("initial_submission_id" is populated AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" AND "Serious fraud" AND "report_description" = "Commenced an investigation about whether either of the above are applicable" ONLY)

                                         OR if ("initial_submission_id" is populated AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" AND "Gross negligence" AND "Serious fraud" AND "report_description" = "Commenced an investigation about whether either of the above are applicable" ONLY)

                  

                               Must not appear if "breach_investigation_completion_status" = "Yes"

                   

                               READ ONLY - values must match previous transaction if

                                          form state = "Remediation incomplete"

                                                      OR "Rectification incomplete"

                                                      OR "Remediation and rectification incomplete"



                additional_fraud:

                  type: array

                  items:

                    type: string

                    enum: 

                    - 1. "Gross negligence"

                    - 2. "Serious fraud"

                    - 3. "Neither of the above found"

                  example: ["Gross negligence", "Serious fraud"]

                  description: Mandatory if "initial_submission_id" is populated

                                        AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" ONLY

                                        AND "report_description" includes "Significant breach of core obligation has occurred" OR "No longer able to comply with core obligation (likely significant breach)"



                               Must not appear if "breach_investigation_completion_status" = "Yes"

                  

                               READ ONLY - values must match previous transaction if

                                          form state = "Remediation incomplete"

                                                      OR "Rectification incomplete"

                                                      OR "Remediation and rectification incomplete"



                              Error Message

                    

                                 If ("additional_fraud" = "Neither of the above found" AND "Gross negligence") 

                                 OR ("additional_fraud" = "Neither of the above found" AND "Serious fraud") 

                                 OR ("additional_fraud" = "Neither of the above found" AND "Gross negligence" AND "Serious fraud")                    

                    

                               Show an error (You cannot select 'Neither of the above found' as well as either of the following - 'Gross negligence' or 'Serious fraud'. To proceed with this transaction you must deselect one of these options.)

                    



                breach_since_occurred:

                  type: string

                  example: Yes

                  enum:

                  - Yes

                  - No

                  description: Mandatory if ("initial_submission_id" is populated AND "report_description" includes "No longer able to comply with core obligation (likely significant breach)")

                                      OR if "investigation_found_incomplete" includes "No longer able to comply with core obligation (likely significant breach)"

                                      OR if "investigation_found_incomplete_1" = "No longer able to comply with core obligation (likely significant breach)"

                                

                                Note - Once answered â€˜yesâ€™ it should not be changed to â€˜noâ€™        

                    

            licensees_schemes_rep_involved:

              type: object

              required: 

              - report_submit_licensee

              - report_committed_entity

              description: READ ONLY - values must match previous transaction if

                                          form state = "Remediation incomplete"

                                                      OR "Rectification incomplete"

                                                      OR "Remediation and rectification incomplete"

              properties: 

                report_submit_licensee: 

                  type: string

                  example: Yes

                  enum:

                   - Yes

                   - No

                  

                report_licensee_types: 

                  type: string

                  example: AFS licence

                  enum:

                    - 1. "AFS licence"

                    - 2. "Credit licence"

                    - 3. "Both licences"

                  description: Mandatory if "report_submit_licensee" = "Yes"



                report_responsible_entity:

                  type: string

                  example: Yes

                  enum:

                  - Yes

                  - No

                  description: Mandatory if ("afs_licence_number" is populated AND "licence_type" is not "Credit licence")

                                      OR if ("report_licensee_types" = "AFS licence" OR "Both licences")



                report_cciv_corporate_dir:

                  type: string

                  example: Yes

                  enum:

                  - Yes

                  - No

                  description: Mandatory if ("afs_licence_number" is populated AND "licence_type" is not "Credit licence")

                                      OR if "report_licensee_types" = "AFS licence" OR "Both licences"

                

                report_sub_fund_cciv_corporate_dir:

                  type: string

                  example: Yes

                  enum:

                  - Yes

                  - No

                  description: Mandatory if "report_cciv_corporate_dir" = "Yes"



                report_committed_entity:

                  type: string

                  example: licensee/s

                  enum:

                  - 1. "Licensee(s)"

                  - 2. "Representative(s)"

                  - 3. "Both of the above"



                representative_ReportableSituationRelate:

                  type: string

                  example: Financial adviser/authorised representative

                  enum:

                  - 1. "Financial adviser/authorised representative"

                  - 2. "Employee/director of licensee or related body corporate (who is not a financial adviser)"

                  - 3. "Both of the above"

                  description: Mandatory if (

                                            if ("report_committed_entity" = "Representative(s)" AND "afs_licence_number" is populated AND "licence_type" = not "Credit licence" AND not "Both licences")

                                            OR if ("report_committed_entity" = "Representative(s)" AND "licence_type" = "Both licences")

                                            OR if ("report_committed_entity" = "Representative(s)" AND "report_licensee_types" = "AFS licence")

                                            OR if ("report_committed_entity" = "Representative(s)" AND "report_licensee_types" = "Both licences")

                                            OR if ("report_committed_entity" = "Both of the above" AND "afs_licence_number" is populated AND "licence_type" = not "Credit licence" AND not "Both licences")

                                            OR if ("report_committed_entity" = "Both of the above" AND "licence_type" = "Both licences")

                                            OR if ("report_committed_entity" = "Both of the above" AND "report_licensee_types" = "AFS licence")

                                            OR if ("report_committed_entity" = "Both of the above" AND "report_licensee_types" = "Both licences")

                                            )

                                        AND

                                         if (

                                            if ("afs_licence_number" is populated AND "licence_type" = not "Credit licence" AND not "Both licences" AND "report_submit_licensee" = "No")

                                            OR if ("afs_licence_number" is populated AND "licence_type" = not "Credit licence" AND not "Both licences" AND "report_licensee_types" = "AFS licence")

                                            )



                representative_ReportableSituationRelate_1:

                  type: string

                  example: Financial adviser/authorised representative

                  enum:

                  - 1. "Financial adviser/authorised representative"

                  - 2. "Employee/director of licensee or related body corporate (who is not a financial adviser)"

                  - 3. "Both of the above"

                  - 4. "None of the above - relates to representative of credit licence"

                  description: Mandatory if (

                                            if ("report_committed_entity" = "Representative(s)" AND "afs_licence_number" is populated AND "licence_type" = not "Credit licence" AND not "Both licences")

                                            OR if ("report_committed_entity" = "Representative(s)" AND "licence_type" = "Both licences")

                                            OR if ("report_committed_entity" = "Representative(s)" AND "report_licensee_types" = "AFS licence")

                                            OR if ("report_committed_entity" = "Representative(s)" AND "report_licensee_types" = "Both licences")

                                            OR if ("report_committed_entity" = "Both of the above" AND "afs_licence_number" is populated AND "licence_type" = not "Credit licence" AND not "Both licences")

                                            OR if ("report_committed_entity" = "Both of the above" AND "licence_type" = "Both licences")

                                            OR if ("report_committed_entity" = "Both of the above" AND "report_licensee_types" = "AFS licence")

                                            OR if ("report_committed_entity" = "Both of the above" AND "report_licensee_types" = "Both licences")

                                            )

                                        AND

                                         if (

                                            if "licence_type" = "Both licences"

                                            OR if "report_licensee_types" = "Both licences"

                                            OR if ("afs_licence_number" is populated AND "licence_type" = not "Credit licence" AND not "Both licences" AND "report_licensee_types" = "Credit licence")

                                            OR if ("acl_number" is populated AND "licence_type" = not "AFS licence" AND not "Both licences" AND "report_licensee_types" = "AFS licence")

                                            )

                    

                    Show an error "You cannot select 'None of the above' for BOTH representative_ReportableSitutationRelate_1 and representative_ReportableSitutationRelate_3."

                    If "representative_ReportableSitutationRelate_1" = None of the above AND "representative_ReportableSitutationRelate_3" = None of the above



                  

                representative_ReportableSituationRelate_2:

                  type: string

                  example: Authorised credit representative

                  enum:

                  - 1. "Authorised credit representative"

                  - 2. "Employee/director of licensee or related body corporate"

                  - 3. "Both of the above"

                  description: Mandatory if (

                                            if ("report_committed_entity" = "Representative(s)" AND "acl_number" is populated AND "licence_type" = not "AFS licence" AND not "Both licences")

                                            OR if ("report_committed_entity" = "Representative(s)" AND "licence_type" = "Both licences")

                                            OR if ("report_committed_entity" = "Representative(s)" AND "report_licensee_types" = "Credit licence")

                                            OR if ("report_committed_entity" = "Representative(s)" AND "report_licensee_types" = "Both licences")

                                            OR if ("report_committed_entity" = "Both of the above" AND "acl_number" is populated AND "licence_type" = not "AFS licence" AND not "Both licences")

                                            OR if ("report_committed_entity" = "Both of the above" AND "licence_type" = "Both licences")

                                            OR if ("report_committed_entity" = "Both of the above" AND "report_licensee_types" = "Credit licence")

                                            OR if ("report_committed_entity" = "Both of the above" AND "report_licensee_types" = "Both licences")

                                            )

                                        AND

                                         if (

                                            if ("acl_number" is populated AND "licence_type" = not "AFS licence" AND not "Both licences" AND "report_submit_licensee" = "No")

                                            OR if ("acl_number" is populated AND "licence_type" = not "AFS licence" AND not "Both licences" AND "report_licensee_types" = "Credit licence")

                                            )



                representative_ReportableSituationRelate_3:

                  type: string

                  example: Authorised credit representative

                  enum:

                  - 1. "Authorised credit representative"

                  - 2. "Employee/director of licensee or related body corporate"

                  - 3. "Both of the above"

                  - 4. "None of the above - relates to representative of AFS licence"

                  description: Mandatory if (

                                            if ("report_committed_entity" = "Representative(s)" AND "acl_number" is populated AND "licence_type" = not "AFS licence" AND not "Both licences")

                                            OR if ("report_committed_entity" = "Representative(s)" AND "licence_type" = "Both licences")

                                            OR if ("report_committed_entity" = "Representative(s)" AND "report_licensee_types" = "Credit licence")

                                            OR if ("report_committed_entity" = "Representative(s)" AND "report_licensee_types" = "Both licences")

                                            OR if ("report_committed_entity" = "Both of the above" AND "acl_number" is populated AND "licence_type" = not "AFS licence" AND not "Both licences")

                                            OR if ("report_committed_entity" = "Both of the above" AND "licence_type" = "Both licences")

                                            OR if ("report_committed_entity" = "Both of the above" AND "report_licensee_types" = "Credit licence")

                                            OR if ("report_committed_entity" = "Both of the above" AND "report_licensee_types" = "Both licences")

                                            )

                                        AND

                                         if (

                                            if "licence_type" = "Both licences"

                                            OR if "report_licensee_types" = "Both licences"

                                            OR if ("acl_number" is populated AND "licence_type" = not "AFS licence" AND not "Both licences" AND "report_licensee_types" = "AFS licence")

                                            OR if ("afs_licence_number" is populated AND "licence_type" = not "Credit licence" AND not "Both licences" AND "report_licensee_types" = "Credit licence")

                                            )

                    

                    Show an error "You cannot select 'None of the above' for BOTH representative_ReportableSitutationRelate_1 and representative_ReportableSitutationRelate_3."

                    If "representative_ReportableSitutationRelate_1" = None of the above AND "representative_ReportableSitutationRelate_3" = None of the above



                  

            

            other_afs_licensees:

              type: array

              items:

                type: string

              example: ["56879","25896"]

              maxItems: 30

              description: Mandatory if "report_licensee_types" = "AFS licence" OR "Both licences"



                           READ ONLY - values must match previous transaction if

                                          form state = "Remediation incomplete"

                                                      OR "Rectification incomplete"

                                                      OR "Remediation and rectification incomplete"



            other_credit_licensees:

              type: array

              items:

                type: string

              example: ["456789", "25369"]

              maxItems: 30

              description: Mandatory if "report_licensee_types" = "Credit licence" OR "Both licences"



                           READ ONLY - values must match previous transaction if

                                          form state = "Remediation incomplete"

                                                      OR "Rectification incomplete"

                                                      OR "Remediation and rectification incomplete"





            schemes:

              type: array

              maxItems: 30

              description: Mandatory if "report_responsible_entity" = "Yes"

                           READ ONLY - values must match previous transaction if

                                          form state = "Remediation incomplete"

                                                      OR "Rectification incomplete"

                                                      OR "Remediation and rectification incomplete"

              required:

              - schemes_ARSN_number

              items: 

                type: object

                properties:

                  schemes_responsible_entity: 

                    type: string

                    example: Licensee submitting this transaction

                    enum:

                    - 1. "Licensee submitting this transaction"

                    - 2. "Another licensee named in this transaction"

                    description: Mandatory if ("afs_licence_number" is populated AND "report_licensee_types" = "AFS license")

                                           OR if ("afs_licence_number" is populated AND "report_licensee_types" = "Both licences")

                    

                  schemes_Responsible_Entity_afs_Licence_Number:

                    type: string

                    description: Mandatory if ("afs_licence_number" is populated AND "report_submit_licensee" = "No")

                                           OR if ("afs_licence_number" is populated AND "report_licensee_types" = "Credit licence")

                                           OR if "schemes_Responsible_Entity" = "Licensee submitting this transaction"

                  

                  schemes_entity_afs_licence_Selection:

                    type: string

                    description: Mandatory if ("afs_licence_number" is not populated AND "report_licensee_types" = "AFS license")

                                           OR if ("afs_licence_number" is not populated AND "report_licensee_types" = "Both licences")

                                           OR if schemes_Responsible_Entity = "Another licensee named in this transaction"



                  schemes_ARSN_number:

                    type: string



            CCIV:

              type: array

              maxItems: 30

              required:

              - cciv_acn_number

              description: Mandatory if "report_cciv_corporate_dir" = "Yes"

                           READ ONLY - values must match previous transaction if

                                          form state = "Remediation incomplete"

                                                      OR "Rectification incomplete"

                                                      OR "Remediation and rectification incomplete"



              items:

                type: object

                properties:

                  cciv_corp_director:

                    type: string

                    example: Licensee submitting this transaction

                    enum:

                    - 1. "Licensee submitting this transaction"

                    - 2. "Another licensee named in this transaction"

                    description: Mandatory if ("afs_licence_number" is populated AND "report_licensee_types" = "AFS license")

                                OR if ("afs_licence_number" is populated AND "report_licensee_types" = "Both licences")

                    

                  CCIV_corp_director_AFS_licence_number:

                    type: string

                    description: Mandatory if ("afs_licence_number" is populated AND "report_submit_licensee" = "No")

                                           OR if ("afs_licence_number" is populated AND "report_licensee_types" = "Credit licence")

                                           OR if "cciv_corp_director" = "Licensee submitting this transaction"

                  

                  cciv_corp_director_AFS_licence_number_1:

                    type: string

                    description: Mandatory if ("afs_licence_number" is not populated AND "report_licensee_types" = "AFS license")

                                           OR if ("afs_licence_number" is not populated AND "report_licensee_types" = "Both licences")

                                           OR if "cciv_corp_director" = "Another licensee named in this transaction"

  

                  cciv_acn_number:

                    type: string

              

            sub_funds_cciv:

              type: array

              maxItems: 30

              required:

              - sub_funds_cciv_arfn

              description: Mandatory if "report_sub_fund_cciv_corporate_dir" = "Yes"

                           READ ONLY - values must match previous transaction if

                                          form state = "Remediation incomplete"

                                                      OR "Rectification incomplete"

                                                      OR "Remediation and rectification incomplete"

              items:

                type: object

                properties:

                  sub_funds_cciv_corp_dir:

                    type: string

                    example: Licensee submitting this transaction

                    enum:

                    - 1. "Licensee submitting this transaction"

                    - 2. "Another licensee named in this transaction"

                    description: Mandatory if ("afs_licence_number" is populated AND "report_licensee_types" = "AFS license")

                                           OR if ("afs_licence_number" is populated AND "report_licensee_types" = "Both licences")

                    

                  sub_funds_cciv_corp_dir_AFS_licence_number:

                    type: string

                    description: Mandatory if ("afs_licence_number" is populated AND "report_submit_licensee" = "No")

                                           OR if ("afs_licence_number" is populated AND "report_licensee_types" = "Credit licence")

                                           OR if "sub_funds_cciv_corp_dir" = "Licensee submitting this transaction"

                    

                  sub_funds_CCIV_corp_director_AFS_licence_number_1:

                    type: string

                    description: Mandatory if ("afs_licence_number" is not populated AND "report_licensee_types" = "AFS license")

                                           OR if ("afs_licence_number" is not populated AND "report_licensee_types" = "Both licences")

                                           OR if "sub_funds_cciv_corp_dir" = "Another licensee named in this transaction"

                    

                  sub_funds_cciv_arfn:

                    type: string

              

            financial_adviser_afs_auth_rep:

              type: array

              description: Mandatory if "representative_ReportableSituationRelate" = "Financial adviser/authorised representative" 

                            OR if "representative_ReportableSituationRelate_1" = "Financial adviser/authorised representative "

                            OR if "representative_ReportableSituationRelate" = "Both of the above" 

                            OR if "representative_ReportableSituationRelate_1" = "Both of the above"



                READ ONLY - values must match previous transaction IF

                                  form state = "Remediation incomplete"

                                              OR "Rectification incomplete"

                                              OR "Remediation and rectification incomplete"





              items:

                type: object

                properties:

                  adviser_rep_number:

                    type: string

                  adviser_rep_auth_revoked:

                    type: string

                    example: Yes                    

                    enum:

                    - Yes

                    - No

                  adviser_rep_licensee_other:

                    type: string

                    example: Yes

                    enum:

                    - Yes

                    - No

                  adviser_rep_licensee_name_other:

                    type: string

                    description:  Optional if "adviser_rep_licensee_other" = "Yes"

                    example: Yes

                    maxLength: 250

                  adviser_rep_suspended:

                    type: string

                    example: Yes

                    description: Mandatory if "adviser_rep_auth_revoked" = "No"

                    enum:

                    - Yes

                    - No

                  adviser_rep_supervised:

                    type: string

                    example: Yes

                    description: Mandatory if "adviser_rep_suspended" = "No"

                    enum:

                    - Yes

                    - No

              maxItems: 50

              required:

              - adviser_rep_number

              - adviser_rep_auth_revoked

              - adviser_rep_licensee_other

            afs_employee_director_rep: 

              type: array

              maxItems: 50

              required:

              - afs_emp_rep_Capacity

              - afs_emp_rep_work_monitored

              - afs_emp_rep_verify_1

              description: Mandatory if "representative_ReportableSituationRelate" = "Employee/director of licensee or related body corporate (who is not a financial adviser)"

                                     OR if "representative_ReportableSituationRelate_1"= "Employee/director of licensee or related body corporate (who is not a financial adviser)"

                                     OR if "representative_ReportableSituationRelate"= "Both of the above"

                                     OR if "representative_ReportableSituationRelate_1" = "Both of the above"

                           READ ONLY - values must match previous transaction if

                                          form state = "Remediation incomplete"

                                                      OR "Rectification incomplete"

                                                      OR "Remediation and rectification incomplete"



              items: 

                type: object

                properties:

                  afs_emp_rep_Capacity: 

                    type: array

                    items:

                      type: string

                      enum:

                        - 1. "Employee of licensee"

                        - 2. "Employee of related body corporate"

                        - 3. "Current director of licensee"

                        - 4. "Former director of licensee"

                        - 5. "Current director of related body corporate"

                        - 6. "Former director of related body corporate"

                    example: ["Employee of licensee", "Current director of licensee"]

                    description: Mandatory if portal entity is an "organisation" 

                                           OR if  ("report_submit_licensee" = "Yes" AND at least one of "other_afs_licensees" OR "other_credit_licensees" licensees is an "organisation")   



                  afs_emp_rep_verify:

                    type: string

                    example: Yes

                    enum:

                    - Yes

                    - No

                    description: Mandatory if "afs_emp_rep_Capacity" includes "current director of licensee"

                                          AND "report_submit_licensee" - "Yes" 

                                          AND P1-S1-3a is populated with an ACN (i.e. is not populated with an ARBN).

                    

                  afs_emp_rep_acn:

                    type: string

                    example: Yes

                    enum:

                    - Yes

                    - No

                    description: Mandatory if "afs_emp_rep_verify" = "No"                                          

                   

                  afs_emp_rep_acn_number:

                     type: string

                     description: Mandatory if "afs_emp_rep_acn" = "Yes"



                  afs_emp_rep_acn_1:

                    type: string

                    example: Yes

                    enum: 

                    - Yes

                    - No

                    description: Mandatory if ("afs_emp_rep_Capacity" includes "Current director of related body corporate" AND not "Current director of licensee")

                                           OR if ("afs_emp_rep_Capacity" includes "Current director of related body corporate" AND "afs_emp_rep_acn" = "No")                                           



                  afs_emp_rep_body_corp_acn: 

                    type: string

                    description: Mandatory if "afs_emp_rep_acn_1" = "Yes"



                  afs_emp_rep_acn_current_director_given_name:

                    type: string

                    description: Mandatory  if "afs_emp_rep_acn_number" is populated

                    maxLength: 50

                    example: John

                  afs_emp_rep_acn_current_director_given_name_other:

                     type: string

                     description: Optional if "afs_emp_rep_acn_number" is populated

                     maxLength: 50

                     example: Henry

                  afs_emp_rep_acn_current_director_family_name:

                     type: string

                     description: Mandatory if "afs_emp_rep_acn_number" is populated

                     maxLength: 50

                     example: Smith



                  afs_emp_rep_given_name:

                    type: string

                    description: Mandatory if ("afs_emp_rep_Capacity" = "Employee of licensee" AND/OR "Employee of related body corporate" AND/OR  "Former director of licensee" AND/OR "Former director of related body corporate" (selections do not include "Current director of licensee" AND "Current director of related body corporate")  

                                           OR if ("afs_emp_rep_acn" = "No" AND "afs_emp_rep_Capacity" does not include "Current director of related Body corporate")                                           

                                           OR if  "afs_emp_rep_acn_1" = "No"

                                           OR if (portal entity is an individual AND "report_submit_licensee" = "No")

                                           OR if (portal entity is an individual 

                                                      AND "report_submit_licensee" = "Yes"  

                                                      AND (the other licensees are individuals  i.e, 

                                                          (all licensees at "other_afs_licensees" are individuals AND "other_credit_licensees" is not populated) 

                                                          OR (all licensees at "other_credit_licensees" are individuals AND "other_afs_licensees" is not populated) 

                                                          OR (all licensees at "other_afs_licensees" are individuals AND all licensees at "other_credit_licensees" are individuals)))

                    maxLength: 50

                    example: John



                  afs_emp_rep_given_name_other:

                    type: string

                    maxLength: 50

                    description: Optional if ("afs_emp_rep_Capacity" = "Employee of licensee" AND/OR "Employee of related body corporate" AND/OR  "Former director of licensee" AND/OR "Former director of related body corporate" (selections do not include "Current director of licensee" AND "Current director of related body corporate")  

                                           OR if ("afs_emp_rep_acn" = "No" AND "afs_emp_rep_Capacity" does not include "Current director of related Body corporate")                                           

                                           OR if  "afs_emp_rep_acn_1" = "No"

                                           OR if (portal entity is an individual AND "report_submit_licensee" = "No")

                                           OR if (portal entity is an individual 

                                                      AND "report_submit_licensee" = "Yes"  

                                                      AND (the other licensees are individuals  i.e, 

                                                          (all licensees at "other_afs_licensees" are individuals AND "other_credit_licensees" is not populated) 

                                                          OR (all licensees at "other_credit_licensees" are individuals AND "other_afs_licensees" is not populated) 

                                                          OR (all licensees at "other_afs_licensees" are individuals AND all licensees at "other_credit_licensees" are individuals)))

                    example: Henry



                  afs_emp_rep_family_name:

                    type: string

                    maxLength: 50

                    description: Mandatory if ("afs_emp_rep_Capacity" = "Employee of licensee" AND/OR "Employee of related body corporate" AND/OR  "Former director of licensee" AND/OR "Former director of related body corporate" (selections do not include "Current director of licensee" AND "Current director of related body corporate")  

                                           OR if ("afs_emp_rep_acn" = "No" AND "afs_emp_rep_Capacity" does not include "Current director of related Body corporate")                                           

                                           OR if  "afs_emp_rep_acn_1" = "No"

                                           OR if (portal entity is an individual AND "report_submit_licensee" = "No")

                                           OR if (portal entity is an individual 

                                                      AND "report_submit_licensee" = "Yes"  

                                                      AND (the other licensees are individuals  i.e, 

                                                          (all licensees at "other_afs_licensees" are individuals AND "other_credit_licensees" is not populated) 

                                                          OR (all licensees at "other_credit_licensees" are individuals AND "other_afs_licensees" is not populated) 

                                                          OR (all licensees at "other_afs_licensees" are individuals AND all licensees at "other_credit_licensees" are individuals)))

                    example: Smith



                  afs_emp_current_director_given_name:

                    type: string

                    maxLength: 50

                    description: Mandatory if "afs_emp_rep_verify" = "Yes"

                                  OR if ("afs_emp_rep_Capacity" includes "Current director of licensee" 

                                          AND "business_id" is populated 

                                          AND "report_submit_licensee" = "No"

                                        )

                    example: John

                  afs_emp_current_director_OtherGiven_name:

                    type: string

                    description: Optional if "afs_emp_rep_verify" = "Yes"

                                  OR if ("afs_emp_rep_Capacity" includes "Current director of licensee" 

                                          AND "business_id" is populated 

                                          AND "report_submit_licensee" = "No"

                                        )

                    maxLength: 50

                    example: Henry

                  afs_emp_current_director_family_name:

                    type: string

                    maxLength: 50

                    example: Smith

                    description: Mandatory if "afs_emp_rep_verify" = "Yes"

                                  OR if ("afs_emp_rep_Capacity" includes "Current director of licensee" 

                                          AND "business_id" is populated 

                                          AND "report_submit_licensee" = "No"

                                        )

                  afs_emp_rep_body_corp_current_director_given_name:

                    type: string

                    maxLength: 50

                    example: John

                    description: Mandatory if "afs_emp_rep_body_corp_acn" is populated

                  afs_emp_rep_body_corp_current_director_Othergiven_name:

                    type: string

                    maxLength: 50

                    example: Henry

                    description: Optional if "afs_emp_rep_body_corp_acn" is populated

                  afs_emp_rep_body_corp_current_director_family_name:

                    type: string

                    maxLength: 50

                    example: Smith

                    description: Mandatory if "afs_emp_rep_body_corp_acn" is populated



                  afs_emp_rep_work_monitored:

                    type: string

                    example: Yes

                    enum:

                    - Yes

                    - No



                  afs_emp_rep_verify_1:

                    type: string

                    example: Yes

                    enum: 

                    - Yes

                    - No



                  afs_emp_rep_licence_other:

                    type: string

                    description: Optional if "afs_emp_rep_verify_1" = "Yes"

                    maxLength: 250

              

            authorised_credit_rep:

              type: array

              description: Mandatory if "representative_ReportableSituationRelate_2" = "Authorised credit representative"

                OR if "representative_ReportableSituationRelate_3" = "Authorised credit representative"

                OR if "representative_ReportableSituationRelate_2" = "Both of the above"

                OR if "representative_ReportableSituationRelate_3" = "Both of the above"

                

                

                    READ ONLY - values must match previous transaction IF

                              form state = "Remediation incomplete"

                                          OR "Rectification incomplete"

                                          OR "Remediation and rectification incomplete"                          

                             

              items:

                type: object

                properties:

                  auth_credit_rep_number:

                    type: string

                  auth_credit_rep_revoked:

                    type: string

                    example: Yes

                    enum:

                    - Yes

                    - No

                  auth_credit_rep_licensee_other:

                    type: string

                    example: Yes

                    enum:

                    - Yes

                    - No

                  auth_credit_rep_licensee_name_other:

                    type: string

                    description: Optional if "auth_credit_rep_licensee_other" = "Yes"

                  

                  auth_credit_rep_suspended:

                    type: string

                    example: Yes

                    description: Mandatory if "auth_credit_rep_revoked" = "NO"

                    enum:

                    - Yes

                    - No

                  auth_credit_rep_supervised:

                    type: string

                    example: Yes

                    description: Mandatory if "auth_credit_rep_suspended" = "NO"

                    enum:

                    - Yes

                    - No

              maxItems: 50

              required:

              - auth_credit_rep_number

              - auth_credit_rep_revoked

              - auth_credit_rep_licensee_other

            credit_employee_director_rep:

              type: array

              description: Mandatory if "representative_ReportableSituationRelate_2" = "Employee/director of licensee or related body corporate"

                        OR if "representative_ReportableSituationRelate_3"= "Employee/director of licensee or related body corporate"

                        OR if "representative_ReportableSituationRelate_2" = "Both of the above"

                        OR if "representative_ReportableSituationRelate_3" = "Both of the above"



                        READ ONLY - values must match previous transaction IF

                              form state = "Remediation incomplete"

                                          OR "Rectification incomplete"

                                          OR "Remediation and rectification incomplete"  



              items:

                type:  object

                properties:

                  credit_emp_dir_rep_capacity:

                    type: array

                    items:

                      type: string

                      description: Mandatory if portal entity is an Organisation 

                                      OR if ("report_submit_licensee" = "Yes" 

                                      AND at least one of the following licensees is an organisation

                                      "other_afs_licensees" or "other_credit_licensees"))                        

                      enum:

                      - 1. "Employee of licensee"

                      - 2. "Employee of related body corporate"

                      - 3. "Current director of licensee"

                      - 4. "Former director of licensee"

                      - 5. "Current director of related body corporate"

                      - 6. "Former director of related body corporate"



                    example: ["Employee of licensee", "Former director of licensee"]



                  credit_emp_dir_rep_verify:

                    type: string

                    example: Yes

                    description:                    

                      Mandatory if ("credit_emp_dir_rep_capacity" includes "Current director of licensee"  

                                AND "report_submit_licensee" ="Yes" 

                                AND P1-S1-3a is populated with an ACN (i.e. is not populated with an ARBN).)



                    enum:

                    - Yes

                    - No

                  credit_emp_dir_acn:

                    type: string

                    example: Yes

                    description:  Mandatory if "credit_emp_dir_rep_verify" = "No"                               

                      

                       Show an error "You cannot select 'None of the above' for BOTH representative_ReportableSituationRelate_1 and representative_ReportableSituationRelate_3."

                       

                    enum:

                    - Yes

                    - No

                  credit_emp_dir_acn_licensee: 

                    type: string

                    description: Mandatory if "credit_emp_dir_acn " = "Yes"

                  credit_emp_dir_acn_1:

                    type: string

                    example: Yes

                    description: Mandatory if ("credit_emp_dir_rep_capacity" includes "Current director of related body corporate"

                                                and not "Current director of licensee")

                                  OR if ("credit_emp_dir_rep_capacity" includes "Current director of related body corporate"

                                          and "credit_emp_dir_acn" = "No")

                                 

                    enum:

                    - Yes

                    - No

                  credit_emp_dir_acn_body_corp:

                    type: string

                    description: Mandatory if "credit_emp_dir_acn_1" = "Yes"

                  credit_emp_dir_given_name: 

                    type: string

                    description: Mandatory if ("credit_emp_dir_rep_capacity" = "Employee of licensee"

                                            and/or "Employee of related body"

                                            and/or "Former director of licensee"

                                            and/or "Former director of related body corporate" )

                                            (selections do not include "C.  Current director of licensee" and "E.  Current director of related body corporate"))

                      

                      OR if ("credit_emp_dir_acn"= "No" 

                              AND "credit_emp_dir_rep_capacity" does not include "Current director of related body corporate")                     

                      OR if "credit_emp_dir_acn_1" = "No"

                      OR if (portal entity is an individual and "report_Submit_Licensee" = "No")

                      OR if (portal entity is an individual and "report_Submit_Licensee" = "Yes" 

                              AND the other Licensees are individuals i.e ; 

                                - all licensees at "other_afs_licensees" are individuals and "other_credit_licensees" is not populated OR

                                - all the licensees at "other_credit_licensees" are individuals and  "other_afs_licensees" is not populated OR

                                - all licensee at "other_afs_licensees" are individuals and all licensees at "other_credit_licensees" are individuals)

                    maxLength: 50

                  

                  credit_emp_dir_given_name_other:

                    type: string

                    description: Optional if ("credit_emp_dir_rep_capacity" = "Employee of licensee"

                                            and/or "Employee of related body"

                                            and/or "Former director of licensee"

                                            and/or "Former director of related body corporate" )

                                            (selections do not include "C.  Current director of licensee" and "E.  Current director of related body corporate"))

                      

                      OR if ("credit_emp_dir_acn"= "No" 

                              AND "credit_emp_dir_rep_capacity" does not include "Current director of related body corporate")                      

                      OR if "credit_emp_dir_acn_1" = "No"

                      OR if (portal entity is an individual and "report_Submit_Licensee" = "No")

                      OR if (portal entity is an individual and "report_Submit_Licensee" = "Yes" 

                              AND the other Licensees are individuals i.e ; 

                                - all licensees at "other_afs_licensees" are individuals and "other_credit_licensees" is not populated OR

                                - all the licensees at "other_credit_licensees" are individuals and  "other_afs_licensees" is not populated OR

                                - all licensee at "other_afs_licensees" are individuals and all licensees at "other_credit_licensees" are individuals)                                

                    maxLength: 50

                  credit_emp_dir_family_name:

                    type: string

                    description: Mandatory if ("credit_emp_dir_rep_capacity" = "Employee of licensee"

                                            and/or "Employee of related body"

                                            and/or "Former director of licensee"

                                            and/or "Former director of related body corporate" )

                                            (selections do not include "C.  Current director of licensee" and "E.  Current director of related body corporate"))

                      

                      OR if ("credit_emp_dir_acn"= "No" 

                              AND "credit_emp_dir_rep_capacity" does not include "Current director of related body corporate")                     

                      OR if "credit_emp_dir_acn_1" = "No"

                      OR if (portal entity is an individual and "report_Submit_Licensee" = "No")

                      OR if (portal entity is an individual and "report_Submit_Licensee" = "Yes" 

                              AND the other Licensees are individuals i.e ; 

                                - all licensees at "other_afs_licensees" are individuals and "other_credit_licensees" is not populated OR

                                - all the licensees at "other_credit_licensees" are individuals and  "other_afs_licensees" is not populated OR

                                - all licensee at "other_afs_licensees" are individuals and all licensees at "other_credit_licensees" are individuals)

                    maxLength: 50

                  credit_emp_rep_acn_current_director_given_name:

                    type: string

                    description: Mandatory if "credit_emp_dir_acn" = "Yes" and "credit_emp_dir_acn_licensee" is populated

                  credit_emp_rep_acn_current_director_given_name_other:

                    description: Optional if "credit_emp_dir_acn" = "Yes" and "credit_emp_dir_acn_licensee" is populated

                    type: string

                  credit_emp_rep_acn_current_director_family_name:

                    type: string

                    description: Mandatory if "credit_emp_dir_acn" = "Yes" and "credit_emp_dir_acn_licensee" is populated

                  credit_emp_current_director_given_name:

                    type: string

                    description: Mandatory if  "credit_emp_dir_rep_verify" = "Yes"

                                 OR if ("credit_emp_dir_rep_capacity" includes "Current director of licensee" 

                                        and "report_submit_licensee" = "No"

                                        and "business_id" is populated )                                        

                  credit_emp_current_director_OtherGiven_name:

                    type: string

                    description: Optioanl if  "credit_emp_dir_rep_verify" = "Yes"

                                 OR if ("credit_emp_dir_rep_capacity" includes "Current director of licensee" 

                                        and "report_submit_licensee" = "No"

                                        and "business_id" is populated )   

                  credit_emp_current_director_family_name:                  

                    type: string

                    description: Mandatory if  "credit_emp_dir_rep_verify" = "Yes"

                                 OR if ("credit_emp_dir_rep_capacity" includes "Current director of licensee" 

                                        and "report_submit_licensee" = "No"

                                        and "business_id" is populated )                     

                  credit_emp_rep_body_corp_current_director_given_name:

                    type: string

                    description: Mandatory if "credit_emp_dir_acn_body_corp" is populated

                  credit_emp_rep_body_corp_current_director_Othergiven_name:

                    type: string

                    description: Optional if "credit_emp_dir_acn_body_corp" is populated

                  credit_emp_rep_body_corp_current_director_family_name:

                    type: string

                    description: Mandatory if "credit_emp_dir_acn_body_corp" is populated

                  credit_emp_dir_supervised:

                    type: string

                    example: Yes

                    enum:

                    - Yes

                    - No

                  credit_emp_dir_verify:

                    type: string

                    example: Yes

                    enum:

                    - Yes

                    - No

                  credit_emp_dir_name_other_licensee:

                    type: string

                    description: Optional if "credit_emp_dir_verify" = "Yes"

              maxItems: 50

              required:

              - credit_emp_dir_supervised

              - credit_emp_dir_verify

              - credit_emp_dir_rep_capacity

            about_reportable_situation:

              type: object

              required: 

              - reportable_situation_triggers

              - reportable_situation_Client_Complaints

              - reportable_situation_investigation_start_date

              properties:

                reportable_situation_occurred_date:

                  type: string

                  example: 31/04/2021

                  description: Must not be a future date.

                  

                     Must not appear if "report_description" = "Commenced an investigation about whether either of the above are applicable"  only 

                    AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only.



                    READ ONLY - values must match previous transaction IF

                                form state = "Investigation incomplete"

                                             OR "Remediation incomplete"

                                             OR "Rectification incomplete"

                                             OR "Remediation and rectification incomplete"



                reportable_situation_significant_date:

                  type: string

                  example: 31/04/2021

                  description: Mandatory if "report_description" includes "Significant breach of core obligation has occurred"

                                          OR "No longer able to comply with core obligation (likely significant breach)"

                            

                            Must not be a future date.



                            READ ONLY - values must match previous transaction IF

                                form state = "Investigation incomplete"

                                             OR "Remediation incomplete"

                                             OR "Rectification incomplete"

                                             OR "Remediation and rectification incomplete"

                reportable_situation_triggers:

                  type: string

                  enum:

                  - 1. "Internal - Compliance"

                  - 2. "Internal - Staff report or Business Unit report"

                  - 3. "Internal - Whistleblower"

                  - 4. "Internal - Audit function"

                  - 5. "Internal - Advisor Assurance"

                  - 6. "External - Client complaint(s) - internal dispute resolution"

                  - 7. "External - Client complaint(s) - external dispute resolution"

                  - 8. "External - Audit"

                  - 9. "External - Media"

                  - 10. "External - Industry Codes"

                  - 11. "External - Committee or industry association"

                  - 12. "External - Australian Financial Complaints Authority (AFCA) systemic issue"

                  - 13. "Regulator - ASIC"

                  - 14. "Regulator - Australian Prudential Regulation Authority (APRA)"

                  - 15. "Regulator - Australian Transaction Reports and Analysis Centre (AUSTRAC)"

                  - 16. "Regulator - Other"

                  - 17. "Regulator - Tax Practitioners Board (TPB)"

                  - 18. "Other"

                  example: Internal - Compliance

                  description: READ ONLY - values must match previous transaction IF

                                  form state = "Investigation incomplete"

                                             OR "Remediation incomplete"

                                             OR "Rectification incomplete"

                                             OR "Remediation and rectification incomplete"

                reportable_situation_regulator_other:

                  type: string

                  description: Mandatory if "reportable_situation_triggers" = "Regulator - Other"

                               READ ONLY - values must match previous transaction IF

                                  form state = "Investigation incomplete"

                                             OR "Remediation incomplete"

                                             OR "Rectification incomplete"

                                             OR "Remediation and rectification incomplete"

                  maxLength: 250

                reportable_situation_triggers_other:

                  type: string

                  maxLength: 250

                  description: Mandatory if "reportable_situation_triggers" = "Other"

                               READ ONLY - values must match previous transaction IF

                                  form state = "Investigation incomplete"

                                             OR "Remediation incomplete"

                                             OR "Rectification incomplete"

                                             OR "Remediation and rectification incomplete"

                reportable_situation_client_complaints:

                  type: integer

                  maxLength: 10

                reportable_situation_investigation_start_date:

                  type: string

                  example: 20/04/2021

                  description: Must not be a future date

                               READ ONLY - values must match previous transaction IF

                                  form state = "Investigation incomplete"

                                             OR "Remediation incomplete"

                                             OR "Rectification incomplete"

                                             OR "Remediation and rectification incomplete"

                 

                reportable_situation_investigation_complete_date:

                  type: string

                  example: 31/04/2021

                  description: Mandatory if "breach_investigation_completion_status" = "Yes" OR if "breach_investigation_completion_status_1" =  "Yes"

                               Must not be a future date.



                               READ ONLY - values must match previous transaction IF

                                           form state = "Remediation incomplete"

                                                        OR "Rectification incomplete"

                                                        OR "Remediation and rectification incomplete"

                

                reportable_situation_completion_date_estimated:

                  type: string

                  example: 31/04/2024

                  description: Mandatory if "breach_investigation_completion_status" = "No" AND "breach_investigation_completion_status_1" = NOT "Yes"

                               Must be current date or Future date

                

                reportable_situation_investigation_breach_confirmed_date:

                  type: string

                  example: 31/04/2021

                  description: Mandatory if "investigation_found_incomplete" includes "Significant breach of core obligation has occurred"

                          OR if "investigation_found_incomplete_1" = "Significant breach of core obligation has occurred" 

                          OR if "investigation_found_incomplete" includes "No longer able to comply with core obligation (likely significant breach)"

                          OR if "investigation_found_incomplete_1"  = "No longer able to comply with core obligation (likely significant breach)"

                          

                          Must not be a future date.

                  

                          READ ONLY - values must match previous transaction IF

                                      form state = "Remediation incomplete"

                                                  OR "Rectification incomplete"

                                                  OR "Remediation and rectification incomplete"

                reportable_situation_investigation_fraud_occurred_date:

                  type: string

                  example: 31/04/2021

                  description: Mandatory if "investigation_found_incomplete" includes "Gross negligence"

                        OR if "investigation_found_incomplete" includes "Serious fraud"

                        OR if "additional_fraud" includes "Gross negligence"

                        OR if "additional_fraud" includes "Serious fraud"

                        

                        Must not be a future date



                        READ ONLY - values must match previous transaction IF

                                      form state = "Remediation incomplete"

                                                  OR "Rectification incomplete"

                                                  OR "Remediation and rectification incomplete"

                reportable_situation_aware_occurred_date:

                  type: string

                  example: 31/04/2021

                  description: Mandatory if "breach_since_occurred" =  "Yes"

                  

                              Must not be a future date

                         

                reportable_situation_likely_occur_date:

                  type: string

                  example : 31/04/2023

                  description: Mandatory if ("report_description" includes "No longer able to comply with core obligation (likely significant breach)"

                                            AND "breach_since_occurred" = NOT "Yes")

                                      OR if "breach_since_occurred" = "No"

                          

                          Must be a future date

                reportable_situation_first_breach_date:

                  type: string

                  example: 31/04/2021

                  description: Mandatory if "report_description" includes "Significant breach of core obligation has occurred"

                              OR if "investigation_found_incomplete" includes "Significant breach of core obligation has occurred"

                              OR if "investigation_found_incomplete_1" = "Significant breach of core obligation has occurred"

                              OR if "breach_since_occurred" = "Yes"

                              

                              Must not be a future date.

                reportable_situation_continuation:

                  type: string

                  example: Yes

                  description: Mandatory if "report_description" includes "Significant breach of core obligation has occurred"

                              OR if "investigation_found_incomplete" includes "Significant breach of core obligation has occurred"

                              OR if "investigation_found_incomplete_1" = "Significant breach of core obligation has occurred"

                              OR if "breach_since_occurred" = "Yes"

                              

                  enum:

                  - Yes

                  - No

                reportable_situation_last_breach_date: 

                  type: string

                  example: 31/04/2021

                  description: Mandatory if "reportable_situation_continuation" = "No"

                              Must not be a future date

                reportable_situation_first_negligent_conduct_date:

                  type: string

                  example: 31/04/2021

                  description: Mandatory if "report_type" includes "Gross negligence"

                            OR if "investigation_found_incomplete" includes "Gross negligence"

                            OR if "additional_fraud" includes "Gross negligence"

                            Must not be a future date



                            READ ONLY - values must match previous transaction IF

                                         form state = "Remediation incomplete"

                                                  OR "Rectification incomplete"

                                                  OR "Remediation and rectification incomplete"

                reportable_situation_negligent_continuation:

                  type: string

                  example: Yes

                  description: Mandatory if "report_type" includes "Gross negligence"

                            OR if "investigation_found_incomplete" includes "Gross negligence"

                            OR if "additional_fraud" includes "Gross negligence"

                  enum:

                  - Yes

                  - No

                reportable_situation_last_negligent_date:

                  type: string

                  example: 31/04/2021

                  description: Mandatory if "reportable_situation_negligent_continuation" = "No"

                              Must not be a future date

                reportable_situation_first_fraudulent_conduct_date:

                  type: string

                  example: 31/04/2021

                  description: Mandatory if "report_type" includes "Serious fraud" 

                        OR if "investigation_found_incomplete" includes "Serious fraud"

                        OR if "additional_fraud" includes "Serious fraud"

                        Must not be a future date



                        READ ONLY - values must match previous transaction IF

                                      form state = "Remediation incomplete"

                                                  OR "Rectification incomplete"

                                                  OR "Remediation and rectification incomplete"

                reportable_situation_fraudulent_continuation:

                  type: string

                  example: Yes

                  description: Mandatory if "report_type" includes "Serious fraud" 

                        OR if "investigation_found_incomplete" includes "Serious fraud"

                        OR if "additional_fraud" includes "Serious fraud"

                  enum:

                  - Yes

                  - No

                reportable_situation_last_fraudulent_date:

                  type: string

                  example: 31/04/2021

                  description: Mandatory if "reportable_situation_fraudulent_continuation" = "No"

                              Must not be a future date

                reportable_situation_breach_count:

                  type: integer

                  example: 1

                  description: Mandatory if "report_description" includes "Significant breach of core obligation has occurred"

                              OR if "investigation_found_incomplete" includes "Significant breach of core obligation has occurred"

                              OR if "investigation_found_incomplete_1" = "Significant breach of core obligation has occurred"

                              OR if "breach_since_occurred" = "Yes"

                              OR if ("report_description" includes "No longer able to comply with core obligation (likely significant breach)"

                                    AND "breach_since_occurred" = NOT "Yes")

                              OR if "breach_since_occurred" = "No"



                              Must be greater than zero



                  maxLength: 10

                reportable_situation_negligence_count:

                  type: integer

                  example : 1

                  description: Mandatory if "report_type" includes "Gross negligence"

                            OR if "investigation_found_incomplete" includes "Gross negligence"

                            OR if "additional_fraud" includes "Gross negligence"



                            Must be greater than zero



                  maxLength: 10

                reportable_situation_fraud_count:

                  type: integer

                  example: 1

                  description: Mandatory if "report_type" includes "Serious fraud" 

                        OR if "investigation_found_incomplete" includes "Serious fraud"

                        OR if "additional_fraud" includes "Serious fraud"



                        Must be greater than zero



                  maxLength: 10

            nature_reportable_situation:

              type: object

              required:

              - reportable_situation_relation

              properties:

                reportable_situation_relation:

                  type: string

                  example: Financial service/credit activities or product line

                  enum:

                  - 1. "Financial service/credit activities or product line"

                  - 2. "General obligation (e.g. obligation to maintain competence, sufficient financial resources or professional indemnity insurance; obligation to comply with licence conditions)"

                  - 3. "Both of the above"

                  description: READ ONLY - values must match previous transaction IF

                                           form state = "Remediation incomplete"

                                                        OR "Rectification incomplete"

                                                        OR "Remediation and rectification incomplete"

                reportable_situation_RelationToFinancialProducts:

                  type: string

                  example: Yes

                  description: Mandatory if ("reportable_situation_relation" = "Financial service/credit activities or product line" or "Both of the above")

                  

                    AND

                  

                     ("report_description" = "Commenced an investigation about whether either of the above are applicable" only and "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only  AND  "breach_Investigation_Completion_Status" = No)



                    Must not appear if an update transaction. i.e latest_submission_id and initial_submission_id is present



                    READ ONLY - values must match previous transaction IF

                                           form state = "Remediation incomplete"

                                                        OR "Rectification incomplete"

                                                        OR "Remediation and rectification incomplete"



                  enum:

                  - Yes

                  - No

            nature_reportable_situation_FinancialService:

                type: array

                description: Mandatory if "reportable_situation_relation" = "Financial service/credit activities or product line" OR "Both of the above"



                  Must not appear if "reportable_situation_RelationToFinancialProducts" = "No" and "initial_submission_id" is not populated (i.e. initial submission for reportable situation event).



                  READ ONLY - values must match previous transaction IF

                                form state = "Remediation incomplete"

                                             OR "Rectification incomplete"

                                             OR "Remediation and rectification incomplete"

                items: 

                  type:  object

                  properties:

                    reportable_situation_affected:

                      type: string

                      example: credit

                      enum:

                      - 1. "Credit"

                      - 2. "Deposit taking"

                      - 3. "Financial advice"

                      - 4. "General insurance"

                      - 5. "Investments"

                      - 6. "Life insurance"

                      - 7. "Payment systems"

                      - 8. "Superannuation"

                      - 9. "Traditional trustee services"

                    reportable_situation_affected_credit_category:

                      type: string

                      example: Business finance

                      description: Mandatory if "reportable_situation_affected" = "Credit"

                        

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_credit_category" = "Not yet known"

                      enum:

                      - 1. "Business finance"

                      - 2. "Consumer credit"

                      - 3. "Guarantees"

                      - 4. "Margin loans"

                      - 5. "Not yet known"

                    reportable_situation_affected_deposit_category:

                      type: string

                      example: Current accounts

                      description: Mandatory  if "reportable_situation_affected"=  "Deposit taking"

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_deposit_category" = "Not yet known"



                      enum:

                      - 1. "Current accounts"

                      - 2. "Savings account"

                      - 3. "Not yet known"

                    reportable_situation_affected_financialAdvice_category:

                      type: string

                      example: General advice

                      description: Mandatory if "reportable_situation_affected "= "Financial advice"

                      

                         Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                         If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_financialAdvice_category" = "Not yet known"

                      enum: 

                      - 1. "General advice"

                      - 2. "Personal advice"

                      - 3. "Not yet known"

                    reportable_situation_affected_general_insurance_category:

                      type: string

                      example: Domestic insurance

                      description: Mandatory if "reportable_situation_affected" = "General insurance"

                      

                         Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                         If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_general_insurance_category" = "Not yet known"

                      

                      enum: 

                       - 1. "Domestic insurance"

                       - 2. "Extended warranty"

                       - 3. "Professional indemnity insurance"

                       - 4. "Small business/farm insurance"

                       - 5. "A general insurance product that does not fit within one of the above categories"

                       - 6. "Not yet known"

    

                    reportable_situation_affected_investment_category:

                      type: string

                      example: Managed investments

                      description: Mandatory if "reportable_situation_affected" =  "Investments"

                      

                         Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                         If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_investment_category" = "Not yet known"

                      enum:

                      - 1. "Derivatives/hedging"

                      - 2. "Managed investments"

                      - 3. "Real property"

                      - 4. "Securities"

                      - 5. "Securities that are interests in a CCIV"

                      - 6. "Superannuation - non-trustee related"

                      - 7. "A financial investment product type that does not fit within one of the above categories"

                      - 8. "Not yet known"

                    reportable_situation_affected_insurance_category:

                      type: string

                      example: Income stream risk

                      description: Mandatory if "reportable_situation_affected"= "Life insurance"

                      

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_insurance_category" = "Not yet known"

                      enum:

                      - 1. "Income stream risk"

                      - 2. "Non-income stream risk"

                      - 3. "Not yet known"

                    reportable_situation_affected_payment_category:

                      type: string

                      example: Direct transfer

                      description: Mandatory if "reportable_situation_affected" = "Payment systems"

                      

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_payment_category" = "Not yet known"

                      enum:

                      - 1. "Direct transfer"

                      - 2. "Non-cash"

                      - 3. "Not yet known"

                    reportable_situation_affected_superannuation_category:

                      type: string

                      example: Annuity policy

                      description: Mandatory if "reportable_situation_affected"= "Superannuation"

                      

                         Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                         If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_superannuation_category" = "Not yet known"

                      enum:

                      - 1. "Annuity policy"

                      - 2. "Approved deposit fund"

                      - 3. "Life policy fund"

                      - 4. "Retirement savings account"

                      - 5. "Small Australian Prudential Regulation Authority (APRA) fund"                           

                      - 6. "Superannuation fund"

                      - 7. "Not yet known"

                    reportable_situation_affected_trustee_category:

                      type: string

                      example: Estate management

                      description: Mandatory if "reportable_situation_affected" = "Traditional trustee services"

                      

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_trustee_category" = "Not yet known"

                      enum:

                      - 1. "Estate management"

                      - 2. "Estate planning"

                      - 3. "Trusts"

                      - 4. "Not yet known"

                    reportable_situation_affected_BusinessFinanceProduct:

                      type: string

                      example: Business credit card

                      description: Mandatory if "reportable_situation_affected_credit_category" = "Business finance"

                      

                       Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_BusinessFinanceProduct" = "Not yet known"

                      

                      enum:

                      - 1. "Business credit card"

                      - 2. "Business loans"

                      - 3. "Commercial bills"

                      - 4. "Hire purchase/lease"

                      - 5. "Letter of credit"

                      - 6. "Line of credit/overdraft"

                      - 7. "Not yet known"

                    reportable_situation_affected_ConsumeCreditProduct:

                      type: string

                      example: Buy now, pay later

                      description: Mandatory  if "reportable_situation_affected_credit_category" = "Consumer credit"

                      

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_ConsumeCreditProduct" = "Not yet known"

                      enum:

                      - 1. "Buy now, pay later"

                      - 2. "Consumer lease (motor vehicles)"

                      - 3. "Consumer lease (household goods)"

                      - 4. "Continuing credit (not a credit card)"

                      - 5. "Credit cards"

                      - 6. "Debt management/credit repair"

                      - 7. "Equity release (not a reverse mortgage)"

                      - 8. "Hire purchase/rent to buy (not a consumer lease)"

                      - 9. "Home loans"

                      - 10. "Investment property loans"

                      - 11. "Limited recourse borrowing arrangement/loan to SMSF"

                      - 12. "Line of credit/overdraft"

                      - 13. "Low limit credit contract"

                      - 14. "Medium amount credit"

                      - 15. "Motor vehicle loan"

                      - 16. "Personal loan (other than motor vehicle)"

                      - 17. "Reverse mortgage"

                      - 18. "Short-term credit"

                      - 19. "Small amount credit"

                      - 20. "Not yet known"

                    reportable_situation_affected_GuaranteesProduct:

                      type: string

                      example: Bank guarantee

                      description: Mandatory if "reportable_situation_affected_credit_category" = "Guarantees"

                      

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_GuaranteesProduct" = "Not yet known"

                      

                      enum:

                      - 1. "Bank guarantee"

                      - 2. "Business guarantee"

                      - 3. "Consumer guarantee"

                      - 4. "Not yet known"

                    reportable_situation_affected_AccountsProduct:

                      type: string

                      example: Business transaction accounts

                      description: Mandatory  if "reportable_situation_affected_deposit_category" = "Current accounts"

                      

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                       If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_AccountsProduct" = "Not yet known"

                      enum:

                      - 1. "Business transaction accounts"

                      - 2. "Child/student accounts"

                      - 3. "Fee free accounts"

                      - 4. "Foreign currency accounts"

                      - 5. "Mortgage offset accounts"

                      - 6. "Personal transaction accounts"

                      - 7. "Not yet known"

                    reportable_situation_affected_SavingsAccountsProduct:

                      type: string

                      example: Cash Management accounts

                      description: Mandatory if "reportable_situation_affected_deposit_category" = "Savings account"

                      

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_SavingsAccountsProduct" = "Not yet known"

                      

                      enum:

                      - 1. "Cash management accounts"

                      - 2. "Online accounts"

                      - 3. "Term deposits"

                      - 4. "Not yet known"

                    reportable_situation_affected_DomesticInsuranceProduct:

                      type: string

                      example: Consumer credit insurance

                      description: Mandatory  if "reportable_situation_affected_general_insurance_category" =  "Domestic insurance"

                      

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_DomesticInsuranceProduct" = "Not yet known"

                      enum:

                      - 1. "Consumer credit insurance"

                      - 2. "Home building"

                      - 3. "Home contents"

                      - 4. "Landlords insurance"

                      - 5. "Motor vehicle"

                      - 6. "Personal and domestic property"

                      - 7. "Residential strata title"

                      - 8. "Sickness and accident insurance"

                      - 9. "Ticket insurance"

                      - 10. "Travel"

                      - 11. "Trust bond"

                      - 12. "Not yet known"

                    reportable_situation_general_insurance_type:

                      type: string

                      description: Mandatory if "reportable_situation_affected_general_insurance_category" = "A general insurance product that does not fit within one of the above categories"

                      maxLength: 250

                    reportable_situation_affected_DerivativesHedgingProduct:

                      type: string

                      example: Contracts for difference

                      description: Mandatory  if "reportable_situation_affected_investment_category" = "Derivatives/hedging"

                      

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_DerivativesHedgingProduct" = "Not yet known"

                      

                      enum:

                      - 1. "Contracts for difference"

                      - 2. "Cryptocurrency"

                      - 3. "Foreign exchange"

                      - 4. "Forwards"

                      - 5. "Futures"

                      - 6. "Options"

                      - 7. "Swaps"

                      - 8. "Not yet known"

                    reportable_situation_affected_ManagedInvestmentProduct:

                      type: string

                      example: Australian equity funds

                      description: Mandatory if "reportable_situation_affected_investment_category"= "Managed investments"

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_ManagedInvestmentProduct" = "Not yet known"

                      

                      enum:

                      - 1. "Australian equity funds"

                      - 2. "Cash management accounts"

                      - 3. "Charitable/educational schemes"

                      - 4. "Crowd-sourced equity funding"

                      - 5. "Films"

                      - 6. "Horse schemes"

                      - 7. "International equity funds"

                      - 8. "Investor directed portfolio services"

                      - 9. "Managed discretionary accounts"

                      - 10. "Managed strata title schemes"

                      - 11. "Mixed asset fund/s"

                      - 12. "Mortgage schemes"

                      - 13. "Primary production schemes"

                      - 14. "Property funds"

                      - 15. "Timeshare schemes"

                      - 16. "Trustee common funds"

                      - 17. "Not yet known"

                      - 18. "Litigation funding"

                      - 19. "Commodities"

                      - 20. "Crypto assets"

                    reportable_situation_affected_SecuritiesProduct:

                      type: string

                      example: Bills of exchange

                      description: Mandatory if "reportable_situation_affected_investment_category"= "Securities"

                      

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_SecuritiesProduct" = "Not yet known"

                      

                      enum:

                      - 1. "Bills of exchange"

                      - 2. "Bonds"

                      - 3. "Debentures"

                      - 4. "Exchange traded funds"

                      - 5. "Promissory notes"

                      - 6. "Shares"

                      - 7. "Warrants"

                      - 8. "Not yet known"

                    reportable_situation_affected_CCIV:

                      type: string

                      example: string

                      description: Mandatory if "reportable_situation_affected_investment_category" = "Securities that are interests in a CCIV"

                        Mandatory "reportable_situation_CCIV_Other_type", if Selected "Other"

                        Mandatory "reportable_situation_affected_TrustsProduct", if selected "Not yet known"

                        

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_CCIV" = "Not yet known"

                      enum:

                      - 1. "Derivatives"

                      - 2. "Direct Real Property"

                      - 3. "Films"

                      - 4. "Financial Assets"

                      - 5. "Mortgages"

                      - 6. "Primary Production"

                      - 7. "Crypto Assets"

                      - 8. "Commodities"

                      - 9. "Other"

                      - 10. "Not yet known"

                    reportable_situation_CCIV_other_type:

                      type: string

                      description: Mandatory if "reportable_situation_affected_CCIV" = Other

                      maxLength: 250

                      

                    reportable_situation_affected_SuperNonTrustee:

                      type: string

                      example: Annuity policy

                      description: Mandatory  if "reportable_situation_affected_investment_category" =  "Superannuation -non-trustee related"

                       Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_SuperNonTrustee" = "Not yet known"

                      

                      enum:

                      - 1. "Annuity policy"

                      - 2. "Approved deposit fund"

                      - 3. "Corporate fund"

                      - 4. "Industry fund"

                      - 5. "Life policy fund"

                      - 6. "Pension"

                      - 7. "Pooled superannuation trust"

                      - 8. "Public sector fund"

                      - 9. "Retail fund" 

                      - 10. "Retirement savings accounts"

                      - 11. "Self-managed superannuation fund"

                      - 12. "Small Australian Prudential Regulation Authority (APRA) fund" 

                      - 13. "Superannuation fund"

                      - 14. "Not yet known"

                    reportable_situation_other_financial_investment_type:

                      type: string

                      description: Mandatory  if "reportable_situation_affected_investment_category"

                                  = "A financial investment product type that does not fit within one of the above categories"

                      maxLength: 250

                    reportable_situation_affected_IncomeStreamRiskProduct:

                      type: string

                      example: Consumer credit insurance

                      description: Mandatory if "reportable_situation_affected_insurance_category"= "Income stream risk"

                      

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_IncomeStreamRiskProduct" = "Not yet known" 

                      

                      enum:

                      - 1. "Consumer credit insurance"

                      - 2. "Income protection"

                      - 3. "Not yet known"

                    reportable_situation_affected_NonIncomeStreamRiskProduct:

                      type: string

                      description: Mandatory if "reportable_situation_affected_insurance_category"= "Non-income stream risk"

                      

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If ("breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes") and "reportable_situation_affected_NonIncomeStreamRiskProduct" = "Not yet known"

                      enum:

                      - 1. "Annuities"

                      - 2. "Endowments"

                      - 3. "Funeral plans"

                      - 4. "Scholarship funds"

                      - 5. "Term life"

                      - 6. "Total and permanent disability"

                      - 7. "Trauma"

                      - 8. "Whole of life"

                      - 9. "Not yet known"

                    reportable_situation_affected_DirectTransferProduct:

                      type: string

                      description: Mandatory if "reportable_situation_affected_payment_category"= "Direct transfer"

                      

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If ("breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" ) and "reportable_situation_affected_DirectTransferProduct" = "Not yet known"

                      

                      example: ATM

                      enum:

                      - 1. "ATM"

                      - 2. "Bank drafts"

                      - 3. "Card-not-present"

                      - 4. "Cheques"

                      - 5. "Counter transactions"

                      - 6. "Direct debits/direct credits/recurring payments"

                      - 7. "EFTPOS"

                      - 8. "Electronic banking"

                      - 9. "Foreign currency transfers"

                      - 10. "Merchant facilities"

                      - 11. "Person to person ('pay anyone') electronic fund transfers"

                      - 12. "Telegraphic transfers"

                      - 13. "Telephone banking"

                      - 14. "Not yet known"

                    reportable_situation_affected_NoCashProduct:

                      type: string

                      description: Mandatory if "reportable_situation_affected_payment_category"= "Non-cash"

                      

                         Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                          If ("breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes") and "reportable_situation_affected_NoCashProduct" = "Not yet known"

                      

                      example: Loyalty programs

                      enum:

                      - 1. "Loyalty programs"

                      - 2. "Non-cash systems"

                      - 3 ."Stored value or gift facilities"

                      - 4. "Travellers' cheques"

                      - 5. "Not yet known"

                    reportable_situation_affected_AnnuityPolicyProduct:

                      type: string

                      description: Mandatory if "reportable_situation_affected_superannuation_category"= "Annuity policy"

                      

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_AnnuityPolicyProduct" = "Not yet known"

                     

                      enum:

                      - 1. "Death benefit"

                      - 2. "Pension"

                      - 3. "Not yet known"

                    reportable_situation_affected_ApprovedDepositFundProduct:

                      type: string

                      example: Death benefit

                      description: mandatory if "reportable_situation_affected_superannuation_category" = "Approved deposit fund" OR "Small Australian Prudential Regulation Authority (APRA) fund"

                      

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_ApprovedDepositFundProduct" = "Not yet known"

                      enum:

                      - 1. "Death benefit"

                      - 2. "Income protection"

                      - 3. "Pension"

                      - 4. "Superannuation account"

                      - 5. "Terminal illness"

                      - 6. "Total and permanent disability"

                      - 7. "Not yet known"

                    reportable_situation_affected_PolicyFundProduct:

                      type: string

                      example: Death benefit

                      description: Mandatory if "reportable_situation_affected_superannuation_category"= "Life policy fund" OR "Superannuation fund"



                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_PolicyFundProduct" = "Not yet known"

                      

                      enum:

                      - 1. "Death benefit"

                      - 2. "Income protection"

                      - 3. "Superannuation account"

                      - 4. "Terminal illness"

                      - 5. "Total and permanent disability"

                      - 6. "Not yet known"

                    reportable_situation_affected_RetirementSavingsAccountProduct:

                      type: string

                      example: Death benefit

                      description: Mandatory if "reportable_situation_affected_superannuation_category"= "Retirement savings account"

                      

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_RetirementSavingsAccountProduct" = "Not yet known"

                      enum:

                      - 1. "Death benefit"

                      - 2. "Income protection"

                      - 3. "Retirement savings account"

                      - 4. "Superannuation account"

                      - 5. "Terminal illness"

                      - 6. "Total and permanent disability"

                      - 7. "Not yet known"

                    reportable_situation_affected_EstatePlanningtProduct:

                      type: string

                      example: Enduring powers of attorney

                      description: Mandatory if "reportable_situation_affected_trustee_category" = "Estate planning"

                      

                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                        If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_EstatePlanningtProduct" = "Not yet known"

                      

                      enum:

                      - 1. "Enduring powers of attorney"

                      - 2. "Wills"

                      - 3. "Not yet known"

                    reportable_situation_affected_TrustsProduct:

                      type: string

                      example: Beneficiary

                      description: Mandatory if "reportable_situation_affected_trustee_category"= "Trusts"

                      

                       Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                       If "breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes" and "reportable_situation_affected_TrustsProduct" = "Not yet known"

                      

                      enum:

                      - 1. "Beneficiary"

                      - 2. "Specific purpose"

                      - 3. "Not yet known"

                maxItems: 10

                required:

                - reportable_situation_affected

            nature_reportable_situation_GeneralCategory:

              type: object

              description: READ ONLY - values must match previous transaction IF

                                        form state "Remediation incomplete"

                                             OR "Rectification incomplete"

                                             OR "Remediation and rectification incomplete"

              properties:

                reportable_situation_general_category_indication:

                  type: string

                  example: Yes

                  description: Mandatory if "report_description" = "Commenced an investigation about whether either of the above are applicable" ONLY

                               AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" ONLY

                               AND "breach_Investigation_Completion_Status" = "No"



                    Must not appear if "initial_submission_id" is populated (i.e. not initial submission for reportable situation event).



                  enum:

                  - Yes

                  - No

            nature_reportable_situation_GeneralCategorySpecify:

              type: array



              description: Must not appear if "reportable_situation_general_category_indication" = "No" 

                           AND "initial_submission_id" is not populated (i.e. initial submission for reportable situation event).



                           READ ONLY - values must match previous transaction IF

                                        form state "Remediation incomplete"

                                             OR "Rectification incomplete"

                                             OR "Remediation and rectification incomplete"



              items: 

                type: object

                properties:

                  reportable_situation_general_category:

                    type: string 

                    example: Advice

                    enum: 

                    - 1. "Advice"

                    - 2. "Disclosure"

                    - 3. "False or misleading statements"

                    - 4. "Fees and charges or account administration"

                    - 5. "Financial reporting"

                    - 6. "General obligations"

                    - 7. "Lending"

                    - 8. "Licence conditions"

                    - 9. "Fraud/misconduct"

                    - 10. "Market"

                    - 11. "Privacy and confidentiality"

                  reportable_situation_advice_issue:

                    type: string

                    example: Conflicted remuneration

                    description: Mandatory if "reportable_situation_general_category"= "Advice"



                      Must not appear if



                      ("report_type" = "Core obligation - significant breach/likely breach/commenced investigation" ONLY

                      AND "report_Description" = "Commenced an investigation about whether either of the above are applicable" ONLY

                      AND "breach_investigation_completion_status" = "Yes" AND "initial_submission_id" is not populated (no breach))



                      OR 

                      

                      if "investigation_found_incomplete" = "No breach of, nor inability to comply with, core obligation found where the breach is/would be significant (no breach)" ONLY

                    

                      Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                      if ("breach_investigation_completion_status" = "Yes" OR "breach_investigation_completion_status_1" = "Yes") AND "reportable_situation_advice_issue" = "Not yet known"



                    enum:

                    - 1. "Act in client's best interests"

                    - 2. "Conflicted remuneration"

                    - 3. "Debt management"

                    - 4. "Prioritise client's interests"

                    - 5. "Failure to provide advice"

                    - 6. "Inappropriate advice"

                    - 7. "Misclassification of advice"

                    - 8. "Unlicensed/unauthorised advice"

                    - 9. "Not yet known"

                  reportable_situation_disclosure_issue:

                    type: string

                    description: Mandatory if "reportable_situation_general_category"= "Disclosure"



                      Must not appear if



                      ("report_type" = "Core obligation - significant breach/likely breach/commenced investigation" ONLY

                      AND "report_Description" = "Commenced an investigation about whether either of the above are applicable" ONLY

                      AND "breach_investigation_completion_status" = "Yes" AND "initial_submission_id" is not populated (no breach))



                      OR 

                      

                      if "investigation_found_incomplete" = "No breach of, nor inability to comply with, core obligation found where the breach is/would be significant (no breach)" ONLY

                    

                      Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                      if ("breach_investigation_completion_status" = "Yes" OR "breach_investigation_completion_status_1" = "Yes") AND "reportable_situation_disclosure_issue" = "Not yet known"



                    example: Break costs

                    enum:

                    - 1. "Advertising and related conduct"

                    - 2. "Break costs"

                    - 3. "Commission"

                    - 4. "Fees"

                    - 5. "Hawking (failure to obtain appropriate consent)"

                    - 6. "Inappropriate referral selling/introducing broker conduct"

                    - 7. "Product/service information/warning statement"

                    - 8. "Target market determination (design and distribution obligations)"

                    - 9. "Not yet known"

                    

                  reportable_situation_misleading_statements_issue:

                    type: string

                    example: Commission

                    description: Mandatory if "reportable_situation_general_category"= "False or misleading statements"



                      Must not appear if



                      ("report_type" = "Core obligation - significant breach/likely breach/commenced investigation" ONLY

                      AND "report_Description" = "Commenced an investigation about whether either of the above are applicable" ONLY

                      AND "breach_investigation_completion_status" = "Yes" AND "initial_submission_id" is not populated (no breach))



                      OR 

                      

                      if "investigation_found_incomplete" = "No breach of, nor inability to comply with, core obligation found where the breach is/would be significant (no breach)" ONLY

                    

                      Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                      if ("breach_investigation_completion_status" = "Yes" OR "breach_investigation_completion_status_1" = "Yes") AND "reportable_situation_misleading_statements_issue" = "Not yet known"



                    enum:

                    - 1. "Commission"

                    - 2. "Break costs"

                    - 3. "Fees"

                    - 4. "Product/service information/warning statement"

                    - 5. "Hawking (failure to obtain appropriate consent)"

                    - 6. "Inappropriate referral selling/introducing broker conduct"

                    - 7. "Restricted terms"

                    - 8. "Returns"

                    - 9. "Target market determination (design and distribution obligations)"

                    - 10. "Advertising and related conduct"

                    - 11. "Not yet known"

                  reportable_situation_account_administration_issue:

                    type: string

                    example: Break costs

                    description: Mandatory  if "reportable_situation_general_category" = "Fees and charges or account administration"



                      Must not appear if



                      ("report_type" = "Core obligation - significant breach/likely breach/commenced investigation" ONLY

                      AND "report_Description" = "Commenced an investigation about whether either of the above are applicable" ONLY

                      AND "breach_investigation_completion_status" = "Yes" AND "initial_submission_id" is not populated (no breach))



                      OR 

                      

                      if "investigation_found_incomplete" = "No breach of, nor inability to comply with, core obligation found where the breach is/would be significant (no breach)" ONLY

                    

                      Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                      if ("breach_investigation_completion_status" = "Yes" OR "breach_investigation_completion_status_1" = "Yes") AND "reportable_situation_account_administration_issue" = "Not yet known"



                    enum:

                    - 1. "Break costs"

                    - 2. "Deductible or excess"

                    - 3. "Commissions"

                    - 4. "Fees/costs"

                    - 5. "Fee consent"

                    - 6. "Interest"

                    - 7. "Premiums"

                    - 8. "Tax"

                    - 9. "No claim bonus"

                    - 10. "Not yet known"

                  reportable_situation_financial_reporting_issue:

                    type: string

                    example: Keep account of client money

                    description:  if "reportable_situation_general_category" =  "Financial reporting"



                      Must not appear if



                      ("report_type" = "Core obligation - significant breach/likely breach/commenced investigation" ONLY

                      AND "report_Description" = "Commenced an investigation about whether either of the above are applicable" ONLY

                      AND "breach_investigation_completion_status" = "Yes" AND "initial_submission_id" is not populated (no breach))



                      OR 

                      

                      if "investigation_found_incomplete" = "No breach of, nor inability to comply with, core obligation found where the breach is/would be significant (no breach)" ONLY

                    

                      Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                      if ("breach_investigation_completion_status" = "Yes" OR "breach_investigation_completion_status_1" = "Yes") AND "reportable_situation_financial_reporting_issue" = "Not yet known"



                    enum:

                    - 1. "Keep account of client money"

                    - 2. "Financial statement obligations"

                    - 3. "Audit report"

                    - 4. "Maintain trust account"

                    - 5. "Net tangible asset requirements"

                    - 6. "Solvency concerns"

                    - 7. "Not yet known"

                  reportable_situation_general_obligations_issue:

                    type: string

                    example: Adequate financial resources

                    description: Mandatory if "reportable_situation_general_category" = "General obligations"



                      Must not appear if

                      

                      ("report_type" = "Core obligation - significant breach/likely breach/commenced investigation" ONLY

                      AND "report_Description" = "Commenced an investigation about whether either of the above are applicable" ONLY

                      AND "breach_investigation_completion_status" = "Yes" AND "initial_submission_id" is not populated (no breach))



                      OR 

                      

                      if "investigation_found_incomplete" = "No breach of, nor inability to comply with, core obligation found where the breach is/would be significant (no breach)" ONLY

                    

                      Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                      if ("breach_investigation_completion_status" = "Yes" OR "breach_investigation_completion_status_1" = "Yes") AND "reportable_situation_general_obligations_issue" = "Not yet known"



                    enum:

                     - 1. "Adequate financial resources"

                     - 2. "Adequate human resources"

                     - 3. "Adequate supervisory arrangements"

                     - 4. "Adequate technological resources"

                     - 5. "Breach of Product Intervention Order"

                     - 6. "Claims handling"

                     - 7. "Compensation arrangements"

                     - 8. "Competence/training"

                     - 9. "Compliance arrangements"

                     - 10. "Conflict of interest arrangements"

                     - 11. "External dispute resolution"

                     - 12. "Internal dispute resolution"

                     - 13. "Professional indemnity insurance"

                     - 14. "Provide services efficiently, honestly and fairly"

                     - 15. "Other"

                     - 16. "Not yet known"

                  

                  reportable_situation_lending_issue:

                    type: string

                    example: Consumer lease provisions

                    description: Mandatory if "reportable_situation_general_category" =  "Lending"



                      Must not appear if

                      

                      ("report_type" = "Core obligation - significant breach/likely breach/commenced investigation" ONLY

                      AND "report_Description" = "Commenced an investigation about whether either of the above are applicable" ONLY

                      AND "breach_investigation_completion_status" = "Yes" AND "initial_submission_id" is not populated (no breach))



                      OR 

                      

                      if "investigation_found_incomplete" = "No breach of, nor inability to comply with, core obligation found where the breach is/would be significant (no breach)" ONLY

                    

                      Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                      if ("breach_investigation_completion_status" = "Yes" OR "breach_investigation_completion_status_1" = "Yes") AND "reportable_situation_lending_issue" = "Not yet known"



                    enum:

                    - 1. "Consumer lease provisions"

                    - 2. "Debt collection"

                    - 3. "Hardship"

                    - 4. "Responsible lending"

                    - 5. "Small amount credit contract provisions"

                    - 6. "Unfair contract terms"

                    - 7. "Not yet known"

                  reportable_situation_licence_conditions_issue:

                    type: string

                    example: Authorisations

                    description: Mandatory if "reportable_situation_general_category" = "Licence conditions"



                      Must not appear if



                      ("report_type" = "Core obligation - significant breach/likely breach/commenced investigation" ONLY

                      AND "report_Description" = "Commenced an investigation about whether either of the above are applicable" ONLY

                      AND "breach_investigation_completion_status" = "Yes" AND "initial_submission_id" is not populated (no breach))



                      OR 

                      

                      if "investigation_found_incomplete" = "No breach of, nor inability to comply with, core obligation found where the breach is/would be significant (no breach)" ONLY

                    

                      Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                      if ("breach_investigation_completion_status" = "Yes" OR "breach_investigation_completion_status_1" = "Yes") AND "reportable_situation_licence_conditions_issue" = "Not yet known"

                    

                    enum:

                    - 1. "Authorisations"

                    - 2. "Compliance/independent review"

                    - 3. "Financial requirements"

                    - 4. "Key person"

                    - 5. "Record keeping/retention of materials"

                    - 6. "Responsible manager obligations"

                    - 7. "Other"

                    - 8. "Not yet known"

                  reportable_situation_fraud_misconduct_issue:

                    type: string

                    example: Cloning of AFS licence

                    description: Mandatory if "reportable_situation_general_category" = "Fraud/misconduct"



                      Must not appear if

                      

                      ("report_type" = "Core obligation - significant breach/likely breach/commenced investigation" ONLY

                      AND "report_Description" = "Commenced an investigation about whether either of the above are applicable" ONLY

                      AND "breach_investigation_completion_status" = "Yes" AND "initial_submission_id" is not populated (no breach))



                     OR 

                       

                      if "investigation_found_incomplete" = "No breach of, nor inability to comply with, core obligation found where the breach is/would be significant (no breach)" ONLY



                     Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                      if ("breach_investigation_completion_status" = "Yes" OR "breach_investigation_completion_status_1" = "Yes") AND "reportable_situation_fraud_misconduct_issue" = "Not yet known"

                    

                    enum:

                    - 1. "Cloning of AFS licences"

                    - 2. "Fraud/forgery"

                    - 3. "Maintain trust account"

                    - 4. "Pressure selling"

                    - 5. "Scams"

                    - 6. "Not yet known"

                  reportable_situation_market_issue:

                    type: string

                    example: Front running

                    description: Mandatory if "reportable_situation_general_category" = "Market"



                      Must not appear if

                      

                      ("report_type" = "Core obligation - significant breach/likely breach/commenced investigation" ONLY

                      AND "report_Description" = "Commenced an investigation about whether either of the above are applicable" ONLY

                      AND "breach_investigation_completion_status" = "Yes" AND "initial_submission_id" is not populated (no breach))



                      OR 

                      

                      if "investigation_found_incomplete" = "No breach of, nor inability to comply with, core obligation found where the breach is/would be significant (no breach)" ONLY

                    

                      Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                      if ("breach_investigation_completion_status" = "Yes" OR "breach_investigation_completion_status_1" = "Yes") AND "reportable_situation_market_issue" = "Not yet known"



                    enum:

                    - 1. "Exhorbitant trading/unfair pricing/latency concerns"

                    - 2. "Front running"

                    - 3. "Inappropriate classification of clients (onboarding - retail to wholesale; repapering of clients)"

                    - 4. "Insider trading"

                    - 5. "Market manipulation"

                    - 6. "Platform failure"

                    - 7. "Price gouging (excessive mark ups)"

                    - 8. "Spoofing"

                    - 9. "Trading without client approval"

                    - 10. "Transaction reporting"

                    - 11. "Unfair contract terms"

                    - 12. "Use of client information to detriment of client (i.e. slow automatic close outs, trading to hit stop losses, partial fills and order preferencing)"

                    - 13. "Not yet known"

                  reportable_situation_privacy_issue:

                    type: string

                    example: Cybersecurity

                    description: Mandatory  if "reportable_situation_general_category" = "Privacy and confidentiality"



                       Must not appear if

                      

                      ("report_type" = "Core obligation - significant breach/likely breach/commenced investigation" ONLY

                      AND "report_Description" = "Commenced an investigation about whether either of the above are applicable" ONLY

                      AND "breach_investigation_completion_status" = "Yes" AND "initial_submission_id" is not populated (no breach))



                      OR 

                      

                      if "investigation_found_incomplete" = "No breach of, nor inability to comply with, core obligation found where the breach is/would be significant (no breach)" ONLY

                    

                      Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."

                      if ("breach_investigation_completion_status" = "Yes" OR "breach_investigation_completion_status_1" = "Yes") AND "reportable_situation_privacy_issue" = "Not yet known"



                    enum:

                    - 1. "Cybersecurity"

                    - 2. "Inappropriate disclosure of confidential information"

                    - 3. "Other privacy breaches"

                    - 4. "Not yet known"

                  

              maxItems: 10

              required:

              - reportable_situation_general_category

            nature_reportable_situation_description:

              type: object

              required: 

              - reportable_situation_Naturedescription

              properties:

                reportable_situation_Naturedescription:

                  type: string

                  maxLength: 10000

                  description: Alphanumeric. Multi line.

                reportable_situation_FraudulentConductDiscussion:

                  type: string

                  example: Yes

                  description: Mandatory if "report_type" includes "Serious fraud" 

                              OR if "investigation_found_incomplete" includes "Serious fraud"

                              OR if "additional_fraud" includes "Serious fraud"



                              READ ONLY - values must match previous transaction IF

                                      form state = "Remediation incomplete"

                                                  OR "Rectification incomplete"

                                                  OR "Remediation and rectification incomplete"

                  enum:

                  - Yes

                  - No

                reportable_situation_PersonAllegedAdmittedConduct:

                  type: string

                  example: Yes

                  description: Mandatory if "report_type" includes "Serious fraud" 

                              OR if "investigation_found_incomplete" includes "Serious fraud"

                              OR if "additional_fraud" includes "Serious fraud"

                              

                              AND

                              

                              ("reportable_situation_FraudulentConductDiscussion"= "Yes")



                              READ ONLY - values must match previous transaction IF

                                      form state = "Remediation incomplete"

                                                  OR "Rectification incomplete"

                                                  OR "Remediation and rectification incomplete"

                  enum:

                  - Yes

                  - No

                reportable_situation_FraudulentConductEvidence:

                  type: string

                  example: Yes

                  description: Mandatory if "report_type" includes "Serious fraud" 

                              OR if "investigation_found_incomplete" includes "Serious fraud"

                              OR if "additional_fraud" includes "Serious fraud"



                              READ ONLY - values must match previous transaction IF

                                      form state = "Remediation incomplete"

                                                  OR "Rectification incomplete"

                                                  OR "Remediation and rectification incomplete"

                  enum:

                  - Yes

                  - No

                reportable_situation_EvidenceTypes: 

                  type: array

                  description: Mandatory if "report_type" includes "Serious fraud" 

                              OR if "investigation_found_incomplete" includes "Serious fraud"

                              OR if "additional_fraud" includes "Serious fraud"

                            AND

                            ("reportable_situation_FraudulentConductEvidence" = "Yes")



                            READ ONLY - values must match previous transaction IF

                                      form state = "Remediation incomplete"

                                                  OR "Rectification incomplete"

                                                  OR "Remediation and rectification incomplete"

                  items:

                    type: string

                    enum:

                    - 1. "Bank account statements"

                    - 2. "Financial product statements"

                    - 3. "Documents outlining the employee/representative's scope of authority in relation to the matter"

                    - 4. "Relevant correspondence between the employee/representative and the affected clients"

                    - 5. "Any documents summarising licensee investigations into the incident"

                    - 6. "Other"

                  example: ["Bank account statements", "Financial product statements"]

            nature_reportable_situation_ActRules:

              type: array

              description: Mandatory if "report_description" includes "Significant breach of core obligation has occurred"

               OR if "investigation_found_incomplete" includes "Significant breach of core obligation has occurred"

                OR if "investigation_found_incomplete_1" includes "Significant breach of core obligation has occurred"

                OR if "breach_since_occurred" = "Yes"

                OR if ("report_description" includes "No longer able to comply with core obligation (likely significant breach)" and "breach_since_occurred" = NOT "Yes")

                OR if "breach_since_occurred" = No



                READ ONLY - values must match previous transaction IF

                                form state = "Remediation incomplete"

                                             OR "Rectification incomplete"

                                             OR "Remediation and rectification incomplete"

              items:

                type: object

                properties:

                  reportable_situation_relevantACTRules:

                    type: string

                    example: Corporations ACT

                    enum:

                      - 1. "Corporations Act"

                      - 2. "Credit Act"

                      - 3. "ASIC Act"

                      - 4. "Anti-Money Laundering and Counter-Terrorism Financing Act 2006"

                      - 5. "Banking Act 1959"

                      - 6. "Financial Sector (Collection of Data) Act 2001"

                      - 7. "Financial Sector (Shareholdings) Act 1998"

                      - 8. "Financial Sector (Transfer of Business) Act 1999"

                      - 9. "Insurance Acquisitions and Takeovers Act 1991"

                      - 10. "Insurance Act 1973"

                      - 11. "Insurance Contracts Act 1984"

                      - 12. "Life Insurance Act 1995"

                      - 13. "Privacy Act 1988"

                      - 14. "Retirement Savings Accounts Act 1997"

                      - 15. "Superannuation Industry (Supervision) Act 1993"

                      - 16. "Superannuation (Resolution of Complaints) Act 1993"

                      - 17. "ASIC Market Integrity Rules - Securities Markets"

                      - 18. "ASIC Market Integrity Rules - Futures Markets"

                      - 19. "ASIC Market Integrity Rules - IMB Market"

                      - 20. "ASIC Derivative Transaction Rules (Reporting) 2013"

                      - 21. "Australian National Registry of Emissions Units Act 2011"

                      - 22. "Carbon Credits (Carbon Farming Initiative) Act 2011"

                      - 23. "Clean Energy Act 2011"

                      - 24. "Corporations (Passport Rules) 2018"

                      - 25. "Other"

                  reportable_situation_other_act:

                    type: string

                    maxLength: 250

                    description: Mandatory if "reportable_situation_relevantACTRules" = "Other"

                

                  reportable_situation_SectionUnderTheACT:

                    type: string

                    maxLength: 250

                    description: Alphanumeric. Two lines.

                maxItems: 10

                required:

                - reportable_situation_relevantACTRules

                - reportable_situation_SectionUnderTheACT

            nature_reportable_situation_RegIndustryBody:

              type: object

              description: Show if "report_type" includes "Gross negligence"

                    OR if "investigation_found_incomplete" includes "Gross negligence"

                    OR if "additional_fraud" includes "Gross negligence"

                    OR if "report_type" includes "Serious fraud"

                    OR if "investigation_found_incomplete" includes "Serious fraud"

                    OR if "additional_fraud" includes "Serious fraud"

                    OR if "report_description" includes "Significant breach of core obligation has occurred"

                    OR if "investigation_found_incomplete" includes "Significant breach of core obligation has occurred"

                    OR if "investigation_found_incomplete_1" = "Significant breach of core obligation has occurred"

                    OR if "breach_since_occurred"= "Yes"

                    OR if ("report_description" includes "No longer able to comply with core obligation (likely significant breach)" and "breach_since_occurred" = NOT "Yes")

                    OR if "breach_since_occurred" = "No" (likely breach).

              required:

              - reportable_situation_ReportedToRegulatoryBody

              properties:

                reportable_situation_ReportedToRegulatoryBody:

                  type: string

                  example: Yes

                  enum:

                  - Yes

                  - No

            nature_reportable_situation_RegIndustryBody_Details:

              type: array

              description: Show if ( "report_type" includes "Gross negligence"

                    OR if "investigation_found_incomplete" includes "Gross negligence"

                    OR if "additional_fraud" includes "Gross negligence"

                    OR if "report_type" includes "Serious fraud"

                    OR if "investigation_found_incomplete" includes "Serious fraud"

                    OR if "additional_fraud" includes "Serious fraud"

                    OR if "report_description" includes "Significant breach of core obligation has occurred"

                    OR if "investigation_found_incomplete" includes "Significant breach of core obligation has occurred"

                    OR if "investigation_found_incomplete_1" = "Significant breach of core obligation has occurred"

                    OR if "breach_since_occurred"= "Yes"

                    OR if ("report_description" includes "No longer able to comply with core obligation (likely significant breach)" and "breach_since_occurred" = NOT "Yes")

                    OR if "breach_since_occurred" = "No" (likely breach) ) 

                    AND ( if "reportable_situation_ReportedToRegulatoryBody" = "Yes")

              items:

                type: object

                properties:

                  reportable_situation_body_name:

                    type: string

                    example: Australian Prudential Regulation Authority(APRA)

                    enum:

                    - 1. "Australian Prudential Regulation Authority (APRA)"

                    - 2. "Australian Securities Exchange (ASX)"

                    - 3. "Chi-X"

                    - 4. "Australian Transaction Reports and Analysis Centre (AUSTRAC)"

                    - 5. "Australian Taxation Office (ATO)"

                    - 6. "Australian Competition and Consumer Commission (ACCC)"

                    - 7. "State fair trading/commerce agency"

                    - 8. "Australian Financial Security Authority (AFSA)"

                    - 9. "Office of the Australian Information Commissioner"

                    - 10. "Police (federal or state)"

                    - 11. "Overseas regulator"

                    - 12. "Banking Code Compliance Committee"

                    - 13. "Australian Financial Complaints Authority (AFCA)"

                    - 14. "Tax Practitioners Board (TPB)"

                    - 15. "Other"

                  reportable_situation_ProvideBody_name:

                    type: string

                    description: Mandatory if "reportable_situation_body_name"= "State fair trading/commerce agency" 

                                            OR "Police (federal or state)"

                                            OR "Overseas regulator"

                                            OR "Other"

                    maxLength: 250

                  reportable_situation_reference_number:

                    type: string

                    example: Yes

                    enum:

                    - Yes

                    - No

                  reportable_situation_ProvideReference_number:

                    type: string

                    description: Mandatory if "reportable_situation_reference_number" = "Yes"

                    maxLength: 50

                  reportable_situation_ContactDetails_RegBody:

                    type: string

                    example: Yes

                    enum: 

                    - Yes

                    - No

                  reportable_situation_GivenName_RegBody:

                    type: string

                    description: Optional if "reportable_situation_ContactDetails_RegBody" = "Yes"

                    maxLength: 50

                  reportable_situation_OtherGivenName_RegBody:

                    type: string

                    maxLength: 50

                    description: Optional if "reportable_situation_ContactDetails_RegBody"= "Yes"

                  reportable_situation_FamilyName_RegBody:

                    type: string

                    description: Optional if "reportable_situation_ContactDetails_RegBody"= "Yes"

                    maxLength: 50

                  reportable_situation_PhoneNumber_RegBody:

                    type: string

                    description:  Optional if "reportable_situation_ContactDetails_RegBody"= "Yes"

                  reportable_situation_EmailAddress_RegBody:

                    type: string

                    example: abc@example.com.au

                    description: Optional if "reportable_situation_ContactDetails_RegBody"= "Yes"

                  reportable_situation_Action_awareness:

                    type: string

                    example: Yes

                    enum:

                    - Yes

                    - No  

              maxItems: 10

              required:

              - reportable_situation_body_name

              - reportable_situation_reference_number

              - reportable_situation_ContactDetails_RegBody

              - reportable_situation_Action_awareness

            nature_reportable_situation_RootCause:

              type: object

              description: Mandatory if ("report_description" includes "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status" = "Yes")

                OR if ("report_description" includes "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status_1" = "Yes")

                OR if ("investigation_found_incomplete" includes "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status_1" = "Yes")

                OR if ("investigation_found_incomplete_1 = "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status_1" = "Yes")

                OR if ("breach_since_occurred" = "Yes" AND  "breach_investigation_completion_status" = "Yes") 

                OR if ("breach_since_occurred" = "Yes" AND "breach_investigation_completion_status_1" = "Yes")

                OR if ("report_description" includes "No longer able to comply with core obligation (likely significant breach)" and "breach_since_occurred" = NOT "Yes" and "breach_investigation_completion_status" = "Yes") 

                OR if ("breach_since_occurred" = "No" AND "breach_investigation_completion_status"  = "Yes")

                OR if ("breach_since_occurred" = "No" AND "breach_investigation_completion_status_1" = "Yes")



                READ ONLY - values must match previous transaction if

                                form state = "Remediation incomplete"

                                             OR "Rectification incomplete"

                                             OR "Remediation and rectification incomplete"

              required:

              - reportable_situation_StepsToIdentifyRootCause

              properties:

                reportable_situation_StepsToIdentifyRootCause:

                  type: string

                  example: Yes

                  enum:

                  - Yes

                  - No

                  

                    READ ONLY - values must match previous transaction IF

                                form state = "Remediation incomplete"

                                             OR "Rectification incomplete"

                                             OR "Remediation and rectification incomplete"

                                             

            nature_reportable_situation_RootCause_Details:

              type: array

              description: Mandatory if ("report_description" includes "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status" = "Yes")

                OR if ("report_description" includes "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status_1" = "Yes")

                OR if ("investigation_found_incomplete" includes "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status_1" = "Yes")

                OR if ("investigation_found_incomplete_1 = "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status_1" = "Yes")

                OR if ("breach_since_occurred" = "Yes" AND  "breach_investigation_completion_status" = "Yes") 

                OR if ("breach_since_occurred" = "Yes" AND "breach_investigation_completion_status_1" = "Yes")

                OR if ("report_description" includes "No longer able to comply with core obligation (likely significant breach)" and "breach_since_occurred" = NOT "Yes" and "breach_investigation_completion_status" = "Yes") 

                OR if ("breach_since_occurred" = "No" AND "breach_investigation_completion_status"  = "Yes")

                OR if ("breach_since_occurred" = "No" AND "breach_investigation_completion_status_1" = "Yes")

                

                AND  

                

                ("reportable_situation_StepsToIdentifyRootCause" = "Yes")





                READ ONLY - values must match previous transaction IF

                                form state = "Remediation incomplete"

                                             OR "Rectification incomplete"

                                             OR "Remediation and rectification incomplete"



                                            

              items:

                type: object

                properties:

                  reportable_situation_root_cause:

                    type: string

                    example: Policy or process deficiency

                    enum:

                    - 1. "Policy or process deficiency"

                    - 2. "System deficiency"

                    - 3. "Staff - Inadequate supervision/lack of training"

                    - 4. "Staff - Negligence/error"

                    - 5. "Staff - Fraud/misappropriation"

                    - 6. "Staff - misconduct"

                    - 7. "Failure to comply with breach reporting requirements to ASIC"

                    - 8. "Failure to comply with other statutory reporting requirements to ASIC"

                    - 9. "Misunderstanding of obligation/s"

                    - 10. "Inadequate management controls"

                    - 11. "Inadequate human resources"

                    - 12. "Inadequate financial resources"

                    - 13. "Inadequate technological resources"

                    - 14. "Failed change initiative"

                    - 15. "Inadequate risk management"

                    - 16. "Inadequate compliance measures"

                    - 17. "Other"

                  reportable_situation_OtherRoot_cause:

                    type: string

                    description: Mandatory if "reportable_situation_root_cause"= "Other"

                    maxLength: 250

                  reportable_situation_DiscussionWithAlleged:

                    type: string

                    example: Yes

                    description: Mandatory if "Reportable_situation_root_cause" = "Staff - Fraud/misappropriation"

                    

                                Must not appear if "report_type" includes "Serious fraud"

                                             OR if "investigation_found_incomplete" includes "Serious fraud"

                                             OR if "additional_fraud" includes "Serious fraud"

                    enum:

                    - Yes

                    - No

                  reportable_situation_AllegedAdmittedConduct:

                    type: string

                    description: Mandatory if "reportable_situation_DiscussionWithAlleged" = "Yes"

                    enum:

                    - Yes

                    - No

                  reportable_situation_EvidenceAllegedFraud:

                    type: string

                    description: Mandatory if "Reportable_situation_root_cause" = "Staff - Fraud/misappropriation"

                    

                                Must not appear if "report_type" includes "Serious fraud"

                                             OR if "investigation_found_incomplete" includes "Serious fraud"

                                             OR if "additional_fraud" includes "Serious fraud"



                    enum:

                    - Yes

                    - No

                  reportable_situation_evidence_types:

                    type: array

                    description: mandatory if "reportable_situation_EvidenceAllegedFraud" = "Yes"

                    items:

                      type: string

                      enum:

                      - 1. "Bank account statements"

                      - 2. "Financial product statements"

                      - 3. "Documents outlining the employee/representative's scope of authority in relation to the matter"

                      - 4. "Relevant correspondence between the employee/representative and the affected clients"

                      - 5. "Any documents summarising licensee investigations into the incident"

                      - 6. "Other"

                    example: ["Bank account statements", "Financial product statements"]

                  reportable_situation_RootCauseMonitoring:

                    type: string

                    example: Yes

                    enum:

                     - Yes

                     - No

                     - Not known

                  reportable_situation_date_WrittenReport:

                    type: string

                    example: 31/04/2021

                    description: Mandatory if "reportable_situation_RootCauseMonitoring" = "Yes"

                                 Must not be a future date

              maxItems: 10

              required:

              - reportable_situation_root_cause

              - reportable_situation_RootCauseMonitoring

              

            extent_impact_reportable_situation:

              type: object

              description: Mandatory if "report_type" includes  "Gross negligence"

                          OR if "investigation_found_incomplete" includes  "Gross negligence"

                          OR if "additional_fraud" includes  "Gross negligence"

                          OR if "report_type" includes  "Serious fraud"

                          OR if "investigation_found_incomplete" includes  "Serious fraud"

                          OR if "additional_fraud" includes  "Serious fraud"

                          OR if "report_description" includes  "Significant breach of core obligation has occurred"

                          OR if "investigation_found_incomplete" includes  "Significant breach of core obligation has occurred"

                          OR if "investigation_found_incomplete_1" =  "Significant breach of core obligation has occurred"

                          OR if "breach_since_occurred" =  "Yes"

                          OR (if "report_description" includes "No longer able to comply with core obligation (likely significant breach)" AND "breach_since_occurred" = NOT "Yes")

                          OR if "breach_since_occurred"  = "No"





              required:

              - reportable_situation_previously_occurred

              - reportable_situation_AffectedClients

              - reportable_situation_LicenceImpact_SufferedFinancialLoss

              - reportable_situation_LicenceImpact_ImpactAbility              

              properties:

                reportable_situation_total_EventInstances:

                  type: integer

                  description: Must be greater than zero, 

                            Mandatory if "report_type" includes  "Gross negligence"

                          OR if "investigation_found_incomplete" includes  "Gross negligence"

                          OR if "additional_fraud" includes  "Gross negligence"

                          OR if "report_type" includes  "Serious fraud"

                          OR if "investigation_found_incomplete" includes  "Serious fraud"

                          OR if "additional_fraud" includes  "Serious fraud"

                          OR if "report_description" includes  "Significant breach of core obligation has occurred"

                          OR if "investigation_found_incomplete" includes  "Significant breach of core obligation has occurred"

                          OR if "investigation_found_incomplete_1" =  "Significant breach of core obligation has occurred"

                          OR if "breach_since_occurred" =  "Yes"



                  example: 1

                  maxLength: 10

                reportable_situation_previously_occurred:

                  type: string

                  example: Yes

                  enum:

                  - Yes

                  - No

                  description:



                    READ ONLY - values must match previous transaction IF

                              form state = "Remediation incomplete"

                                          OR "Rectification incomplete"

                                          OR "Remediation and rectification incomplete"



                reportable_situation_number_previously_occurred:

                  type: integer

                  example: 1

                  maxLength: 10

                  description: Mandatory if "reportable_situation_previously_occurred"= "Yes"

                               Must be greater than zero



                    READ ONLY - values must match previous transaction IF

                              form state = "Remediation incomplete"

                                          OR "Rectification incomplete"

                                          OR "Remediation and rectification incomplete"

                  

                reportable_situation_ReportedToAsic:

                  type: string

                  example: Yes

                  enum:

                  - Yes

                  - No

                  

                  description: Mandatory if "reportable_situation_previously_occurred"= Yes

                  

                    READ ONLY - values must match previous transaction IF

                              form state = "Remediation incomplete"

                                          OR "Rectification incomplete"

                                          OR "Remediation and rectification incomplete"

                  

                reportable_situation_AffectedClients:

                  type: string

                  example: Yes

                  description: (If "reportable_situation_AffectedClients" = "Not known" AND "breach_investigation_completion_status" = "Yes")

                    OR (if "reportable_situation_AffectedClients" = "Not known" AND "breach_investigation_completion_status_1"= "Yes")

                    

                    show an error "You cannot select 'Not known' if the investigation is complete. To proceed with this transaction you must select another option."



                    READ ONLY - values must match previous transaction IF

                              form state = "Remediation incomplete"

                                          OR "Rectification incomplete"

                                          OR "Remediation and rectification incomplete"

                  enum: 

                  - Yes

                  - No

                  - Not known

                reportable_situation_TotalAffectedClients:

                  type: integer

                  maxLength: 10

                  minLength: 1

                  example: 1

                  description: Mandatory  If "reportable_situation_AffectedClients"= "Yes"

                               Must be greater than zero



                    READ ONLY - values must match previous transaction IF

                              form state = "Remediation incomplete"

                                          OR "Rectification incomplete"

                                          OR "Remediation and rectification incomplete"



                reportable_situation_AffectedClientsNumberEstimation:

                  type: string

                  example: Yes

                  description: Mandatory if 

                  

                    ("reportable_situation_AffectedClients" = "Yes" AND "breach_investigation_completion_status"= "No" AND "breach_investigation_completion_status_1" = NOT "Yes")



                    Must not appear if (

                    

                    ("report_description" includes "No longer able to comply with core obligation (likely significant breach) 

                    

                    AND "breach_since_occurred" = NOT "Yes"

                    

                    AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only AND ("additional_fraud" = NOT "Gross negligence" AND NOT "Serious fraud" ))



                    OR if 

                    

                    ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only AND "breach_since_occurred" = "No".)



                    )

                    

                    READ ONLY - values must match previous transaction IF

                              form state = "Remediation incomplete"

                                          OR "Rectification incomplete"

                                          OR "Remediation and rectification incomplete"



                  enum:

                  - Yes

                  - No

                reportable_situation_AffectedClientsIdentification:

                  type: string

                  example: Yes

                  description: Mandatory if "reportable_situation_AffectedClientsNumberEstimation"= "Yes"



                    READ ONLY - values must match previous transaction IF

                              form state = "Remediation incomplete"

                                          OR "Rectification incomplete"

                                          OR "Remediation and rectification incomplete"

                  enum:

                  - Yes

                  - No

                reportable_situation_DateToIdentifyClientsAffected:

                  type: string

                  example: 31/02/2024

                  description: Mandatory if "reportable_situation_AffectedClientsIdentification"= "Yes" 

                               Date must be future date



                    READ ONLY - values must match previous transaction IF

                              form state = "Remediation incomplete"

                                          OR "Rectification incomplete"

                                          OR "Remediation and rectification incomplete"



                reportable_situation_AffectedClientsIdentification_1:

                  type: string

                  example: Yes

                  description: Mandatory if "reportable_situation_AffectedClients" = "Not known" AND "breach_investigation_completion_status"= "No" AND "breach_investigation_completion_status_1" = NOT "Yes"



                    READ ONLY - values must match previous transaction IF

                              form state = "Remediation incomplete"

                                          OR "Rectification incomplete"

                                          OR "Remediation and rectification incomplete"

                  enum:

                  - Yes

                  - No

                reportable_situation_DateToIdentifyClientsAffected_1:

                  type: string

                  example: 31/04/2024

                  description: mandatory if "reportable_situation_AffectedClientsIdentification_1" = "Yes" 

                               Must be future date.



                    READ ONLY - values must match previous transaction IF

                              form state = "Remediation incomplete"

                                          OR "Rectification incomplete"

                                          OR "Remediation and rectification incomplete"



                reportable_situation_SufferingFinancialLoss: 

                  type: string

                  example: Yes

                  description: Mandatory if "reportable_situation_AffectedClients" = Yes"   



                    If "reportable_situation_SufferingFinancialLoss" = Not known and "breach_investigation_completion_status" = Yes

                    OR if reportable_situation_SufferingFinancialLoss = Not known and "breach_investigation_completion_status_1" = Yes

                    Show an error "You cannot select 'Not known' if the investigation is complete. To proceed with this transaction you must select another option."



                    READ ONLY - values must match previous transaction IF

                                form state = "Remediation incomplete"

                                             OR "Rectification incomplete"

                                             OR "Remediation and rectification incomplete"

                  enum:

                  - Yes

                  - No

                  - Not known

                

                reportable_situation_TotalFinancialLossToAffectedClients:

                  type: integer

                  example: 1000

                  description: Mandatory if "reportable_situation_SufferingFinancialLoss" = "Yes" AND

                               "reportable_situation_AffectedClients" = "Yes"



                               READ ONLY - values must match previous transaction IF

                                          form state = "Rectification incomplete"



                              Must be greater than zero

                                                      

                  maxLength: 15

                  minLength: 1

                reportable_situation_TotalFinancialLossEstimation:

                  type: string

                  example: Yes

                  description: Mandatory if "reportable_situation_SufferingFinancialLoss" = "Yes" 

                                AND "breach_investigation_completion_status" = "No"  

                                AND "breach_investigation_completion_status_1" = NOT "Yes" 

                                AND "reportable_situation_AffectedClients" = "Yes"



                    Must not appear if (               

                    ("report_description" includes "No longer able to comply with core obligation (likely significant breach)"                    

                    AND "breach_since_occurred" = NOT "Yes"                   

                    AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only 

                    AND ("additional_fraud" = NOT "Gross negligence" AND NOT "Serious fraud" )



                    OR if 

                    

                    ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only 

                    AND "breach_since_occurred" = "No" (likely breach).)

                    ) 



                    READ ONLY - values must match previous transaction IF

                                          form state = "Rectification incomplete"



                  enum:

                  - Yes

                  - No

                reportable_situation_TotalFinancialLossIdentification:

                  type: string

                  example: Yes

                  description: Mandatory if "reportable_situation_TotalFinancialLossEstimation" = "Yes" AND

                               "reportable_situation_AffectedClients" = "Yes"

                  enum:

                  - Yes

                  - No

                reportable_situation_DateKnownLoss:

                  type: string

                  example: 31/02/2024

                  description: Mandatory if "reportable_situation_TotalFinancialLossIdentification" = "Yes" 

                                AND "reportable_situation_AffectedClients" = "Yes"

                               

                               Must be future date.

                reportable_situation_SufferingFinancialLossIdentification:

                  type: string

                  example: Yes

                  description: Mandatory if "reportable_situation_SufferingFinancialLoss" = "Not known"

                       AND "breach_investigation_completion_status" = "No" 

                       AND "breach_investigation_completion_status_1" = NOT "Yes" 

                       AND "reportable_situation_AffectedClients" = "Yes"

                  enum:

                  - Yes

                  - No

                reportable_situation_DateToIdentifyFinancialLossSufferred:

                  type: string

                  example: 31/02/2024

                  description: Mandatory if "reportable_situation_SufferingFinancialLossIdentification" = "Yes" 

                                  AND "reportable_situation_AffectedClients" = "Yes"

                               

                               Must be future date.

                reportable_situation_LicenceImpact_SufferedFinancialLoss:

                  type: string

                  description: (If "reportable_situation_LicenceImpact_SufferedFinancialLoss" = "Unknown" 

                                    AND  "breach_investigation_completion_status" = "Yes")

                                OR (If "reportable_situation_LicenceImpact_SufferedFinancialLoss" = "Unknown" 

                                    AND "breach_investigation_completion_status_1" = "Yes")                      

                                Show an error "You cannot select 'Unknown' if the investigation is complete. To proceed with this transaction you must select another option."



                      READ ONLY - values must match previous transaction IF

                                  form state = "Remediation incomplete"

                                              OR "Rectification incomplete"

                                              OR "Remediation and rectification incomplete"

                  example: Not material

                  enum:

                  - Yes

                  - No

                  - Unknown

                  - Not material

                reportable_situation_LicenceImpact_FinancialLossAmount:

                  type: integer

                  description: Mandatory if "reportable_situation_LicenceImpact_SufferedFinancialLoss" = "Yes"

                  example: 5000

                  maxLength: 15

                  

                reportable_situation_LicenceImpact_FinancialLossAmountEstimation:

                  type: string

                  description: Mandatory if "reportable_situation_LicenceImpact_SufferedFinancialLoss" = "Yes" 

                                          AND "breach_investigation_completion_status" = "No" 

                                          AND "breach_Investigation_completion_Status_1" = NOT "Yes"



                    Must not appear if ( "report_description" includes "No longer able to comply with core obligation (likely significant breach)"                     

                                    AND "breach_since_occurred" = NOT "Yes"                

                                    AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only 

                                    AND ("additional_fraud" = NOT "Gross negligence" AND NOT "Serious fraud" ))



                    OR if                     

                    ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only 

                    AND "breach_since_occurred" = "No")

                  



                  enum:

                  - Yes

                  - No

                reportable_situation_LicenceImpact_FinancialLossIdentification:

                  type: string

                  description: Mandatory if "reportable_situation_LicenceImpact_FinancialLossAmountEstimation" = Yes

                  enum:

                  - Yes

                  - No

                reportable_situation_LicenceImpact_DateKnownLoss:

                  type: string

                  example: 31/02/2024

                  description: Mandatory if "reportable_situation_LicenceImpact_FinancialLossIdentification"= Yes . 

                               Must be future date.

                reportable_situation_LicenceImpact_ImpactAbility:

                  type: string

                  example: Yes

                  enum:

                  - Yes

                  - No

                  description: 

                      READ ONLY - values must match previous transaction IF

                                  form state = "Remediation incomplete"

                                              OR "Rectification incomplete"

                                              OR "Remediation and rectification incomplete"

            remediation_reportable_situation:

              type: object

              description: Mandatory if ("reportable_situation_AffectedClients" = "Yes" AND

                        (("report_description" includes "No longer able to comply with core obligation (likely significant breach)" 

                              AND "breach_since_occurred" = NOT "Yes")

                        OR "breach_since_occurred" = "No"

                        OR "report_description" includes "Significant breach of core obligation has occurred"

                        OR "investigation_found_incomplete" includes "Significant breach of core obligation has occurred"

                        OR "investigation_found_incomplete_1" = "Significant breach of core obligation has occurred"

                        OR "breach_since_occurred" = "Yes"

                        OR "report_type" includes "Gross negligence"

                        OR "investigation_found_incomplete" includes "Gross negligence"

                        OR "additional_fraud" includes "Gross negligence"

                        OR "report_type" includes "Serious fraud"

                        OR "investigation_found_incomplete" includes "Serious fraud"

                        OR "additional_fraud" includes "Serious fraud"))

                        

                        OR if ( "breach_investigation_completion_status" = "Yes" AND

                            ("report_description" includes "Significant breach of core obligation has occurred"

                            OR "breach_since_occurred"  = "Yes"

                            OR ("report_description" includes "No longer able to comply with core obligation (likely significant breach)" 

                                AND "breach_since_occurred"= NOT "Yes")

                            OR "report_type" includes "Gross negligence"

                            OR "report_type" includes "Serious fraud"

                            ))

                        

                        OR if ("breach_investigation_completion_status_1" = "Yes" AND                         

                        ("report_description" includes "Significant breach of core obligation has occurred"

                        OR "investigation_found_incomplete" includes "Significant breach of core obligation has occurred"

                        OR "investigation_found_incomplete_1" = "Significant breach of core obligation has occurred"

                        OR "breach_since_occurred" = "Yes"

                        OR "breach_since_occurred" = "No"

                        OR "report_type" includes "Gross negligence"

                        OR "investigation_found_incomplete" includes "Gross negligence"

                        OR "additional_fraud" includes "Gross negligence"

                        OR "report_type" includes "Serious fraud"

                        OR "investigation_found_incomplete" includes "Serious fraud"

                        OR "additional_fraud" includes "Serious fraud"))

              

              properties:

                reportable_situation_compensation_attempt:

                  type: string

                  example: Yes

                  description: Mandatory if "reportable_situation_SufferingFinancialLoss" = "Yes"                

                    AND ("breach_investigation_completion_status" = "Yes"

                          OR  "breach_investigation_completion_status_1" = "Yes")



                    Must not appear if (                    

                    "report_description" includes "No longer able to comply with core obligation (likely significant breach)"                     

                    AND "breach_since_occurred" = NOT "Yes" (likely breach)                     

                    AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only 

                    AND ("additional_fraud" = NOT "Gross negligence" AND NOT "Serious fraud"))



                    OR if                     

                    ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only 

                      AND "breach_since_occurred" = "No")

                    )

                  enum:

                  - Yes

                  - No

                reportable_situation_compensation_FinaliseDate:

                  type: string

                  example: 31/04/2021

                  description: Mandatory if "reportable_situation_SufferingFinancialLoss" = "Yes"

                   AND "reportable_situation_compensation_attempt" = "Yes"

                  

                    Must not be a future date.

                    

                    Must not appear if (                    

                    "report_description" includes "No longer able to comply with core obligation (likely significant breach)"                     

                    AND "breach_since_occurred" = NOT "Yes" (likely breach)                     

                    AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only 

                    AND ("additional_fraud" = NOT "Gross negligence" AND NOT "Serious fraud"))



                    OR if                     

                    ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only 

                      AND "breach_since_occurred" = "No")

                    )



                reportable_situation_compensation_StartStatus  :

                  type: string

                  example: Yes

                  description: Mandatory if "reportable_situation_SufferingFinancialLoss" = Yes

                        AND ("reportable_situation_compensation_attempt" = "No"  OR

                                ("breach_investigation_completion_status" = "No" 

                                AND "breach_investigation_completion_status_1" = NOT "Yes" )

                

                    Must not appear if (                    

                    "report_description" includes "No longer able to comply with core obligation (likely significant breach)"                     

                    AND "breach_since_occurred" = NOT "Yes" (likely breach)                     

                    AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only 

                    AND ("additional_fraud" = NOT "Gross negligence" AND NOT "Serious fraud"))



                    OR if                     

                    ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only 

                      AND "breach_since_occurred" = "No")

                    )

                  

                  enum:

                  - Yes

                  - No

                reportable_situation_compensation_StartDate:

                  type: string

                  example: 31/02/2021

                  description: Mandatory if "reportable_situation_SufferingFinancialLoss" = "Yes"

                               AND "reportable_situation_compensation_StartStatus" = "Yes"

                               

                               Must not be a future date



                    Must not appear if (                    

                    "report_description" includes "No longer able to comply with core obligation (likely significant breach)"                     

                    AND "breach_since_occurred" = NOT "Yes" (likely breach)                     

                    AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only 

                    AND ("additional_fraud" = NOT "Gross negligence" AND NOT "Serious fraud"))



                    OR if                     

                    ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only 

                      AND "breach_since_occurred" = "No")

                    )





                reportable_situation_compensation_ExpectedFinaliseDate:

                  type: string

                  example: 31/02/2023

                  description: Mandatory if "reportable_situation_SufferingFinancialLoss" = Yes 

                                AND "reportable_situation_compensation_StartStatus"= Yes.

                    Must be a future date



                    Must not appear if (                    

                    "report_description" includes "No longer able to comply with core obligation (likely significant breach)"                     

                    AND "breach_since_occurred" = NOT "Yes" (likely breach)                     

                    AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only 

                    AND ("additional_fraud" = NOT "Gross negligence" AND NOT "Serious fraud"))



                    OR if                     

                    ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only 

                      AND "breach_since_occurred" = "No")

                    )





                reportable_situation_compensation_intention:

                  type: string

                  example: Yes

                  description: Mandatory if "reportable_situation_SufferingFinancialLoss" = "Yes" 

                                AND "reportable_situation_compensation_StartStatus" = "No"

                  

                    Must not appear if (                    

                    "report_description" includes "No longer able to comply with core obligation (likely significant breach)"                     

                    AND "breach_since_occurred" = NOT "Yes" (likely breach)                     

                    AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only 

                    AND ("additional_fraud" = NOT "Gross negligence" AND NOT "Serious fraud"))



                    OR if                     

                    ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only 

                      AND "breach_since_occurred" = "No")

                    )



                  enum:

                  - Yes

                  - No



                reportable_situation_compensation_ExpectedStartDate:

                  type: string

                  example: 31/02/2023

                  description:  Mandatory IF "reportable_situation_SufferingFinancialLoss" = "Yes" 

                                AND "reportable_situation_compensation_intention" = "Yes".

                    Must be a future date

                    

                    Must not appear if (                    

                    "report_description" includes "No longer able to comply with core obligation (likely significant breach)"                     

                    AND "breach_since_occurred" = NOT "Yes" (likely breach)                     

                    AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only 

                    AND ("additional_fraud" = NOT "Gross negligence" AND NOT "Serious fraud"))



                    OR if                     

                    ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only 

                      AND "breach_since_occurred" = "No")

                    )



                reportable_situation_compensation_ExpectedFinaliseDate_1:

                  type: string

                  example: 31/02/2023

                  description: Mandatory if "reportable_situation_SufferingFinancialLoss" = "Yes" 

                                AND "reportable_situation_compensation_intention" = "Yes". 

                    Must be a future date

                    

                     Must not appear if (                    

                    "report_description" includes "No longer able to comply with core obligation (likely significant breach)"                     

                    AND "breach_since_occurred" = NOT "Yes" (likely breach)                     

                    AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only 

                    AND ("additional_fraud" = NOT "Gross negligence" AND NOT "Serious fraud"))



                    OR if                     

                    ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only 

                      AND "breach_since_occurred" = "No")

                    )



                reportable_situation_compensation_PaidTillDate:

                  type: integer

                  example: 5000

                  description: Mandatory if "reportable_situation_SufferingFinancialLoss" = Yes 

                                AND "reportable_situation_compensation_StartStatus" = "Yes"

                  

                     Must not appear if (                    

                    "report_description" includes "No longer able to comply with core obligation (likely significant breach)"                     

                    AND "breach_since_occurred" = NOT "Yes" (likely breach)                     

                    AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only 

                    AND ("additional_fraud" = NOT "Gross negligence" AND NOT "Serious fraud"))



                    OR if                     

                    ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only 

                      AND "breach_since_occurred" = "No")

                    )



                  maxLength: 15

                  

                reportable_situation_compensation_PaidInTotal:

                  type: integer

                  example: 7000

                  description: Mandatory if "reportable_situation_SufferingFinancialLoss" = "Yes" 

                                AND "reportable_situation_compensation_attempt" = "Yes"

                  

                    Must not appear if (                    

                    "report_description" includes "No longer able to comply with core obligation (likely significant breach)"                     

                    AND "breach_since_occurred" = NOT "Yes" (likely breach)                     

                    AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only 

                    AND ("additional_fraud" = NOT "Gross negligence" AND NOT "Serious fraud"))



                    OR if                     

                    ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only 

                      AND "breach_since_occurred" = "No")

                    )

                  

                  maxLength: 15

                reportable_situation_compensation_ClientsNumberTillDate:

                  type: integer

                  example: 10

                  description: Mandatory  if "reportable_situation_SufferingFinancialLoss" = "Yes" 

                                AND "reportable_situation_compensation_StartStatus" = "Yes"

                  

                     Must not appear if (                    

                    "report_description" includes "No longer able to comply with core obligation (likely significant breach)"                     

                    AND "breach_since_occurred" = NOT "Yes" (likely breach)                     

                    AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only 

                    AND ("additional_fraud" = NOT "Gross negligence" AND NOT "Serious fraud"))



                    OR if                     

                    ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only 

                      AND "breach_since_occurred" = "No")

                    )

                  

                  maxLength: 10

                reportable_situation_compensation_ClientsNumberTotal:

                  type: integer

                  description: Mandatory if "reportable_situation_SufferingFinancialLoss" = "Yes" 

                                AND "reportable_situation_compensation_attempt" = "Yes"

                  

                    Must not appear if (                    

                    "report_description" includes "No longer able to comply with core obligation (likely significant breach)"                     

                    AND "breach_since_occurred" = NOT "Yes" (likely breach)                     

                    AND "report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only 

                    AND ("additional_fraud" = NOT "Gross negligence" AND NOT "Serious fraud"))



                    OR if                     

                    ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only 

                      AND "breach_since_occurred" = "No")

                    )

                  

                  example: 10

                  maxLength: 10

                reportable_situation_remediation_provided: 

                  type: array

                  description: Mandatory if "reportable_situation_AffectedClients"= "Yes".



                  items: 

                    type: string

                    enum:

                    - 1. "Apology"

                    - 2. "Full/partial waiver of debt/interest/fees"

                    - 3. "Financial compensation"

                    - 4. "Removal of credit report notification"

                    - 5. "Ceased court action"

                    - 6. "Gifted goods the subject of a lease or mortgage"

                    - 7. "Capitalisation of arrears"

                    - 8. "Repayment arrangement"

                    - 9. "Hardship relief"

                    - 10. "Timeframe for refinance"

                    - 11. "Timeframe for sale/surrender of asset"

                    - 12. "Hardship superannuation release"

                    - 13. "Policy/contract altered/voided/cancelled"

                    - 14. "Other product, service or resolution"

                    - 15. "None of the above provided/arranged"

                  example: ["Apology", "Ceased court action"]

                  

                reportable_situation_remediation_BreachRectification:

                  type: string

                  example: Yes

                  description: Mandatory (if "report_description" includes "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status" = "Yes")

                    OR (if "report_description" includes "Significant breach of core obligation has occurred" AND  "breach_investigation_completion_status_1" = "Yes")

                    OR (if "investigation_found_incomplete" includes "Significant breach of core obligation has occurred" AND "breach_Investigation_completion_status_1" = "Yes")

                    OR (if "investigation_found_incomplete_1" = "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status_1" = "Yes")

                    OR (if "breach_since_occurred" = "Yes" and "breach_investigation_completion_status" = "Yes")

                    OR (if "breach_since_occurred" = "Yes" and "breach_investigation_completion_status_1" = "Yes")



                    READ ONLY - values must match previous transaction IF

                                          form state = "Remediation incomplete"



                  enum:

                  - Yes

                  - No

                  

                reportable_situation_remediation_BreachRectificationDate:

                  type: string

                  example: 31/02/2021

                  description: Mandatory ((if "report_description" includes "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status" = "Yes")

                    OR (if "report_description" includes "Significant breach of core obligation has occurred" AND  "breach_investigation_completion_status_1" = "Yes")

                    OR (if "investigation_found_incomplete" includes "Significant breach of core obligation has occurred" AND "breach_Investigation_completion_status_1" = "Yes")

                    OR (if "investigation_found_incomplete_1" = "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status_1" = "Yes")

                    OR (if "breach_since_occurred" = "Yes" and "breach_investigation_completion_status" = "Yes")

                    OR (if "breach_since_occurred" = "Yes" and "breach_investigation_completion_status_1" = "Yes") )

                    AND "reportable_situation_remediation_BreachRectification" = "Yes". 

                    

                    Must not be a future date



                    READ ONLY - values must match previous transaction IF

                                          form state = "Remediation incomplete"



                reportable_situation_remediation_RectificationPlan:

                  type: string

                  example: Yes

                  description: Mandatory ((if "report_description" includes "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status" = "Yes")

                    OR (if "report_description" includes "Significant breach of core obligation has occurred" AND  "breach_investigation_completion_status_1" = "Yes")

                    OR (if "investigation_found_incomplete" includes "Significant breach of core obligation has occurred" AND "breach_Investigation_completion_status_1" = "Yes")

                    OR (if "investigation_found_incomplete_1" = "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status_1" = "Yes")

                    OR (if "breach_since_occurred" = "Yes" and "breach_investigation_completion_status" = "Yes")

                    OR (if "breach_since_occurred" = "Yes" and "breach_investigation_completion_status_1" = "Yes") )

                    AND "reportable_situation_remediation_BreachRectification" = "No" 



                    READ ONLY - values must match previous transaction IF

                                          form state = "Remediation incomplete"





                  enum:

                  - Yes

                  - No

                reportable_situation_remediation_ExpectedRectificationCompletionDate:

                  type: string

                  example: 31/02/2023

                  description: Mandatory ((if "report_description" includes "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status" = "Yes")

                    OR (if "report_description" includes "Significant breach of core obligation has occurred" AND  "breach_investigation_completion_status_1" = "Yes")

                    OR (if "investigation_found_incomplete" includes "Significant breach of core obligation has occurred" AND "breach_Investigation_completion_status_1" = "Yes")

                    OR (if "investigation_found_incomplete_1" = "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status_1" = "Yes")

                    OR (if "breach_since_occurred" = "Yes" and "breach_investigation_completion_status" = "Yes")

                    OR (if "breach_since_occurred" = "Yes" and "breach_investigation_completion_status_1" = "Yes") )

                    AND 

                    "reportable_situation_remediation_RectificationPlan" = "Yes"

                    

                    Must be a future date



                    READ ONLY - values must match previous transaction IF

                                          form state = "Remediation incomplete"





                reportable_situation_remediation_PreparationRectificationPlan:

                  type: string

                  example: Yes

                  description: Mandatory ((if "report_description" includes "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status" = "Yes")

                    OR (if "report_description" includes "Significant breach of core obligation has occurred" AND  "breach_investigation_completion_status_1" = "Yes")

                    OR (if "investigation_found_incomplete" includes "Significant breach of core obligation has occurred" AND "breach_Investigation_completion_status_1" = "Yes")

                    OR (if "investigation_found_incomplete_1" = "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status_1" = "Yes")

                    OR (if "breach_since_occurred" = "Yes" and "breach_investigation_completion_status" = "Yes")

                    OR (if "breach_since_occurred" = "Yes" and "breach_investigation_completion_status_1" = "Yes") )

                    AND 

                    "reportable_situation_remediation_RectificationPlan" = "No".



                    READ ONLY - values must match previous transaction IF

                                          form state = "Remediation incomplete"





                  enum:

                  - Yes

                  - No

                reportable_situation_remediation_ExpectedPlanCompletionDate:

                  type: string

                  example: 31/02/2023

                  description: Mandatory ((if "report_description" includes "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status" = "Yes")

                    OR (if "report_description" includes "Significant breach of core obligation has occurred" AND  "breach_investigation_completion_status_1" = "Yes")

                    OR (if "investigation_found_incomplete" includes "Significant breach of core obligation has occurred" AND "breach_Investigation_completion_status_1" = "Yes")

                    OR (if "investigation_found_incomplete_1" = "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status_1" = "Yes")

                    OR (if "breach_since_occurred" = "Yes" and "breach_investigation_completion_status" = "Yes")

                    OR (if "breach_since_occurred" = "Yes" and "breach_investigation_completion_status_1" = "Yes") ) 

                    AND  "reportable_situation_remediation_PreparationRectificationPlan" = "Yes" 

                     

                     Must be a future date



                    READ ONLY - values must match previous transaction IF

                                          form state = "Remediation incomplete"





                reportable_situation_remediation_RectificationAchieve:

                  type: array

                  description: Mandatory ((if "report_description" includes "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status" = "Yes")

                    OR (if "report_description" includes "Significant breach of core obligation has occurred" AND  "breach_investigation_completion_status_1" = "Yes")

                    OR (if "investigation_found_incomplete" includes "Significant breach of core obligation has occurred" AND "breach_Investigation_completion_status_1" = "Yes")

                    OR (if "investigation_found_incomplete_1" = "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status_1" = "Yes")

                    OR (if "breach_since_occurred" = "Yes" and "breach_investigation_completion_status" = "Yes")

                    OR (if "breach_since_occurred" = "Yes" and "breach_investigation_completion_status_1" = "Yes") ) AND

                    

                    ("reportable_situation_remediation_BreachRectification" = "Yes"

                    OR "reportable_situation_remediation_RectificationPlan" = "Yes")



                    READ ONLY - values must match previous transaction IF

                                          form state = "Remediation incomplete"                  

                  items:

                    type: string

                    enum:

                     - 1. "Staff training - regulatory"

                     - 2. "Staff training - internal policy and procedures"

                     - 3. "Staff consequence management (i.e. adverse performance ratings, additional mandatory training or supervision, official warning, transfer, termination)"

                     - 4. "Management changes"

                     - 5. "Process change"

                     - 6. "System change"

                     - 7. "Product change"

                     - 8. "Product withdrawn/closed"

                     - 9. "Updated disclosure"

                     - 10. "Communication to clients"

                     - 11. "Communication to staff"

                     - 12. "Financial compensation to clients"

                     - 13. "Engagement of external consultants or change in external consultants"

                     - 14. "No changes recommended"

                     - 15. "Changes recommended but not yet completed"

                     - 16. "Changes recommended but not yet commenced"

                     - 17. "Other"

                  example: ["Staff training - regulatory" , "Staff training - internal policy and procedures"]

                  

                reportable_situation_remediation_FurtherDetails:

                  type: string

                  description: Mandatory ((if "report_description" includes "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status" = "Yes")

                    OR (if "report_description" includes "Significant breach of core obligation has occurred" AND  "breach_investigation_completion_status_1" = "Yes")

                    OR (if "investigation_found_incomplete" includes "Significant breach of core obligation has occurred" AND "breach_Investigation_completion_status_1" = "Yes")

                    OR (if "investigation_found_incomplete_1" = "Significant breach of core obligation has occurred" AND "breach_investigation_completion_status_1" = "Yes")

                    OR (if "breach_since_occurred" = "Yes" and "breach_investigation_completion_status" = "Yes")

                    OR (if "breach_since_occurred" = "Yes" and "breach_investigation_completion_status_1" = "Yes") ) 

                    AND "reportable_situation_remediation_RectificationAchieve" = "Other"



                    READ ONLY - values must match previous transaction IF

                                          form state = "Remediation incomplete"

                  maxLength: 250

               

                reportable_situation_prevention_MeasuresTaken:

                  type: string

                  example: Not relevant

                  description: 

                    Mandatory if ("breach_investigation_completion_status" = "Yes"

                    OR if "breach_Investigation_completion_status_1" = "Yes")



                    Must not appear if ( "report_description" includes "No longer able to comply with core obligation (likely significant breach)"

                                      AND ("breach_since_occurred" = NOT "Yes" )                      

                                      AND ("report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only )

                                      AND ("additional_fraud" = NOT "Gross negligence" and NOT "Serious fraud"))

                                      

                                      OR if ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only 

                                             AND "breach_since_occurred" = "No")

                      )

                    

                  enum:

                  - Yes

                  - No

                  - Not relevant

                reportable_situation_prevention_IntendedMeasures:

                  type: string

                  example: Yes

                  description:                        

                      Mandatory if ("breach_investigation_completion_status" = "Yes"

                    OR if "breach_Investigation_completion_status_1" = "Yes")

                    AND  "reportable_situation_prevention_MeasuresTaken" = "No"



                      Must not appear if ( "report_description" includes "No longer able to comply with core obligation (likely significant breach)"

                                      AND ("breach_since_occurred" = NOT "Yes" )                      

                                      AND ("report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only )

                                      AND ("additional_fraud" = NOT "Gross negligence" and NOT "Serious fraud"))

                                      

                                      OR if ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only 

                                             AND "breach_since_occurred" = "No")

                      

                  enum:

                  - Yes

                  - No

                reportable_situation_prevention_ExpectedImplementationDate: 

                  type: string

                  example: 31/02/2023

                  description:                     

                    Mandatory if ("breach_investigation_completion_status" = "Yes"

                    OR if "breach_Investigation_completion_status_1" = "Yes")

                    AND  "reportable_situation_prevention_IntendedMeasures" = "Yes"



                    Must not appear if ( "report_description" includes "No longer able to comply with core obligation (likely significant breach)"

                                      AND ("breach_since_occurred" = NOT "Yes" )                      

                                      AND ("report_type" = "Core obligation - significant breach/likely breach/commenced investigation" only )

                                      AND ("additional_fraud" = NOT "Gross negligence" and NOT "Serious fraud"))

                                      

                                      OR if ("investigation_found_incomplete" = "No longer able to comply with core obligation (likely significant breach)" only 

                                             AND "breach_since_occurred" = "No")





                reportable_situation_AddressedInability_obligation:

                  type: string

                  example: Yes

                  description: Mandatory if (

                    "report_description" includes "No longer able to comply with core obligation (likely significant breach)} AND "breach_since_occurred" = NOT "Yes" AND "breach_investigation_completion_status"= "Yes")

                  

                    OR if ("report_description" includes "No longer able to comply with core obligation (likely significant breach)} AND "breach_since_occurred" = NOT "Yes" AND "breach_Investigation_completion_status_1" = "Yes")

                  

                    OR if ("breach_since_occurred" = "No" AND "breach_Investigation_completion_status" = "Yes")

                    

                    OR if ("breach_since_occurred" = "No" AND "breach_Investigation_completion_status_1" = "Yes")

                    

                    READ ONLY - values must match previous transaction IF

                                          form state = "Remediation incomplete"

                                                      

                  enum:

                  - Yes

                  - No

                  

                reportable_situation_AddressedInability_MeasuresTaken:

                  type: string

                  example: Yes

                  description: Mandatory if ((

                    "report_description" includes "No longer able to comply with core obligation (likely significant breach)} AND "breach_since_occurred" = NOT "Yes" AND "breach_investigation_completion_status"= "Yes")

                  

                    OR if ("report_description" includes "No longer able to comply with core obligation (likely significant breach)} AND "breach_since_occurred" = NOT "Yes" AND "breach_Investigation_completion_status_1" = "Yes")

                  

                    OR if ("breach_since_occurred" = "No" AND "breach_Investigation_completion_status" = "Yes")

                    

                    OR if ("breach_since_occurred" = "No" AND "breach_Investigation_completion_status_1" = "Yes")) AND 

                    

                    if("reportable_situation_AddressedInability_obligation"="No")                     

                    

                    READ ONLY - values must match previous transaction IF

                                          form state = "Remediation incomplete"



                  enum:

                  - Yes

                  - No

                reportable_situation_AddressedInability_IntentionToTakeMeasures:

                  type: string

                  example: Yes

                  description: Mandatory if ((

                    "report_description" includes "No longer able to comply with core obligation (likely significant breach)} AND "breach_since_occurred" = NOT "Yes" AND "breach_investigation_completion_status"= "Yes")

                  

                    OR if ("report_description" includes "No longer able to comply with core obligation (likely significant breach)} AND "breach_since_occurred" = NOT "Yes" AND "breach_Investigation_completion_status_1" = "Yes")

                  

                    OR if ("breach_since_occurred" = "No" AND "breach_Investigation_completion_status" = "Yes")

                    

                    OR if ("breach_since_occurred" = "No" AND "breach_Investigation_completion_status_1" = "Yes")) AND 

                    

                    if("reportable_situation_AddressedInability_MeasuresTaken"= "No")                     

                    

                    READ ONLY - values must match previous transaction IF

                                          form state = "Remediation incomplete"



                  enum:

                  - Yes

                  - No

                  

                reportable_situation_AddressedInability_ExpectedDate:

                  type: string

                  example: 25/02/2024

                  description: Mandatory if ((

                    "report_description" includes "No longer able to comply with core obligation (likely significant breach)} AND "breach_since_occurred" = NOT "Yes" AND "breach_investigation_completion_status"= "Yes")

                  

                    OR if ("report_description" includes "No longer able to comply with core obligation (likely significant breach)} AND "breach_since_occurred" = NOT "Yes" AND "breach_Investigation_completion_status_1" = "Yes")

                  

                    OR if ("breach_since_occurred" = "No" AND "breach_Investigation_completion_status" = "Yes")

                    

                    OR if ("breach_since_occurred" = "No" AND "breach_Investigation_completion_status_1" = "Yes")) AND 

                    

                    if("reportable_situation_AddressedInability_MeasuresTaken"= "Yes" OR  "reportable_situation_AddressedInability_IntentionToTakeMeasures"= "Yes")

                    

                    READ ONLY - values must match previous transaction IF

                                          form state = "Remediation incomplete"

                      

                      Must be a future date

                                                      

                  

                

  securitySchemes:

    oAuth2ClientCredentials:

      type: oauth2

      description: See http://example.com/api/docs/v3/oauth2.html

      flows: 

        clientCredentials: 

          tokenUrl: https://api.example.com/oauth2/token/

          scopes: {} 

    custom_headers:

      type: apiKey

      in: header

      name: x-api-key

      description: x-api-key for ASIC
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request_example.json
{

   "header" : {

      "source_system" : "HUNTLEY MANAGEMENT LIMITED",

      "source_name" : "portaltest10@td1.asic.gov.au",

      "business_id" : "089240513"

   },

   "report_body" : {

      "transaction_details" : {

         "reportable_situation_event_title" : "TC_breach_investigation_completion_status_OK_Yes_24082022120832"

      },

      "licensee_details" : {

         "licence_type" : "AFS licence",

         "afs_licence_number" : "000229754"

      },

      "situation_type" : {

         "report_type" : [

            "Serious fraud"

         ],

         "breach_investigation_completion_status" : "Yes"

      },

      "licensees_schemes_rep_involved" : {

         "report_submit_licensee" : "No",

         "report_responsible_entity" : "No",

         "report_cciv_corporate_dir" : "No",

         "report_committed_entity" : "Licensee(s)"

      },

      "about_reportable_situation" : {

         "reportable_situation_occurred_date" : "21/10/2021",

         "reportable_situation_triggers" : "Internal - Compliance",

         "reportable_situation_client_complaints" : 1,

         "reportable_situation_investigation_start_date" : "25/11/2021",

         "reportable_situation_investigation_complete_date" : "25/11/2021",

         "reportable_situation_first_fraudulent_conduct_date" : "22/10/2021",

         "reportable_situation_fraudulent_continuation" : "Yes",

         "reportable_situation_fraud_count" : 1

      },

      "nature_reportable_situation" : {

         "reportable_situation_relation" : "General obligation (e.g. obligation to maintain competence, sufficient financial resources or professional indemnity insurance; obligation to comply with licence conditions)"

      },

     

      "nature_reportable_situation_description" : {

         "reportable_situation_Naturedescription" : "This is automated testing only",

         "reportable_situation_FraudulentConductDiscussion" : "No",

         "reportable_situation_FraudulentConductEvidence" : "No"

      },

      "nature_reportable_situation_RegIndustryBody" : {

         "reportable_situation_ReportedToRegulatoryBody" : "No"

      },

      "extent_impact_reportable_situation" : {

         "reportable_situation_total_EventInstances" : 1,

         "reportable_situation_previously_occurred" : "No",

         "reportable_situation_AffectedClients" : "No",

         "reportable_situation_LicenceImpact_SufferedFinancialLoss" : "No",

         "reportable_situation_LicenceImpact_ImpactAbility" : "No"

      },

      "remediation_reportable_situation" : {

         "reportable_situation_prevention_MeasuresTaken" : "Not relevant"

      }

   }

}
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TestRecordOfTransaction.txt
curl --location --request POST 'https://pre-b2b-api.aw.asic.gov.au/brgrot/getRecordOfTransaction' \

--header 'x-api-key: tIHJXyEmbqaET1kq9ya0q8ek8TvnM5PZ2Xlq6hel' \

--header 'Authorization: Bearer eyJraWQiOiJMQUdjUGJvdUtyWUZNemdTYkVWQ3JGQ2Rjd3VwenptWTFPSmVmUEZUMGh3PSIsImFsZyI6IlJTMjU2In0.eyJzdWIiOiIxdDdjM2dyYnEwMDdkMHRoMWdsMG92NzB0YSIsInRva2VuX3VzZSI6ImFjY2VzcyIsInNjb3BlIjoiZ2V0UmVjb3JkT2ZUcmFuc2FjdGlvblwvUE9TVCIsImF1dGhfdGltZSI6MTY2OTAwMjE2NywiaXNzIjoiaHR0cHM6XC9cL2NvZ25pdG8taWRwLmFwLXNvdXRoZWFzdC0yLmFtYXpvbmF3cy5jb21cL2FwLXNvdXRoZWFzdC0yX2JSYTVNZXlGciIsImV4cCI6MTY2OTAwNTc2NywiaWF0IjoxNjY5MDAyMTY3LCJ2ZXJzaW9uIjoyLCJqdGkiOiI3ZjMzZTdjNC03NDliLTRiOTctYWJjNi05YWFlYTc3NmNkZGEiLCJjbGllbnRfaWQiOiIxdDdjM2dyYnEwMDdkMHRoMWdsMG92NzB0YSJ9.OANw26tka-twNagLGW84LAiPZhOyCOhtK_3pnppEuRU3QGNm_HHY8dx9DCxDDMc2IKH36iVBGp015nDwNQDTLTg4DLC2c_wmKksXGQJpdmc7e6f86FO7tfeemNH2HD214iwr_GQjYiFTxlc8o9EvyDwH5Bs2H5fBODIba0d1avvY0Ksd7Bg3g8X9tf7l0z5r56lQLK15GRxtYcIJ03QzxbXajUeR8OS7JmjctBAOdi58Wi0VUtdjwjMXjvl61F8FExwxp6HmFSGZk2_Z246RWIOVjv9_UmuYVEq4C3wezHC4sthmfQbhhc3zWAzEX3jXkxSC2YNskV7fI2y98F9F4g' \

--header 'Content-Type: application/json' \

--data-raw '{

    "source_name": "portaltest10@td1.asic.gov.au",

    "business_id": "089240513",

    "submission_id": "API8238039840224308560"

}'
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TestReportableSituation.txt
curl --location --request POST 'https://pre-b2b-api.aw.asic.gov.au/brcrs/createReportableSituation' \

--header 'x-api-key: Gg98NEDRIn5lgRV7M5Qzf2TwSfYQpVHS75Atlyjl' \

--header 'Authorization: Bearer eyJraWQiOiJMQUdjUGJvdUtyWUZNemdTYkVWQ3JGQ2Rjd3VwenptWTFPSmVmUEZUMGh3PSIsImFsZyI6IlJTMjU2In0.eyJzdWIiOiIxdDdjM2dyYnEwMDdkMHRoMWdsMG92NzB0YSIsInRva2VuX3VzZSI6ImFjY2VzcyIsInNjb3BlIjoiY3JlYXRlUmVwb3J0YWJsZVNpdHVhdGlvblwvUE9TVCIsImF1dGhfdGltZSI6MTY2OTAwMTE0NCwiaXNzIjoiaHR0cHM6XC9cL2NvZ25pdG8taWRwLmFwLXNvdXRoZWFzdC0yLmFtYXpvbmF3cy5jb21cL2FwLXNvdXRoZWFzdC0yX2JSYTVNZXlGciIsImV4cCI6MTY2OTAwNDc0NCwiaWF0IjoxNjY5MDAxMTQ0LCJ2ZXJzaW9uIjoyLCJqdGkiOiIzN2JiYzFmYS1hZGFkLTRkMTMtOGM0Ny01MDJlOWZmNzE5MGUiLCJjbGllbnRfaWQiOiIxdDdjM2dyYnEwMDdkMHRoMWdsMG92NzB0YSJ9.QAd40Gco8lzPQaxvzOLLz4TNGczR-ENYJSyWrZ1kdtufOfSA0_5Lad9dmkjFVekEOHp-q_7xMb9HlsmLooOr0rSvTL2Kzz45z7_lg5JLCxhgvbWx2_brqo5_7MNPh4iJckW0y2IbesCtG1IsRsdFbHRQSze4W4kMFzLdJECx7U1HTsKV1nBomZE7zsCd0EfBXMD1db5xYEAEp6bG2vawkn5n3jXMSU3b2Kw8fYaqo6Z7U1C8H9AHsUSeojU1sejgg7-Hoy7OIoV7uBUeefZn5J5IPkWBXyUWXpHxQxbUwaKBTpv0kZUHSMsOdBL2eGUU3na7BvWCbn6pnHNvdxv6Aw' \

--header 'Content-Type: application/json' \

--data-raw '{

   "header" : {

      "source_system" : "HUNTLEY MANAGEMENT LIMITED",

      "source_name" : "portaltest10@td1.asic.gov.au",

      "business_id" : "089240513"

   },

   "report_body" : {

      "transaction_details" : {

         "reportable_situation_event_title" : "TC_breach_investigation_completion_status_OK_Yes_24082022120832"

      },

      "licensee_details" : {

         "licence_type" : "AFS licence",

         "afs_licence_number" : "000229754"

      },

      "situation_type" : {

         "report_type" : [

            "Serious fraud"

         ],

         "breach_investigation_completion_status" : "Yes"

      },

      "licensees_schemes_rep_involved" : {

         "report_submit_licensee" : "No",

         "report_responsible_entity" : "No",

         "report_cciv_corporate_dir" : "No",

         "report_committed_entity" : "Licensee(s)"

      },

      "about_reportable_situation" : {

         "reportable_situation_occurred_date" : "21/10/2021",

         "reportable_situation_triggers" : "Internal - Compliance",

         "reportable_situation_client_complaints" : 1,

         "reportable_situation_investigation_start_date" : "25/11/2021",

         "reportable_situation_investigation_complete_date" : "25/11/2021",

         "reportable_situation_first_fraudulent_conduct_date" : "22/10/2021",

         "reportable_situation_fraudulent_continuation" : "Yes",

         "reportable_situation_fraud_count" : 1

      },

      "nature_reportable_situation" : {

         "reportable_situation_relation" : "General obligation (e.g. obligation to maintain competence, sufficient financial resources or professional indemnity insurance; obligation to comply with licence conditions)"

      },

     

      "nature_reportable_situation_description" : {

         "reportable_situation_Naturedescription" : "This is automated testing only",

         "reportable_situation_FraudulentConductDiscussion" : "No",

         "reportable_situation_FraudulentConductEvidence" : "No"

      },

      "nature_reportable_situation_RegIndustryBody" : {

         "reportable_situation_ReportedToRegulatoryBody" : "No"

      },

      "extent_impact_reportable_situation" : {

         "reportable_situation_total_EventInstances" : 1,

         "reportable_situation_previously_occurred" : "No",

         "reportable_situation_AffectedClients" : "No",

         "reportable_situation_LicenceImpact_SufferedFinancialLoss" : "No",

         "reportable_situation_LicenceImpact_ImpactAbility" : "No"

      },

      "remediation_reportable_situation" : {

         "reportable_situation_prevention_MeasuresTaken" : "Not relevant"

      }

   }

}'
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schema_failed_request.json
{

   "header" : {

      "source_system" : "HUNTLEY MANAGEMENT LIMITED",

      "source_name" : "portaltest10@td1.asic.gov.au",

      "business_id" : "089240513"

   },

   "report_body" : {

      "transaction_details" : {

         "reportable_situation_event_title" : "TC_breach_investigation_completion_status_OK_Yes_24082022120832"

      },

      "licensee_details" : {

         "licence_type" : "AFS licence",

         "afs_licence_number" : "000229754"

      },

      "situation_type" : {

         "report_type" : [

            "Serious fraud"

         ],

         "breach_investigation_completion_status" : "Yes"

      },

      "licensees_schemes_rep_involved" : {

         "report_submit_licensee" : "No",

         "report_responsible_entity" : "No",

         "report_cciv_corporate_dir" : "No",

         "report_committed_entity" : "Licensee(s)"

      },

      "about_reportable_situation" : {

         "reportable_situation_occurred_date" : "21/10/2021",

         "reportable_situation_triggers" : "Internal - Compliance",

         "reportable_situation_client_complaints" : 1,

         "reportable_situation_investigation_start_date" : "25/11/2021",

         "reportable_situation_investigation_complete_date" : "25/11/2021",

         "reportable_situation_first_fraudulent_conduct_date" : "22/10/2021",

         "reportable_situation_fraudulent_continuation" : "Yes",

         "reportable_situation_fraud_count" : 1

      },

      "nature_reportable_situation" : {

         "reportable_situation_relation" : "General obligation (e.g. obligation to maintain competence, sufficient financial resources or professional indemnity insurance; obligation to comply with licence conditions)"

      },

      "nature_reportable_situation_GeneralCategorySpecify" : [

         {

            "reportable_situation_general_category" : "Advice",

            "reportable_situation_advice_issue" : "Debt management"

         }

      ],

      "nature_reportable_situation_description" : {

         "reportable_situation_Naturedescription" : "This is automated testing only",

         "reportable_situation_FraudulentConductDiscussion" : "No",

         "reportable_situation_FraudulentConductEvidence" : "No"

      },

      "nature_reportable_situation_RegIndustryBody" : {

         "reportable_situation_ReportedToRegulatoryBody" : "No"

      },

      "extent_impact_reportable_situation" : {

         "reportable_situation_total_EventInstances" : 1,

         "reportable_situation_previously_occurred" : "No",

         "reportable_situation_AffectedClients" : "No",

         "reportable_situation_LicenceImpact_SufferedFinancialLoss" : "No",

         "reportable_situation_LicenceImpact_ImpactAbility" : "No"

      },

      "remediation_reportable_situation" : {

         "reportable_situation_prevention_MeasuresTaken" : "Not relevant"

      }

   }

}
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success_response.json
{

    "transactionId": "API2546615266152331307",

    "eventStatus": "Complete",

    "timestamp": "18-01-2024 10:53:23",

    "isError": "false"

}
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schema_failed_response.json
{

    "validated": false,

    "error_message": "Schema validation failed",

    "schema_validation_errors": [

        {

            "validation_error_path": "$",

            "validation_error_message": "'nature_reportable_situation_GeneralCategorySpecify': must not appear in the payload. Reference business rules in open API specification."

        }

    ]

}
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internal_error.json
{

    "validated": false,

    "error_message": "Expecting property name enclosed in double quotes: line 45 column 7 (char 2028)",

    "error_description": "there is an internal server error with processing the request payload"

}
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getRot-external.yaml
openapi: 3.0.0

info:

  version: 1.0.0

  title: ASIC Get Record of Transaction

  description: ASIC Get Record of Transaction used to validate the createReportableSituation endpoint. This will only be used in lower level environments and not deployed to production.

security:

  - application:

      - read

paths:

  /getRecordOfTransaction:

    post:

      security:

        - api_key: ["getRecordOfTransaction/POST"]

      requestBody:

        required: true

        content:

          application/json:

            schema:

              $ref: '#/components/schemas/requestBodySchema'

      summary: get record of transaction in base 64 encoded format

      responses:

        '200':

          description: OK

          content:

            application/json:

              schema:

                type: object

                properties:

                  body:

                    type: object

                    properties:

                      isError:

                        type: string

                        example: "false"

                        description: identifies an error

                      recordOfTransaction:

                        type: string

                        example: "rftmYu6dk3wdv17VSMBipA=="

                        description: record of transaction

                      timestamp:

                        type: string

                        example: "2022-04-14 14:53:22"

                        description: current timestamp

                      message:

                        type: string

                        example: "transaction was successfully returned"

                        description: transaction message

                      description:

                        type: string

                        example: "transaction description"

                        description: transaction description

        '500':

          description: OK

          content:

            application/json:

              schema:

                type: object

                properties:

                  body:

                    type: object

                    properties:

                      isError:

                        type: string

                        example: "true"

                        description: identifies an error

                      recordOfTransaction:

                        type: string

                        example: ""

                        description: record of transaction

                      timestamp:

                        type: string

                        example: "2022-04-14 14:53:22"

                        description: current timestamp

                      message:

                        type: string

                        example: ""

                        description: transaction message

                      description:

                        type: string

                        example: "Unexpected error encountered from the server"

                        description: transaction description

        '403':

          description: Forbidden

        '404':

          description: Not found

        '503':

          description: Unavailable



components:

  schemas:

    requestBodySchema:

        type: object

        required:

         - source_name

         - business_id

         - submission_id

        properties:

          source_name:

            type: string

            example: TEST TRUSTEES LIMITED

            description: Source name is the user Id for the calling party

            maxLength: 100

          business_id:

            type: string

            example: 4031298

            description: ACN

            maxLength: 100

          submission_id:

            type: string

            example: API65463544031298

            description: Transaction Id

            maxLength: 100

  securitySchemes:

    api_key: 

      type: apiKey

      name: x-api-key

      in: header

    oAuth2ClientCredentials:

      type: oauth2

      flows: 

        clientCredentials: 

          tokenUrl: https://api.example.com/oauth2/token/

          scopes: {} 
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ASIC%20-%20Breach%20Report%20API%20Field%20Specification%20-%20provided%20to%20ABA.xlsx
JSON PAYLOAD - external 

		Path		JSON Field Name		ASIC FDD Field Reference		Field Type		Length

		header		source_system		N/A		string

		header 		source_name		N/A		string

		header		business_ID		N/A

		report_body 		report_body		N/A		object		20

		report_body -> transactionLicenseeDetails ->transaction_details		reportable_situation_event_title		N/A		String		100

		report_body -> transactionLicenseeDetails ->transaction_details		initial_submission_id		P1-S1-0 		String		20

		report_body -> transactionLicenseeDetails ->transaction_details		latest_submission_id		 P1-S1-0a		String		20

		report_body -> transactionLicenseeDetails -> licencee_details		afs_licence_number		P1-S1-2		String		100

		report_body -> transactionLicenseeDetails -> licencee_details		acl_Number		P1-S1-2a		String		101

		report_body -> transactionLicenseeDetails -> licencee_details		licence_type		P1-S1-9		String		1

		report_body ->type->situation_type		report_type		P2-S1-2		Array

		report_body ->type->situation_type		report_description		P2-S1-3		Array		1

		report_body ->type->situation_type		breach_circumstance		P2-S1-4		Array		1

		report_body ->type->situation_type		breach_circumstance_other		P2-S1-5		String		1000

		report_body ->type->situation_type		breach_core_obligation		P2-S1-5b		array		1

		report_body ->type->situation_type		breach_investigation_completion_status		P2-S1-6 		Boolean		1

		report_body ->type->situation_type		breach_investigation_completion_status_1		P2-S1-7b		Boolean		1

		report_body ->type->situation_type		investigation_found_incomplete		P2-S1-10		String		20

		report_body ->type->situation_type		investigation_found_incomplete_1		P2-S1-14		string		20

		report_body ->type->situation_type		additional_fraud		P2-S1-15		Array		1

		report_body ->type->situation_type		breach_since_occurred		P2-S1-17		Boolean		1

		report_body->LicenseesSchemesRepresentatives->licensees_schemes_rep_involved		report_submit_licensee		P2-S2-24		Boolean		1

		report_body->LicenseesSchemesRepresentatives->licensees_schemes_rep_involved		report_licensee_types		P2-S2A-1		String		1

		report_body->LicenseesSchemesRepresentatives->licensees_schemes_rep_involved		report_responsible_entity		P2-S2-25		Boolean		1

		report_body->LicenseesSchemesRepresentatives->licensees_schemes_rep_involved		report_cciv_corporate_dir		P2-S2-25A		Boolean		1

		report_body->LicenseesSchemesRepresentatives->licensees_schemes_rep_involved		report_sub_fund_cciv_corporate_dir		P2-S2-25B		Boolean		1

		report_body->LicenseesSchemesRepresentatives->licensees_schemes_rep_involved		report_committed_entity		P2-S1-8		String		1

		report_body->LicenseesSchemesRepresentatives->other_afs_licensees		other_afs_licensees		P2-S2A-3		string		100

		report_body->LicenseesSchemesRepresentatives->other_credit_licensees		other_credit_licensees		P2-S2A-15		String		100

		report_body->LicenseesSchemesRepresentatives->Schemes		schemes_responsible_entity		P2-S2C-2a		String		1

		report_body->LicenseesSchemesRepresentatives->Schemes		schemes_Responsible_Entity_afs_Licence_Number		P2-S2c-2b		String		20

		report_body->LicenseesSchemesRepresentatives->Schemes		schemes_entity_afs_Licence_Selection		P2-S2C-3		String		20

		report_body->LicenseesSchemesRepresentatives->Schemes		schemes_ARSN_number		P2-S2C-4		String		20

		report_body->LicenseesSchemesRepresentatives->CCIV		cciv_corp_director		P2-S2c-2aA		string		1

		report_body->LicenseesSchemesRepresentatives->CCIV		cciv_corp_director_AFS_licence_number		P2-S2C-2bA		string		100

		report_body->LicenseesSchemesRepresentatives->CCIV		cciv_corp_director_AFS_licence_number_1		P2-S2C-3A		String		100

		report_body->LicenseesSchemesRepresentatives->CCIV		cciv_acn_number		P2-S2C-4A		String		100

		report_body->LicenseesSchemesRepresentatives->sub_funds_cciv		sub_funds_cciv_corp_dir		P2-S2C-2aB		string		20

		report_body->LicenseesSchemesRepresentatives->sub_funds_cciv		sub_funds_cciv_corp_dir_AFS_licence_number		P2-S2C-2bB		string		20

		report_body->LicenseesSchemesRepresentatives->sub_funds_cciv		sub_funds_CCIV_corp_director_AFS_licence_number_1		P2-S2C-3B		string		100

		report_body->LicenseesSchemesRepresentatives->sub_funds_cciv		sub_funds_cciv_arfn		P2-S2C-4B		string		20

		report_body->LicenseesSchemesRepresentatives->financial_adviser_afs_auth_rep		adviser_rep_number		P2-S2B-29		string		20

		report_body->LicenseesSchemesRepresentatives->financial_adviser_afs_auth_rep		adviser_rep_auth_revoked		P2-S2B-32		Boolean		1

		report_body->LicenseesSchemesRepresentatives->financial_adviser_afs_auth_rep		adviser_rep_licensee_other		P2-S2B-33		Boolean		1

		report_body->LicenseesSchemesRepresentatives->financial_adviser_afs_auth_rep		adviser_rep_licensee_name_other		P2-S2B-34		string		250

		report_body->LicenseesSchemesRepresentatives->financial_adviser_afs_auth_rep		adviser_rep_suspended		P2-S2B-35		Boolean		1

		report_body->LicenseesSchemesRepresentatives->financial_adviser_afs_auth_rep		adviser_rep_supervised		P2-S2B-36		Boolean		1

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_Capacity		P2-S2B-41		Array		20

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_verify		P2-S2B-41a		Boolean		1

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_search_licensee		P2-S2B-42		String		1

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_current_director_given_name		N/A		string		50

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_current_director_OtherGiven_name		N/A		string		50

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_current_director_family_name		N/A		string		50

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_acn		P2-S2B-43		string		1

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_acn_number		P2-S2B-43b		Sting		1

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_acn_current_director_given_name				string		50

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_acn_current_director_given_name_other				string		50

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_acn_current_director_family_name				string		50

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_acn_1		P2-S2B-46		string		1

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_body_corp_acn		P2-S2B-48		string		100

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_body_corp_current_director_given_name		N/A		string		50

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_body_corp_current_director_Othergiven_name		N/A		string		50

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_body_corp_current_director_family_name		N/A		string		50

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_given_name		P2-S2B-55		String		20

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_given_name_other		P2-S2B-56		string		50

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_family_name		P2-S2B-57		string		50

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_work_monitored		P2-S2B-58		string		1

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_verify_1		P2-S2B-61		string		1

		report_body->LicenseesSchemesRepresentatives->afs_emmployee_director_rep		afs_emp_rep_licence_other		P2-S2B-62		string		250

		report_body->LicenseesSchemesRepresentatives->authorised_credit_rep		auth_credit_rep_number		P2-S2B-3		String		50

		report_body->LicenseesSchemesRepresentatives->authorised_credit_rep		auth_credit_rep_revoked		P2-S2B-14		Boolean		1

		report_body->LicenseesSchemesRepresentatives->authorised_credit_rep		auth_credit_rep_licensee_other		P2-S2B-15		Boolean		1

		report_body->LicenseesSchemesRepresentatives->authorised_credit_rep		auth_credit_rep_licensee_name_other		P2-S2B-16		String		250

		report_body->LicenseesSchemesRepresentatives->authorised_credit_rep		auth_credit_rep_suspended		P2-S2B-17		Boolean		1

		report_body->LicenseesSchemesRepresentatives->authorised_credit_rep		auth_credit_rep_supervised		P2-S2B-18		Boolean		1

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_dir_rep_capacity		P2-S2B-22a		Array		20

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_dir_rep_verify		P2-S2B-22b		Boolean		1

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_current_director_given_name		N/A		String		50

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		creidt_emp_current_director_OtherGiven_name		N/A		String		50

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_current_director_family_name		N/A		String		50

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_dir_acn		P2-S2B-22ch		Boolean		1

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_dir_acn_licensee		P2-S2B-22cj		String		20

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_rep_acn_current_director_given_name		N/A		string		50

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_rep_acn_current_director_given_name_other		N/A		string		50

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_rep_acn_current_director_family_name		N/A		string		50

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_dir_acn_1		P2-S2B-22f		Boolean		1

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_dir_acn_body_corp		P2-S2B-22h		String		20

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_rep_body_corp_current_director_given_name		N/A		String		50

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_rep_body_corp_current_director_Othergiven_name		N/A		String		50

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_rep_body_corp_current_director_family_name		N/A		String		50

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_dir_given_name		P2-S2B-23		String		50

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_dir_given_name_other		P2-S2B-24		String		50

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_dir_family_name		P2-S2B-25		String		50

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_dir_supervised		P2-S2B-25a		Boolean		1

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_dir_verify		P2-S2B-25d		Boolean		1

		report_body->LicenseesSchemesRepresentatives->credit_employee_director_rep		credit_emp_dir_name_other_licensee		P2-S2B-25e		String		250

		report_body->details>about_reportable_situation		reportable_situation_occurred_date		P2-S2--8a		Date(DD/MM/YYYY)

Must not be a future date		20

		report_body->details>about_reportable_situation		reportable_situation_significant_date		P2-S2--9		Date(DD/MM/YYYY)

Must not be a future date		20

		report_body->details>about_reportable_situation		reportable_situation_triggers		P2-S2-10		string		20

		report_body->details>about_reportable_situation		reportable_situation_regulator_other		P2-S2-11		String		250

		report_body->details>about_reportable_situation		reportable_situation_triggers_other		P2-S2-12		String		250

		report_body->details>about_reportable_situation		reportable_situation_Client_Complaints		P2-S2-13		Integer		10

		report_body->details>about_reportable_situation		reportable_situation_investigation_start_date		P2-S2-14		Date
DD/MM/YYYY
Must not be a future date

		report_body->details>about_reportable_situation		reportable_situation_investigation_complete_date		P2-S2-16		Date
Must not be future date		20

		report_body->details>about_reportable_situation		reportable_situation_completion_date_estimated		P2-s2-17		Date
Must not be future date		20

		report_body->details>about_reportable_situation		reportable_situation_investigation_breach_confirmed_date		P2-S2-17a		Date
Must not be future date		20

		report_body->details>about_reportable_situation		reportable_situation_investigation_fraud_occurred_date		P2-S2-17b		Date
Must not be future date		20

		report_body->details>about_reportable_situation		reportable_situation_aware_occurred_date		P2-S2-17c		Date
Must not be future date		20

		report_body->details>about_reportable_situation		reportable_situation_likely_occurr_date		P2-S2-2		Date
Must be future date		20

		report_body->details>about_reportable_situation		reportable_situation_first_breach_date		P2-S2-4		Date

Must not be future date		20

		report_body->details>about_reportable_situation		reportable_situation_continuation		P2-S2-8		Boolean		1

		report_body->details>about_reportable_situation		reportable_situation_last_breach_date		P2-s2-6		Date
Must not be future date		20

		report_body->details>about_reportable_situation		reportable_situation_first_negligent_conduct_date		P2-S2-21		Date
Must not be future date		20

		report_body->details>about_reportable_situation		reportable_situation_negligent_continuation		P2-S2-22		Boolean		1

		report_body->details>about_reportable_situation		reportable_situation_last_negligent_date		P2-S2-23		Date
Must not be future date		20

		report_body->details>about_reportable_situation		reportable_situation_first_fraudulent_conduct_date		P2-S2-23a		Date
Must not be future date		20

		report_body->details>about_reportable_situation		reportable_situation_fraudulent_continuation		P2-S2-23b		Boolean		1

		report_body->details>about_reportable_situation		reportable_situation_last_fraudulent_date		P2-S2-23c		Date
Must not be future date		20

		report_body->details>about_reportable_situation		reportable_situation_breach_count		P2-S2-26		Integer		10

		report_body->details>about_reportable_situation		reportable_situation_negligence_count		P2-S2-27		Integer		10

		report_body->details>about_reportable_situation		reportable_situation_fraud_count		P2-S2-28		Integer		10

		report_body->details>nature_reportable_situation		reportable_situation_relation		P2-S3-0a		String		1

		report_body->details>nature_reportable_situation		reportable_situation_RelationToFinancialProducts		P2-S3-0b		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected		P2-S3-1		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_credit_category		P2-S3-3		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_deposit_category		P2-S3-4		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_financialAdvice_category		P2-S3-4b		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_general_insurance_category		P2-S3-5		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_investment_category		P2-S3-6		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_insurance_category		P2-S3-7		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_payment_category		P2-S3-8		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_superannuation_category		P2-S3-9		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_trustee_category		P2-S3-9b		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_BusinessFinanceProduct		P2-S3-10		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_ConsumeCreditProduct		P2-S3-11		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_GuaranteesProduct		P2-S3-12		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_AccountsProduct		P2-S3-14		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_SavingsAccountsProduct		P2-S3-15		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_DomesticInsuranceProduct		P2-S3-16		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_general_insurance_type		P2-S3-16b		String		250

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_DerivativesHedgingProduct		P2-S3-17		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_ManagedInvestmentProduct		P2-S3-18		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_SecuritiesProduct		P2-S3-19		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_CCIV		P2-S3-19a		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_CCIV_Other_type		P2B-S3A-20e		String		250

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_SuperNonTrustee		P2-S3-20		String		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_other_financial_inevstement_type		P2-S3-20b		String		250

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_IncomeStreamRiskProduct		P2-S3-21		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_NonIncomeStreamRiskProduct		P2-S3-22		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_DirectTransferProduct		P2-S3-23		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_NoCashProduct		P2-S3-24		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_AnnuityPolicyProduct		P2-S3-25		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_ApprovedDepositFundProduct		P2-S3-26		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_PolicyFundProduct		P2-S3-26b		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_RetirementSavingsAccountProduct		P2-S3-26d		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_EstatePlanningtProduct		P2-S3-26f		Boolean		1

		report_body->details>nature_reportable_situation_FinancialService		reportable_situation_affected_TrustsProduct		P2-S3-26h		Boolean		1

		report_body->details>nature_reportable_situation_GeneralCategory		reportable_situation_general_category_indication		P2-S3-26K		Boolean		1

		report_body->details>nature_reportable_situation_GeneralCategorySpecify		reportable_situation_general_category		P2-S3-28		Boolean		1

		report_body->details>nature_reportable_situation_GeneralCategorySpecify		reportable_situation_advice_issue		P2-S3-29		Boolean		1

		report_body->details>nature_reportable_situation_GeneralCategorySpecify		reportable_situation_disclosure_issue		P2-S3-29b		Boolean		1

		report_body->details>nature_reportable_situation_GeneralCategorySpecify		reportable_situation_misleading_statements_issue		P2-S3-30		Boolean		1

		report_body->details>nature_reportable_situation_GeneralCategorySpecify		reportable_situation_account_administration_issue		P2-S3-31		Boolean		1

		report_body->details>nature_reportable_situation_GeneralCategorySpecify		reportable_situation_financial_reporting_issue		P2-S3-32		Boolean		1

		report_body->details>nature_reportable_situation_GeneralCategorySpecify		reportable_situation_general_obligations_issue		P2-S3-32a		Boolean		1

		report_body->details>nature_reportable_situation_GeneralCategorySpecify		reportable_situation_lending_issue		P2-S3-32aa		Boolean		1

		report_body->details>nature_reportable_situation_GeneralCategorySpecify		reportable_situation_licence_conditions_issue		P2-S3-32ab		Boolean		1

		report_body->details>nature_reportable_situation_GeneralCategorySpecify		reportable_situation_fraud_misconduct_issue		P2-S3-32b		Boolean		1

		report_body->details>nature_reportable_situation_GeneralCategorySpecify		reportable_situation_market_issue		P2-S3-32d		Boolean		1

		report_body->details>nature_reportable_situation_GeneralCategorySpecify		reportable_situation_privacy_issue		P2-S3-32f		Boolean		1

		report_body->details>nature_reportable_situation_description		reportable_situation_NatureDescription		P2-S3-35		String		10000

		report_body->details>nature_reportable_situation_description		reportable_situation_FraudulentConductDiscussion		P2-S3-39		Boolean		1

		report_body->details>nature_reportable_situation_description		reportable_situation_PersonAllegedAdmittedConduct		P2-S3-40		Boolean		1

		report_body->details>nature_reportable_situation_description		reportable_situation_FraduentConductEvidence		P2-S3-41		Boolean		1

		report_body->details>nature_reportable_situation_description		reportable_situation_EvidenceTypes		P2-S3-42		Array		20

		report_body->details>nature_reportable_situation_ACTRules		reportable_situation_relevantACTRules		P2-S3-49		string		1

		report_body->details>nature_reportable_situation_ACTRules		reportable_situation_other_act		P2-S3-50		String		250

		report_body->details>nature_reportable_situation_ACTRules		reportable_situation_SectionUnderTheACT		P2-S3-51		String		250

		report_body->details>nature_reportable_situation_RegIndustryBody		reportable_situation_ReportedToRegulatoryBody		P2-S3-53		Boolean		1

		report_body->details>nature_reportable_situation_RegIndustryBody_Details		reportable_situation_body_name		P2-S3-55		string		1

		report_body->details>nature_reportable_situation_RegIndustryBody_Details		reportable_situation_ProvideBody_name		P2-S3-56		String		250

		report_body->details>nature_reportable_situation_RegIndustryBody_Details		reportable_situation_reference_number		P2-S3-57		Boolean		1

		report_body->details>nature_reportable_situation_RegIndustryBody_Details		reportable_situation_ProvideReference_number		P2-S3-58		String		50

		report_body->details>nature_reportable_situation_RegIndustryBody_Details		reportable_situation_ContactDetails_RegBody		P2-S3-59		Boolean		1

		report_body->details>nature_reportable_situation_RegIndustryBody_Details		reportable_situation_GivenName_RegBody		P2-S3-60		String		50

		report_body->details>nature_reportable_situation_RegIndustryBody_Details		reportable_situation_OtherGivenName_RegBody		P2-S3-61		String		50

		report_body->details>nature_reportable_situation_RegIndustryBody_Details		reportable_situation_FamilyName_RegBody		P2-S3-62		String		50

		report_body->details>nature_reportable_situation_RegIndustryBody_Details		reportable_situation_PhoneNumber_RegBody		P2-S3-63		Integer		20

		report_body->details>nature_reportable_situation_RegIndustryBody_Details		reportable_situation_EmailAddress_RegBody		P2-S3-64		String		100

		report_body->details>nature_reportable_situation_RegIndustryBody_Details		reportable_situation_Action_awareness		P2-S3-65		Boolean		1

		report_body->details>nature_reportable_situation_RootCause		reportable_situation_StepsToIdentifyRootCause		P2-S3-67b		Boolean		1

		report_body->details>nature_reportable_situation_RootCauseDetails		reportable_situation_root_cause		P2-S3-69		Array		1

		report_body->details>nature_reportable_situation_RootCauseDetails		reportable_situation_OtherRoot_cause		P2-S3-70		String		250

		report_body->details>nature_reportable_situation_RootCauseDetails		reportable_situation_DiscusssionWithAlleged		P2-S3-74		Boolean		1

		report_body->details>nature_reportable_situation_RootCauseDetails		reportable_situation_AllegedAdmittedConduct		P2-S3-75		Boolean		1

		report_body->details>nature_reportable_situation_RootCauseDetails		reportable_situation_EvidenceAllegedFraud		P2-S3-76		Boolean		1

		report_body->details>nature_reportable_situation_RootCauseDetails		reportable_situation_evidence_types		P2-S3-77		Array		1

		report_body->details>nature_reportable_situation_RootCauseDetails		reportable_situation_RootCauseMonitoring		P2-S3-83		Boolean		1

		report_body->details>nature_reportable_situation_RootCauseDetails		reportable_situation_date_WrittenReport		P2-S3-85		Date		1

		report_body->details>extent_impact_reportable_situation		reportable_situation_total_EventInstances		P2-S4-2		Integer		10

		report_body->details>extent_impact_reportable_situation		reportable_situation_previously_occurred		P2-S4-4		Boolean		1

		report_body->details>extent_impact_reportable_situation		reportable_situation_number_previosuly_occurred		P2-S4-6		Integer		10

		report_body->details>extent_impact_reportable_situation		reportable_situation_ReportedToAsic		P2-S4-7		Boolean		1

		report_body->details>extent_impact_reportable_situation		reportable_situation_AffectedClients		P2-S4-18		String		1

		report_body->details>extent_impact_reportable_situation		reportable_situation_TotalAffectedClients		P2-S4-19		Integer		10

		report_body->details>extent_impact_reportable_situation		reportable_situation_AffectedClientsNumberEstimation		P2-S4-20		Boolean		1

		report_body->details>extent_impact_reportable_situation		reportable_situation_AffectedClientsIdentification		P2-S4-21		Boolean		1

		report_body->details>extent_impact_reportable_situation		reportable_situation_DateToIdentifyClientsAffected		P2-S4-23		Date
Must be future date		50

		report_body->details>extent_impact_reportable_situation		reportable_situation_AffectedClientsIdentification_1		P2-S4-25		Boolean		1

		report_body->details>extent_impact_reportable_situation		reportable_situation_DateToIdentifyClientsAffected_1		P2-S4-27		Date
Must be future date		50

		report_body->details>extent_impact_reportable_situation		reportable_situation_SufferingFinancialLoss		P2-S4-33		string		1

		report_body->details>extent_impact_reportable_situation		reportable_situation_TotalFinancialLossToAffectedClients		P2-S4-34		Number		15

		report_body->details>extent_impact_reportable_situation		reportable_situation_TotalFinancialLossEstimation		P2-S4-35		Boolean		1

		report_body->details>extent_impact_reportable_situation		reportable_situation_TotalFinancialLossIdentification		P2-S4-36		Boolean		1

		report_body->details>extent_impact_reportable_situation		reportable_situation_DateKnownLoss		P2-S4-38		Date
Must be future date		50

		report_body->details>extent_impact_reportable_situation		reportable_situation_SufferingFinancialLossIdentification		P2-S4-39		Boolean		1

		report_body->details>extent_impact_reportable_situation		reportable_situation_DateToIdentifyFinancialLossSufferred		P2-S4-41		Date
Must be future date		50

		report_body->details>extent_impact_reportable_situation		reportable_situation_LicenceImpact_SufferedFinancialLoss		P2-S4-48		String		1

		report_body->details>extent_impact_reportable_situation		reportable_situation_LicenceImpact_FinancialLossAmount		P2-S4-50		String		15

		report_body->details>extent_impact_reportable_situation		reportable_situation_LicenceImpact_FinancialLossAmountEstimation		P2-S4-51		Boolean		1

		report_body->details>extent_impact_reportable_situation		reportable_situation_LicenceImpact_FinancialLossIdentification		P2-S4-52		Boolean		1

		report_body->details>extent_impact_reportable_situation		reportable_situation_LicenceImpact_DateKnownLoss		P2-S4-53		Date
Must be future date		50

		report_body->details>extent_impact_reportable_situation		reportable_situation_LicenceImpact_ImpactAbility		P2-S4-59		Boolean		1

		report_body->details>remediation_reportable_situation		reportable_situation_compensation_attempt		P2-S5-1		Boolean		1

		report_body->details>remediation_reportable_situation		reportable_situation_compensation_FinaliseDate		P2-S5-2		Date
Must not be future date		50

		report_body->details>remediation_reportable_situation		reportable_situation_compensation_StartStatus		P2-S5-3		Boolean		1

		report_body->details>remediation_reportable_situation		reportable_situation_compensation_StartDate		P2-S5-4		Date
Must not be future date		50

		report_body->details>remediation_reportable_situation		reportable_situation_compensation_ExpectedFinaliseDate		P2-S5-5		Date
Must  be a future date		50

		report_body->details>remediation_reportable_situation		reportable_situation_compensation_intention		P2-S5-6		Boolean		1

		report_body->details>remediation_reportable_situation		reportable_situation_compensation_ExpectedStartDate		P2-S5-7		Date
Must be a future date		50

		report_body->details>remediation_reportable_situation		reportable_situation_compensation_ExpectedFinaliseDate_1		P2-S5-9		Date
Must be a future date		50

		report_body->details>remediation_reportable_situation		reportable_situation_compensation_PaidTillDate		P2-S5-10a		String		15

		report_body->details>remediation_reportable_situation		reportable_situation_compensation_PaidInTotal		P2-S5-10b		String		15

		report_body->details>remediation_reportable_situation		reportable_situation_compensation_ClientsNumberTillDate		P2-S5-10c		Integer		15

		report_body->details>remediation_reportable_situation		reportable_situation_compensation_ClientsNumberTotal		P2-S5-10d		Integer		15

		report_body->details>remediation_reportable_situation		reportable_situation_remediation_provided		P2-S5-10e		Array		100

		report_body->details>remediation_reportable_situation		reportable_situation_remediation_BreachRectification		P2-S5-11		Boolean		1

		report_body->details>remediation_reportable_situation		reportable_situation_remediation_BreachRectificationDate		P2-S5-13		Date
Must not be a future date		50

		report_body->details>remediation_reportable_situation		reportable_situation_remediation_RectificationPlan		P2-S5-14		Boolean		1

		report_body->details>remediation_reportable_situation		reportable_situation_remediation_ExpectedRectificationCompletionDate		P2-S5-15		Date
Must be a future date		50

		report_body->details>remediation_reportable_situation		reportable_situation_remediation_PreparationRectificationPlan		P2-S5-16		Boolean		1

		report_body->details>remediation_reportable_situation		reportable_situation_remediation_ExpectedPlanCompletionDate		P2-S5-17		Date
Must be a future date		50

		report_body->details>remediation_reportable_situation		reportable_situation_remediation_RectificationAchieve		P2-S5-20		Array		100

		report_body->details>remediation_reportable_situation		reportable_situation_remediation_FurtherDetails		P2-S5-21		String		250

		report_body->details>remediation_reportable_situation		reportable_situation_prevention_MeasuresTaken		P2-S5-24		string		20

		report_body->details>remediation_reportable_situation		reportable_situation_prevention_IntendedMeasures		P2-S5-26		Boolean		1

		report_body->details>remediation_reportable_situation		reportable_situation_prevention_ExpectedImplementationDate		P2-S5-28		Date
Must be a future date		50

		report_body->details>remediation_reportable_situation		reportable_situation_AddressedInability_obligation		P2-S5-31aa		Boolean		1

		report_body->details>remediation_reportable_situation		reportable_situation_AddressedInability_MeasuresTaken		P2-S5-31a		Boolean		1

		report_body->details>remediation_reportable_situation		reportable_situation_AddressedInability_IntentionToTakeMeasures		P2-S5-31c		Boolean		1

		report_body->details>remediation_reportable_situation		reportable_situation_AddressedInability_ExpectedDate		P2-S5-31f		Date
Date must be future date		50

		report_body->LicenseesSchemesRepresentatives->licensees_schemes_rep_involved		representative_ReportableSituationRelate		P2-S2B-27		String		20

		report_body->LicenseesSchemesRepresentatives->licensees_schemes_rep_involved		representative_ReportableSituationRelate_1		P2-S2B-27a		string		20

		report_body->LicenseesSchemesRepresentatives->licensees_schemes_rep_involved		representative_ReportableSituationRelate_2		P2-S2B-1		string		20

		report_body->LicenseesSchemesRepresentatives->licensees_schemes_rep_involved		representative_ReportableSituationRelate_3		P2-S2B-1a		string		20
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List

				Description of change		Change Type		Field Names		Comments/Notes

				Updated the Validation check - by removing reduntant rules		Validation check		• afs_emp_rep_acn (FDD Reference# P2-S2B-43)
• afs_emp_rep_acn_1 (FDD Reference#P2-S2B-46)
• afs_emp_rep_given_name(FDD Reference#	P2-S2B-55)
•afs_emp_rep_given_name_other(FDD Reference# P2-S2B-56)
•afs_emp_rep_family_name	(FDD Reference# P2-S2B-57)
•credit_emp_dir_acn	(FDD Reference# P2-S2B-22ch)
•credit_emp_dir_acn_1(FDD Reference#P2-S2B-22f )
•credit_emp_dir_given_name (FDD Reference#P2-S2B-23)
•credit_emp_dir_given_name_other(FDD Reference# P2-S2B-24)
•credit_emp_dir_family_name (FDD Reference#P2-S2B-25)		Updated the validation check by removing reduntant rules for 10 fields listed in the Field Names column

				Changed the field spelling to use credit_emp_dir_rep_verify instead of credit_emp_dir_rep_verfiy		Typo error		•credit_emp_current_director_given_name
•credit_emp_current_director_OtherGiven_name
•credit_emp_current_director_family_name		Changed spelling to credit_emp_dir_rep_verify instead of credit_emp_dir_rep_verfiy in the Description for the Swagger fields listed in the Field Names column

				Added the text to include in the condition
Must be greater than zero.		Validation check		•reportable_situation_breach_count (FDD Reference#P2-S2-26)
•reportable_situation_negligence_count(FDD Reference#P2-S2-27)
•reportable_situation_fraud_count (FDD Reference# P2-S2-28) 
•reportable_situation_TotalFinancialLossToAffectedClients(FDD Reference# P2-S4-34)		Just added text Must be greater than zero for the fields listed in the Field Names column. No change in the condition

				Changed the condition to include double quotes 		Typo error		reportable_situation_general_insurance_type (FDD Reference# P2-S3-16b)		Changed condition to include double quotes around ("A general insurance product that does not fit within one of the above categories") for the field listed in Field Names column.This is to make consitent across the document

				Changed the condition to group the OR condition by including the brackets		Typo error		•reportable_situation_affected_NonIncomeStreamRiskProduct (FDD Reference# P2-S3-22)
•reportable_situation_affected_DirectTransferProduct (FDD Reference# P2-S3-23) 
•reportable_situation_affected_NoCashProduct(FDD Reference# P2-S3-24) 		Changed the condition to group the OR condition by including the brackets (to make it clearer in the swagger) for the fields listed in Field Names column.

Example shown for the field  "reportable_situation_affected_NonIncomeStreamRiskProduct" - Highlighted the brackets in RED to show the difference :

Mandatory if "reportable_situation_affected_insurance_category"= "Non-income stream risk"
                      
                        Show an error "You cannot select 'Not yet known' if the investigation is complete. To proceed with this transaction you must select another option."
                        If ("breach_investigation_completion_status"= "Yes" or "breach_investigation_completion_status_1" = "Yes") and "reportable_situation_affected_NonIncomeStreamRiskProduct" = "Not yet known"

				Changed the data type from integer to string		Data type 		reportable_situation_PhoneNumber_RegBody (FDD Reference# P2-S3-63)		No change in the condition. Changed the data type from integer to string for the field listed in the Field Names column

				Changed the data type from String to Integer		Data type 		•reportable_situation_compensation_PaidTillDate (FDD Reference# P2-S5-10a)
•reportable_situation_compensation_PaidInTotal (FDD Reference# P2-S5-10b)		No change in the condition.Changed the type from String to Integer for the field listed in the Field Names column

				Changed the text to show zero instead of numeral 0		Typo error		•reportable_situation_number_previously_occurred (FDD Reference# P2-S4-6)
•reportable_situation_TotalAffectedClients (FDD Reference#  P2-S4-19)		Changed the text to show zero instead of numeral 0. This is changed to look consitent across the document

				Changed the condition to use OR instead of AND in the last sub condition		Condition change		reportable_situation_AddressedInability_ExpectedDate (FDD Reference#P2-S5-31f)		Changed condition to use OR from AND in the last sub condition.

if("reportable_situation_AddressedInability_MeasuresTaken"= "Yes" OR  "reportable_situation_AddressedInability_IntentionToTakeMeasures"= "Yes") 

				Updated field name in the condition		Typo error		credit_emp_dir_given_name (FDD Reference#P2-S2B-23)
credit_emp_dir_given_name_other (FDD Reference#P2-S2B-24)
credit_emp_dir_family_name (FDD Reference#P2-S2B-25)		Updated the field name to credit_emp_dir_acn from credit_emp_dir_acn_1 in the condition.

Changed from: OR if ("credit_emp_dir_acn_1"= "No" 
                              AND "credit_emp_dir_rep_capacity" does not include "Current director of related body corporate") 


Changed to (Highlighted the changes in red) : OR if ("credit_emp_dir_acn"= "No" 
                              AND "credit_emp_dir_rep_capacity" does not include "Current director of related body corporate") 
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List

				Description of change		Change Type		Field Names		Comments/Notes

				Updated the Business rule		Typo Error		sub_funds_cciv_corp_dir_AFS_licence_number (FDD Reference#P2-S2C-2bB)		Updated the Business rule for the property mentioned in the Field Names column.Highlighted in Red to show the difference

Changed from: OR if P1-S1-2 is populated and P2-S2A-1 = AFS licence licence

Changed TO: OR if P1-S1-2 is populated and P2-S2A-1 = Credit licence

				Added the text "Must be a future date"		Typo Error		reportable_situation_compensation_ExpectedStartDate (FDD Reference#P2-S5-7)		Added the text "Must be a future date"  in the description for the property mentioned in the Field Names column to be consistent across the swagger

				Added Read only condition to the Property		Validation Check		reportable_situation_StepsToIdentifyRootCause (FDD Reference#P2-S3-67b)		Added read only rule to the property mentioned in the Field Names column






















image5.jpeg
ASIC

Australian Securities &
Investments Commission




