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About this guide 

This guidance applies only to information identified as having little or no 
continuing value to the business operations and activities of ASIC, the 
Superannuation Complaints Tribunal (SCT) or the Companies and Liquidators 
Disciplinary Board (CALDB). 

This guidance applies to information held in any format, including digital 
(electronic) or physical (hardcopy) in any system. 

All Commission members, ASIC staff (ongoing, non-ongoing and temporary), 
members of the SCT and CALDB, and consultants and contractors are 
expected to comply with and follow this guidance. 

Document history 

This guide was issued in September 2015 and is based on legislation and 
regulations as at the date of issue. 
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Purpose  

ASIC business records are generally disposed of in accordance with general and core business 
records authorities that have been approved as legally enforceable by the National Archives of 
Australia (NAA). The Archives Act 1983 states that Commonwealth records can be destroyed: 

• as required by a specific law; 

• with the permission of the NAA using an approved records authority; or 

• in accordance with a normal administrative practice (NAP). 

See Appendix 1 for the specific requirements under s24 of the Archives Act 1983. 

The purpose of this guidance is to help staff to understand and meet their obligations with respect to 
the retention and disposal of records covered by NAP provisions. It outlines the NAP process as it 
applies to ASIC and provides examples of those records that can be destroyed using NAP. 

This guidance complements ASIC’s Information Management ECM Business Rules and has been 
developed based on an understanding of ASIC business processes, records created or received to 
support those business processes, as well as considerations of business risks. 
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Acceptable NAP Processes 

NAP allows for the disposal of ephemeral, facilitative or transitory information which is of a trivial 
nature or of such short term value that it does not support or contribute to ASIC business. NAP 
information is not usually saved within the corporate recordkeeping system. 

In the course of carrying out ASIC core and administrative business activities, various iterative 
processes can occur that result in the creation or receipt of facilitative or transitory information, 
including: 

• rough working papers and background notes to support the development of other documents; 

• taking rough notes prior to and/or during hearings, visits or meetings which are later either 
formally transcribed or referenced only by the relevant staff member; 

• routine/iterative drafts which do not substantiate subsequent major drafts or final documents; 

• copies of case/matter records held for temporary reference; 

• published material acquired for reference purposes; 

• global email messages and notifications received regarding business activities and operations, 
or circulation copies of ASIC instructions, procedures, circulars or newsletters; 

• informational material received from other agencies or organisations, including catalogues, 
price lists, promotional materials etc.; 

• transitory messages giving minor instructions of a trivial nature only to further a more specific 
activity (e.g. telephone messages); 

• documents created in error, or which do not proceed to become official ASIC records. 

There is no need for information intended for temporary reference and retention to be captured into 
the corporate recordkeeping system.  It can be destroyed when no longer required for reference. 

Examples of NAP Records 

Within ASIC, examples of records (non-exhaustive) that can be destroyed in accordance with NAP are 
outlined in Table 1 on the following page. 
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NAP Exclusions 

NAP must not be used to destroy records that: 

• add value to an existing record; 

• provide evidence of ASIC decisions, actions and outcomes; 

• document significant operations, activities or events of ASIC; or 

• document the rights and obligations of government, business, financial professionals, 
consumers or other private organisations and individuals. 

Such information should only be disposed of in accordance with a current approved records authority 
issued by the NAA. 

In addition, NAP must not be used to destroy records that are the subject of an outstanding Freedom 
of Information request, claim or appeal, are obtained in the course of managing investigation, 
surveillance or enforcement matters, or where ASIC knows that it is reasonably likely that the 
information may be used as evidence in current or future legal proceedings. In such instances, 
relevant NAP records can only be destroyed when the action and any subsequent reviews are 
completed. 
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Appendix 1: Extract from Archives Act 1983 

Division 2—Dealings with Commonwealth records 

24  Disposal, destruction etc. of Commonwealth records 

(1) Subject to this Part, a person must not engage in conduct that results in: 

a) the destruction or other disposal of a Commonwealth record; or 

b) the transfer of the custody or ownership of a Commonwealth record; or 

c) damage to or alteration of a Commonwealth record. 

Penalty: 20 penalty units. 

(1A) For the purposes of an offence against subsection (1), strict liability applies to the physical 
element of circumstance of the offence, that the record is a Commonwealth record. 

Note: For strict liability, see section 6.1 of the Criminal Code. 

(2) Subsection (1) does not apply to anything done: 

d) as required by any law; 

e) with the permission of the Archives or in accordance with a practice or procedure 
approved by the Archives; 

f) in accordance with a normal administrative practice, other than a practice of a 
Department or authority of the Commonwealth of which the Archives has notified the 
Department or authority that it disapproves; or 

g) for the purpose of placing Commonwealth records that are not in the custody of the 
Commonwealth or of a Commonwealth institution in the custody of the Commonwealth or 
of a Commonwealth institution that is entitled to custody of the records. 

(3) Subsection (1) does not apply to the destruction of a Commonwealth record, being a record to 
which subsection 47(1), 70(1) or 107(1) of the Copyright Act 1968 applies, where the Director-
General has declined to consent to the delivery of the record to the Archives. 

(4) This section does not authorize the Archives to permit the destruction or other disposal of a 
Commonwealth record that is in the possession of, or has been transferred to the care of the 
Archives by, a Commonwealth institution, without the consent of that institution or of a 
Commonwealth institution that has succeeded to the relevant functions of that institution. 

(5) For the purposes of the application of subsection (1) to a record of a kind used by means of 
any mechanical or electronic device or equipment, including a computer, any treatment or 
modification of the record that would prevent the obtaining from the record of information or 
matter that could previously have been obtained from the record shall be deemed to be 
destruction of the record. 
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